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IN THE UNITED STATES DISTRICT COURT
FOR THE WESTERN DISTRICT OF TENNESSEE

WESTERN DIVISION
ACLU OF TENNESSEE, Inc. )
Intervening Plaintiff, ;
V. ) No. 2:17-cv-02120-jpm-DKV
THE CITY OF MEMPHIS, ;
Defendant. g

DEFENDANT’S REPLY TO INDEPENDENT MONITOR’S JANUARY 8, 2020 LETTER

The Defendant, the City of Memphis (“the City”), by and through counsel, respectfully
submits the following Reply to the January 8, 2020 letter submitted to the Court by the
Independent Monitor regarding three recent Foreign Intelligence Surveillance Act (“FISA”)
opinions (hereafter, “the Monitor’s Letter”). A copy of the Monitor’s Letter is attached as
Exhibit A.

The Court granted the City’s Motion for Leave to Reply “in order to highlight how the
FISA-related opinions [provided by the Independent Monitor] are not relevant to the City’s
proposed social media policy or to the First Amendment generally.” (ECF No. 281).

I Background

The Court imposed certain sanctions on the City in its October 27, 2018 Order. (ECF
No. 151). “To ensure compliance with the Consent Decree generally, and especially with the
requirement that the City familiarize its officers with the contents of the Decree,” (ECF No. 152,
PagelID 6288), the Court ordered, inter alia, the following:

The City shall establish written guidelines for the use of manual social media

searches and of social media collators in compliance with the Decree. The City
shall make these guidelines available to all officers with access to social media
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BUTLER| =0

January 8§, 2020

Via Electronic Mail

The Honorable Jon P. McCalla

U.S. District Court, Western District of Tennessee
Clifford Davis / Odell Horton Federal Building
167 North Main St., Room 942

Memphis, TN 38103

ect judge mccalla@tnwd.uscourts.gov

Re:  ACLU-TN v. City of Memphis, Case No. 2:17-cv-02120-JPM-jay: Proposed Social
Media Policy

Dear Judge McCalla:

Enclosed with this letter are the three Foreign Intelligence Surveillance Act (FISA)
opinions that Ms. Levinson-Waldman referenced during the Telephonic Status Conference on
January 2, 2020. (See ECF No. 273.) Two of the opinions, issued in October 2018 and
September 2019, are from the FISA Court, and the third is an intermediate opinion from the
FISA Court of Review, issued in July 2019. All three opinions were released as a package in
October 2019.

Because the combined length of the opinions is 200 pages, some brief discussion of the
opinions and their context might be helpful to the Court.! The opinions concern FISA § 702,
which authorizes the surveillance of foreigners but incidentally facilitates the collection of
information about Americans. As the Court may be aware, the FISA warrant process requires
probable cause that a target of government surveillance is a “foreign power” or an “agent of a
foreign power.” But § 702 requires no such predicate. Instead, the statute allows the government
to surveil any person who (1) is not a U.S. citizen and (2) is located abroad, to (3) acquire
“foreign intelligence information,” which broadly includes “information with respect to a foreign
power or foreign territory that relates to . . . the conduct of the foreign affairs of the United
States.™

In 2018, as commentators have noted, “the United States targeted more than 164,000
individuals and groups under Section 702, likely resulting in the mass collection of more than a

: For a more detailed discussion, please see the October 2019 article, “How the FBI

Violated the Privacy Rights of Tens of Thousands of Americans.” by the Brennan Center’s
Elizabeth Goitein, available at https://www.brennancenter.org/our-work/analysis-opinion/how-
fbi-violated-privacy-rights-tens-thousands-americans.

2 50 U.S.C. § 1881a(a)-(b).

Epwarp L. StanToN IIX Crescent Center
Post Qffice Box 171443 901.680.7369 GO7S Poplar Avenue, Suite 500
Memphis, TN 38187-1443 edward stanton@butlersnow.com Memphis, TN 38119
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billion communications.™ But “[tJhis vacuuming up of foreigners’ messages means a vast
number of Americans’ international communications end up in government hands. too.”™ Thus.
despite targeting non-Americans, the § 702 process involves the collection of a significant
amount of information about Americans.

Each year, the FISA Court reviews the “targeting,” “minimization,” and “querying”
procedures adopted by the government to limit the Fourth Amendment implications of § 702
surveillance. But the court conducts no individualized review of the targets of § 702 surveillance.
And once data has been collected, it may be searched by the FBI as well as the NSA and the
CIA. Further, although the NSA and CIA may query § 702 data only if the search is “reasonably
likely” to return “foreign intelligence information,” the FBI may do so if the search is
“reasonably likely” to return “foreign intelligence information™ or evidence of a crime. Critics
rightly call this kind of querying a “backdoor search,” because it allows the FBI to conduct
warrantless searches of information about Americans that already was collected without a
warrant or other showing of probable cause.

This background is relevant to the FBI's social-media protocols and my team’s position
that they should not be incorporated into the City’s social-media policy for at least two reasons.

First, the enclosed FISA opinions raise questions about the FBI's compliance with what
few limitations § 702 imposes. In 2018, Congress ordered the FBI to document all § 702 queries
that use U.S.-person identifiers. The FBI objected to this order, however, proposing instead to
track all § 702 queries without separating out the searches that involve U.S.-person identifiers. In
the October 2018 opinion, the FISA Court rejected this proposal, finding it inconsistent with the
plain language of the statute. The court also observed that the FBI had run “a large number” of
inquiries since April 2017 for which there was not a reasonable likelihood of retrieving “foreign
intelligence information™ or evidence of a crime. The FBI appealed to the FISA Court of
Review, which affirmed the FISA Court in July 2019, after which the Bureau submitted revised
procedures. The FISA Court approved those revised procedures in the September 2019 opinion.
According to that opinion, the FBI must (1) separately record § 702 queries that use U.S.-person
identifiers and (2) document justifications for the queries before reviewing the information that
they return,

Second, although the FBI encourages its agents to search § 702 data before initiating
national-security investigations, a 2014 report by the Privacy and Civil Liberties Oversight
Board reveals that it is common for FBI agents to query § 702 data in connection with criminal

3 Granick and Gorski, “How to Address Newly Revealed Abuses of Section 702
Surveillance,” available at https://www.justsecurity.org/66622/how-to-address-newly-revealed-
abuses-of-section-702-surveillance/ (October 18, 2019),

! Ibid.
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investigations as well—including the pre-investigation “assessments™ that my team specifically
objects to including in the City’s policy.”

Using the FBI’s protocols as a base for the City’s social-media policy would crest a
slippery slope because the FBI is not bound by the Kendrick Consent Decree, and it was not so
bound when it formulated its protocols. But the FBI's demonstrated resistance to oversight and
its spotty compliance with the comparatively minimal limits on its powers make the Bureau’s
protocols a poor model for adoption by the City for a more fundamental reason. As the Court has
now stated on several occasions, the Kendrick Consent Decree provides protections above the
Constitutional floor, (See e.g., Order, ECF No. 250, at PagelD # 8405.) The FBI has proven itself
unwilling or unable to comply with obligations below that floor. Its protocols should not now
serve as guideposts for the City’s social media policy or other efforts by the City to remedy
violations of its own, greater legal commitments.

Sincerely,

BUTLER SNnow LLP

e

Edward L. Stanton 11
ELS:blp
Encl.

cc: R. Mark Glover, Esq.
Bruce A. McMullen, Esq.
Jennifer A. Sink, Esq.
Thomas H. Castelli, Esq.
Mandy Strickland Floyd, Esq.
Jim Letten, Esq.
Gadson W. Perry, Esq.

50745443.v1

] Report on the Surveillance Program Operated Pursuant to Section 702 of the Foreign

Intelligence  Surveillance Act (July 2, 2014), available at https://www.pclob.gov/library/702-
Report.pdf, at p. 64.
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From: Silk, Jennie

To: Will William Perry (will.perry@butlersnow.com); Edward L. Stanton III; Terri Wiseman

Cc: Glover, R. Mark; Tullis, Mary Wu; Sink, Jennifer; McMullen, Bruce; Michael Fletcher
(michael.fletcher@memphistn.gov); Saleem, Zayid-mem

Subject: Proposed Social Media Policy

Date: Monday, November 25, 2019 3:29:33 PM

Attachments: 4831-0366-1485 v.3 Social Media policy - Draft 11-22-2019.docx

Good afternoon,

Attached is an updated proposed Social Media Policy incorporating some of the FBI’s guidance. If
you would like a document showing the tracked changes, we are happy to provide one.

Please let us know your thoughts when you have a chance. As you know, this is due to the Court
tomorrow. We have not yet consulted with the ACLU-TN on this version.

Thanks,

Jennie Vee Silk
Associate

Baker, Donelson, Bearman, Caldwell & Berkowitz, PC
2000 First Tennessee Building

165 Madison Avenue

Memphis, TN 38103

Phone 901.577.8212
Fax 901.577.0812
JSilk@bakerdonelson.com

Baker, Donelson, Bearman, Caldwell & Berkowitz, PC represents clients across the U.S. and abroad from offices in
Alabama, Florida, Georgia, Louisiana, Maryland, Mississippi, South Carolina, Tennessee, Texas, Virginia and
Washington, D.C.
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MEMPHIS POLICE DEPARTMENT

Policy and Procedure

SERIAL: DATE:
FROM: TO:
SUBJECT: LAW ENFORCEMENT UTILIZATION OF SOCIAL MEDIA

PURPOSE:

To establish guidelines for the use of social media, via manual social media
searches and through the use of social media collators, for all MPD
Employees as well as all civilians assigned to the Office of Homeland
Security (“OHS”) and Real Time Crime Center (“RTCC”), and in
compliance with the Order, Judgment, and Decree entered in Civil Case 76-
449 (“Kendrick Consent Decree”), and in accordance with the Memorandum
Opinion issued by the United States District Court in Case No. 2:17-cv-
02120, Doc. 151.

SCOPE:

This policy applies to all MPD Employees who utilize social media in the
course of their duties, as well as to all MPD personnel with access to social
media collators.

GENERAL:

Social media is a tool for real time communication and has become an
integral part of daily life for citizens of all ages. Its usage can be a valuable
tool to aid in investigations and analysis within public safety interest areas.
Similarly, in the aftermath of a crime, social media can be used to obtain
information to identify suspects, victims and witnesses.

Social media, by definition, is a forum on which the expression of First
Amendment rights may be expected to occur. The MPD’s use of social
media is governed by the Kendrick Consent Decree.

This policy shall outline the restrictions and uses of social media by
applicable officers. This policy is intended to address social media in
general, and not any one particular form of social media.

1
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DEFINITIONS:

Assessment — Assessments may be carried out to detect, obtain information
about, or prevent or protect against crimes or threats to public safety.
Assessments may be undertaken proactively with such objectives as
detecting criminal activities; obtaining information on individuals, groups,
or organizations of possible investigative interest, either because they may
be involved in criminal or public safety-threatening activities or because
they may be targeted for attack or victimization by such activities.
Assessments require an authorized purpose but not any particular factual
predication.

Command Staff - The MPD Command staff includes the Director of Police,
Deputy Director, and the six Deputy Chiefs.

Criminal Investigation - If probable cause exists that a crime has been
committed, a criminal investigation is the process of collecting information
or evidence about an incident in order to: (1) determine if a crime has been
committed; (2) identify a perpetrator; (3) establish probable cause; (4)
apprehend the perpetrator; and (5) provide evidence to support a conviction
in court.

Criminal Intelligence — Data which has been evaluated and determined to
be relevant to the identification of criminal activity engaged in by
individuals who or organizations which are reasonably suspected of
involvement in criminal activity.

Legitimate Law Enforcement Purpose — The collection, use, retention,
or sharing of information and intelligence gathered for the purpose of
furthering the authorized functions and activities of a law enforcement
agency, which may include the prevention of crime, ensuring the safety of
the public, furthering officer safety, and homeland and national security,
while adhering to law and agency policy designed to protect the privacy,
civil rights, and civil liberties of Americans.

Political Intelligence — the gathering, indexing, filing, maintenance, storage
or dissemination of information, or any other investigative activity, relating
to any person’s beliefs, opinions, associations or other exercise of First
Amendment rights. Political intelligence includes any investigation into the
lawful exercise of First Amendment rights, even if the investigating officer
does not have a partisan political motive. Political intelligence is not
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permissible as a goal of an investigation nor as the means to an end of an
otherwise lawful investigation.

Preassessment — During a preassessment investigation, an officer may
gather information using various forms of publicly available online
information and paid-for-services databases. No authorization is required
for preassessment information-gathering.

Predicated Investigations - The purposes or objectives of predicated
investigations are essentially the same as those of assessments, but
predication as provided in these is needed - generally, allegations, reports,
facts or circumstances indicative of possible criminal or public safety-
threatening activity. Supervisory approval must be obtained to initiate
predicated investigations.

Public Assembly -- A Public Assembly is any meeting, march,
demonstration, picket line, rally, or gathering of more than 25 persons for a
common purpose as a result of prior planning that interferes with or has a
tendency to interfere with the normal flow or regulation of pedestrian or
vehicular traffic or occupies any public area in a place open to the general
public, to the hindrance of others.

Public Domain — Any Internet resource that is open and available to
anyone, without use of a password, specific invitation, or other identifier.
Social Media — A category of Internet-based resources that integrate user-
generated content and user participation.

Social Media Collator — A tool used to capture data and monitor social
media sites by utilizing automated tools such as web crawlers and word
search functions to make predictive analysis, develop trends, or collect
information.

Social Media Sites — Sites which focus on building online communities of
people who share interests and activities and/or exploring the interests and
activities of others. Social media websites are further categorized by
Internet-based resources that integrate user-generated content and user
participation. This includes, but is not limited to, social networking sites
(Facebook), micro blogging sites (Twitter), photo-and video-sharing sites
(Instagram). The absence of an explicit reference to a specific social media
website does not limit the application of this policy.

Special Events —"Special Events" include parades, races or any other event
not meeting the definition of a public assembly.

Spontaneous Events -- Events occasioned by news or affairs coming into
public knowledge within seven days of a public assembly.
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Undercover Account — The utilization of an online alias to search or
engage in interactions with a person via social media sites that may or may
not be in the public domain (i.e. “friending a person on Facebook™).

USE OF SOCIAL MEDIA GENERALLY

The collection and use of information through the use of social media shall
be conducted in accordance with the Kendrick Consent Decree, and the
Memorandum Opinion issued by the United States District Court in Case
No. 2:17-cv-02120, Doc. 151, which may be found on the Memphis Police
Department Kiosk [show link here], and shall further be conducted without
violating constitutionally protected rights, or the requirements of 28 CFR
Part 23!, or any relevant state or local regulations.

Social media shall not be used by MPD to conduct political intelligence.
Political intelligence, as defined by the Kendrick Consent Decree, is the
gathering, indexing, filing, maintenance, storage or dissemination of
information, or any other investigative activity, relating to any person’s
beliefs, opinions, associations or other exercise of First Amendment rights.
Political intelligence includes any investigation into the lawful exercise of
First Amendment rights, even if the investigating officer does not have a
partisan political motive. Political intelligence is not permissible as a goal of
an investigation nor as the means to an end of an otherwise lawful
investigation. (See DR 138.)

All searches of social media by an MPD employee, including but not limited
to those through the use of a social media collator, shall be based on a
legitimate law enforcement purpose, and not for the purpose of gathering
information related to First Amendment rights. Absent authorization to
conduct an investigation, for example, impermissible search terms might
include a phrase or name of an organization that expresses political beliefs,
such as "Black Lives Matter," "Occupy Wall Street" or "Sovereign
Citizens." An example of permissible search terms, which in and of
themselves indicate unlawful conduct not protected by the First Amendment,
would be “shoot the police.” However, the use, retention, or dissemination
of information collected by searches that relate to the exercise of First
Amendment rights is governed by the Consent Decree. A search term such

128 CFR Part 23 is a federal regulation that provides guidance to law enforcement agencies on the
implementation standards for operating multijurisdictional criminal intelligence systems funded under the
Omnibus Crime Control and Safe Streets Act of 1968, as amended (Crime Control Act)

4
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as “St. Jude Marathon” is permissible because it does not involve the
collection of information associated with a person’s exercise of First
Amendment rights.

Social media may not be used to seek or retain information about an
individual’s age, race, ethnicity, citizenship, place of origin, disability,
gender, or sexual orientation, unless relevant to individual’s criminal
conduct or activity or if required for identification. Social media may also
be used to determine if a person is a minor.

In the event a MPD Employee encounters information on social media
pertaining to an imminent threat to public safety or evidence of the planning
or commission of a crime, the MPD Employee shall immediately notify
his/her commanding officer.

Only social media content directly relevant to the criminal investigation
should be retained and disseminated, and it shall be placed in the case file.

Use of social media while on duty should be conducted for police business
purposes only, and only in compliance with this Policy. The officer’s
personal use of the social media platform and any searches conducted for
personal reasons are nevertheless subject to this reporting requirement,
when:

e The information searched, gathered, collected, stored or disseminated
involves, includes, intersects or overlaps with, or otherwise relates to
or has direct or derivative use in any investigation, inquiry or matter
involving official law enforcement or department interest; and

e The officer has knowledge of such investigation, inquiry, or matter, or
should reasonably have such knowledge.

USE OF SOCIAL MEDIA FOR INVESTIGATIONS UNRELATED
TO THE EXERCISE OF FIRST AMENDMENT RIGHTS
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For purposes of investigations, MPD employees may use different methods
of online investigation based on the phase of investigation: the pre-
assessment phase, assessments, and predicated investigations.

e Pre-assessment phase: An MPD employee may search and review
various forms of online information, including various government
systems and paid-for-services databases, as well as information
available to the public via the Internet. The use of fictitious
information to register for access is prohibited, however. Information
obtained in a public chat room may fall within the category of
“publicly available information.” An MPD officer may use his or her
official email for the limited use of conducting a “clarifying
interview” and must identify him- or herself as being affiliated with
MPD.

No prior authorization is required for a pre-assessment level
investigation.

e Assessments: Assessments require an authorized purpose but not
any particular factual predication. In an assessment, an MPD officer
may use all investigative methods authorized prior to the opening of
an assessment, and may also use automated regular searches (e.g.,
Google alerts) to conduct regular searches of publicly available
information. During an assessment, an MPD employee can also
access private or restricted-access online forums if an exception to the
search warrant requirement has been satisfied, such as through
consent by a party with the authorization to access and control content
on the site. This “consenting party” may be the account-holder for a
social networking site, a system administrator, or a company official
with authority to direct others regarding site content. An MPD
employee may also record or monitor online public, real-time
communications, but not private, real-time communications, which
are available only during predicated cases. In addition, an MPD
employee should generally deal openly with the public during an
assessment. That is, in general, an MPD employee cannot engage in
undercover activity in an assessment because it is too invasive. He or
she can, however, task sources to access a restricted website to gather
information, if the source has authorized access, e.g., consent.
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e Predicated Investigations: The purposes or objectives of
predicated investigations are essentially the same as those of
assessments, but predication is needed. Predication can be based on
allegations, reports, facts, or circumstances indicative of possible
criminal or public safety-threatening activity. Supervisory approval
must be obtained, to initiate predicated investigations. Corresponding
to the stronger predication and approval requirements, all lawful
methods may be used in predicated investigations including all online
investigative methods authorized prior to the opening of an
assessment or during an assessment are authorized, as well as
additional online methods such as (1) monitoring private, real-time
online communications; (2) intercepting communications of a
computer trespasser; and (3) undercover activity.

MPD employees shall adhere to MPD’s Standard Operating Procedures
for opening a predicated investigation.

ONLINE INVESTIGATIONS THAT MAY RELATE TO THE
EXERCISE OF FIRST AMENDMENT RIGHTS

MPD employees may only collect information relating to the exercise of a
First Amendment rights if (1) the collection is logically related to an
authorized investigative purpose, (2) the collection does not materially
interfere with the ability of an individual or a group to engage in the exercise
of constitutionally protected rights, and (3) the method of collection is the
least intrusive alternative that is reasonable, based upon the circumstances of
the investigation.

If an assessment or investigation involves the monitoring or interception of
communications of a person or group exercising First Amendment rights,
that investigation must be authorized pursuant to Section G of the Consent
Decree. In those instances, an Authorization Form must be completed and
signed by the Director or his or her designee before the more intrusive online
investigation methods may be used to gather information about the person or
persons exercising their First Amendment rights online.

In no event may MPD base its investigatory conduct solely on an
individual’s or group’s exercise of First Amendment rights.
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ONLINE MONITORING OF JUVENILES ON SOCIAL MEDIA

Any and all restrictions regarding the monitoring of juveniles included in
MPD's practices, policies, or procedures, are incorporated into this Social
Media Policy.

MPD officers may use a social media account, including a covert account, to
contact or connect with a minor, without first notifying that minor’s parent
or guardian, only as allowed by Tennessee law and as authorized by § G of
the consent decree.

DOCUMENTATION AND RETENTION

Other than crime analysis, situational assessment reports, and evidence
collected during a criminal investigation, no information obtained from
social media websites shall be retained.

Information gathered from a social media site by MPD related to First
Amendment activity shall not be retained, unless for a legitimate law
enforcement purpose, for more than fourteen days.

All social media search terms used by an MPD Employee shall be retained
until reported to the Command Staff, which shall occur approximately every
90 days. At the end of each 90-day period, each MPD Employee who
conducted a search on social media must submit a list of search terms used
to search the particular social media platform related to the officer’s duties
and responsibilities as an officer of the MPD. These reports shall be
submitted to the officer’s commander.

Unannounced internal audits of an officer's social media searches are
permissible at any time for any reason when authorized by a member of the
Command staff.

Situational awareness reports> may be prepared for special events, public
assemblies, and spontaneous events management, including First
Amendment-protected activities, where necessary for the furtherance of

2 A situational awareness report is report of intelligence gathered by law enforcement related to public
safety surrounding a planned gathering of people in public. The purpose of a situational awareness report
is to provide MPD with information so that it can adequately prepare for and protect the public before,
during, and after a special event.

8
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public safety. Employees preparing such reports must take special care to
collect no more information than necessary regarding the exercise of First
Amendment-protected rights. Employees should further document that there
is a relationship between the incidental collection of information about First
Amendment-protected activities and the purpose of the report, which is the
protection of public safety. At the conclusion of the situation or First
Amendment-protected event, the information obtained from social media or
from a social media monitoring tool will be retained for no more than
fourteen days. At the conclusion of the situation or First Amendment-
protected event that was the catalyst for generation of a situational
awareness report, and where there was no criminal activity related to the
information gathered, the information obtained from social media or from a
social media monitoring tool will be retained for no more than fourteen (14)
days, or, if needed to create an After Action Review, up to ninety (90) days.

After Action Reviews may be prepared using information gathered from
social media. "After Action Review" (AAR) is defined as a report following
an incident describing the incident and analyzing MPD's preparation for and
response to reaction to the incident. The information obtained from social
media may be retained within the AAR indefinitely, but the names, photos,
and identifying information of individuals and organizations not suspected
of criminal activity should be redacted.

Information from social media that does indicate a criminal nexus of
unlawful conduct that is not protected by the First Amendment may be
retained in an intelligence report, suspicious activity report, or case
investigative file.

Information obtained from a social media site in the course of an
investigation that is identified as criminal in nature will be collected and
retained using screen shots, printouts of chat logs, copying uniform resource
locators (URL’s), and any other reasonable means for preserving the
evidence for subpoena or investigatory purposes. This evidence will be
stored in the same manner as other evidence of a criminal investigation.
When possible, MPD employees will utilize investigative computer systems
and software intended to record data from social media sites.

At no time shall MPD Personnel maintain any social media files outside of
these authorized files.
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DISSEMINATION

Information gathered from social media, including screen shots or “snags” of
social media sites, shall not be disseminated except as necessary for
preparations for special events, spontaneous events, and public assemblies
management or for the investigation of unlawful activity. Information
gathered from social media may not be forwarded or shared beyond those
who are authorized by this Policy. Any information gathered and retained
from social media may only be disseminated to MPD Employees and staff as
necessary.

DISCIPLINE

Any employee who violates this Section will be subject to disciplinary
action, up to and including termination.

Cross Reference

DR 138

10
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EXHIBIT C
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BUTLER

December 16, 2019

VIA ELECTRONIC AND U. S. MAIL

Bruce A. McMullen, Esq.

Chief Legal Officer / City Attorney
City of Memphis

125 North Main Street

Room 336

Memphis, TN 38103

Re:  ACLU-TN v. City of Memphis, Case No. 2:17-cv-02120-JPM-jay:
Social Media Policy Review

Dear Bruce:

My team and I have reviewed the revised proposed social-media policy that the City sent us
on Monday, November 25, 2019. In short, we reject your new changes and recommend
submitting to the court the version of the proposed policy that existed before the November 25th
alterations. Further on in this letter, I have identified four high-level objections that we have to
the new proposed policy. But our overarching concern is that the City appears to have engrafted
the FBI’s protocols onto its proposed policy without due consideration for the unique
requirements imposed on the City by the Kendrick Consent Decree or the nuanced, consent-
decree-consistent parameters on which my team and the City previously had agreed.

We recognize that FBI assessments do not require suspicion of criminal activity. But the
MPD does not enjoy such sweeping authority under either the consent decree or the First
Amendment. And as Ms. Levinson-Waldman mentioned during her testimony on November 21,
2019, the breadth of investigative tools available to the FBI has itself been the subject of strong
criticism from the Brennan Center and other civil society organizations on the grounds that those
tools are highly vulnerable to abuse, including targeting of First Amendment-protected activity.'
As a matter of principle, therefore, we cannot endorse a social media policy for the City that
would duplicate such breadth—but we also object as a matter of policy, because such breadth
would violate § G and other provisions of the consent decree.

. See, e.g., “New Revelations about FBI Spying Renew Concern with Assessments” (Nov. 4, 2019),
available at https://rightsanddissent.org/news/new-revelations-about-fbi-spying-renew-concern-with-assessments/;
“Standards for Opening an FBI Investigation So Low They Make the Statistic Meaningless” (May 2, 2017),
available at https://www.brennancenter.org/our-work/analysis-opinion/standards-opening-fbi-investigation-so-low-
they-make-statistic?_sm_au_=iVV1DtD7qn0jqHBjFGkQjKQHL7C8].

EDWARD L. STANTON 111 Crescent Center
Post Office Box 171443 901.680.7369 G075 Poplar Avenue, Suite 500
Memphis, TN 38187-1443 edward.stanton@butlersnow.com Memphis, TN 38119
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High-level objections of my team to the City’s new revisions include the following:

e With respect to the definition of “assessment” on Page 2 of the proposed
policy, our view is that criminal investigations must require credible and
reasonable factual predication and not merely “an authorized purpose.”
Similarly, the definition of “pre-assessment” on Page 3 of the proposed policy
should be revised to require factual predication. We believe that the creation
of two tiers of investigations—"“assessments” and “predicated investigations,”
the first of which requires no factual predication and also, in some cases, no
authorization of any kind—is inconsistent with the consent decree. The
consent decree does not allow the MPD to conduct investigations of any kind
without factual predication. See generally § G.

e On Page S of the proposed policy, the paragraph containing limitations on
social media searches and restrictions on the use of undercover accounts and
interactions with individuals, previously agreed upon by the City and my
team, has been deleted wholesale; it should be restored.

e The new language on Page 8 of the proposed policy, beneath the heading
ONLINE INVESTIGATIONS THAT MAY RELATE TO THE EXERCISE
OF FIRST AMENDMENT RIGHTS, references § G of the consent decree but
appears to establish an entirely new standard. It also incorporates and relies on
the two-tiered investigative standard that we identified as problematic above.
This language should be deleted and the prior language restored.

e Nowhere does this new policy identify clear reporting requirements for social
media use other than social-media search terms. For proper implementation of
my team’s audit and compliance functions, reporting must comprehensively
track MPD’s use of social media. Such comprehensive auditing is implicit in
the court’s instruction that the City “establish written guidelines for the use of
manual social media searches and of social media collators in compliance
with the decree.” (Sanctions Order, ECF No. 152, PagelD # 6289.)

We also have identified several minor changes, unrelated to the language that appears to have
been inspired by the FBI protocols, that, in our view, would strengthen this proposed policy.
Examples of such changes are as follows:
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e On Page 1 of the new policy

o The first sentence of the “PURPOSE” paragraph should be revised to
state the following:

»  “To establish guidelines for the use of social media, via manual
social media searches and—if authorized in a publicly
available policy and consistent with the terms of use of the
relevant social media platform—through the use of social
media collators, forall . ...”

= Additionally, the paragraph should reference ECF Nos. 120,
152, and 250 in addition to 151. These additional references
should be duplicated wherever a reference to ECF NO. 151
appears in the document.

o in the “SCOPE” paragraph, references to “MPD Employees” and
“MPD personnel” should be changed to “all MPD Command Staff,
officers, employees, and agents.”

o In the “GENERAL” paragraph, examples of “public safety interest
areas” should be included for clarification.

e On Page 2 of the new policy

o The term and definition of “criminal intelligence” should be stricken,
as they potentially conflict with, or could cause confusion regarding,
the consent decree’s definition of “political intelligence.”

o The DEFINITIONS section should include definitions for “After
Action Review” and “Situational Awareness Report,” which currently
are defined elsewhere in the policy (on Page 10).

But the primary concern my team and I have are the sweeping revisions that the City
proposed on November 25th. Those revisions are not consistent with the requirements of the
consent decree or the previous and lengthy discussions between the City, the ACLU-TN, and my
team.
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We reject the proposed revisions and suggest submitting to the court the version of the
proposed social-media policy previously agreed-upon by the City and my team, with full
implementation of the final recommendations shared by my team on August 12, 2019, and
October 9, 2019.

Sincerely,

BUTLER SNow LLP

Edward L. Stanton III
ES:tw

cc: Mark Glover, Esq. (via email only)
Jennifer Sink, Esq. (via email only)
Jim Letten, Esq. (via email only)

Gadson W. Perry (via email only)
50539024.v2
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UNITED STATES LeeAnn Flynn Hall, Cierk of Court

FOREIGN INTELLIGENCE SURVEILLANCE COURT

WASHINGTON, D.C.

MEMORANDUM OPINION AND ORDER

The Foreign Intelligence Surveillance Court today addresses the “Government’s Ex Parte
Submission of Reauthorization Certifications and Related Procedures, Ex Parte Submission of
Amended Certifications, and Request for an Order Approving Such Certifications and Amended
Certifications,” filed on March 27, 2018 (“March 27, 2018, Submission™), and the
“Government’s Ex Parte Submission of Amendments to DNI/AG 702(1y) Certifications and
Related Procedures, Ex Parte Submission of Amendments to DNIVAG 702(g) Certifications, and

Request for an Order Approving Such Amended Certifications,” filed on September 18, 2018
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(“September 18, 2018, Submission”). The March 27, 2018, Submission, as amended by the
September 18, 2018, Submission, is subject to review by the Court under Section 702 of the
Foreign Intelligence Surveillance Act (FISA) as amended, codified at 50 U.S.C. § 1881a. The
government’s request for approval of the amended certifications and related procedures is
granted in part and denied in part for the reasons stated in this Memorandum Opinion and
Order.

Part I of this Opinion summarizes the government’s submissions and the procedural
history of these matters. In Part II, the Court finds that the certifications before it contain the
elements required by Section 702(h).

Part I1I of the Opinion addresses the targeting procedures and issues relating to the scope
of acquisition, including the “abouts limitation™ at Section 702(b)(5). The Court finds that the
targeting procedures satisfy the requirements of the statute and are consistent with the
requirements of the Fourth Amendment and approves the proposed scope of acquisition.

The Court examines the querying procedures and minimization procedures in Part IV.
After reviewing the applicable statutory provisions, see Part IV.A, the Court finds that the FBI’s
querying procedures do not comply with the requirement at Section 702(f)(1)(B) to keep records
of U.S.-person query terins used to conduct queries of information acquired under Section 702.
See Part IV.B. The Court next examines the prevalence of non-compliant queries conducted by
FBI personnel to return information about U.S. persons from Section 702-acquired data. It
ultimately finds the FB1’s querying and minimization procedures, as implemented, to be

inconsistent with statutory minimization requirements and the requirements of the Fourth
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Amendment. See Part [V.C. The Court then examines and approves certain exemptions that
appear in each agency’s set of querying and minimization procedures, see Part IV.D, as well as
certain changes to the FBI’s minimization procedures. See Part 1V.E.

Part V addresses certain other instances of non-compliance and the government’s
responses thereto. Those instances do not require any further findings of deficiency. In Part VI,
the Court summarizes its disposition and imposes certain reporting and other requirements on the
government.

L PROCEDURAL HISTORY

The Court begins with a description of the 2018 certifications and their amendments ande

then describes their subject matter.

A. The 2018 Certifications and Amendments

The March 27, 2018, Submission includes .ertiﬁcations executed by the Attorney

General and the Director of National Intelligence pursuant to Section 702:

Each of those certifications (coliectively referred to as “the March 27, 2018, Certifications”) is

accompanied by:

(1) Supporting affidavits of the Director of the National Security Agency, the Director of e
the Federal Bureau of Investigation, the Director of the Central Intelligence Agency, ande
the acting Director of the National Counterterrorism Center;e

(2)éTwo sets of targeting procedures, which govern NSA and the FBI respectively. Thee
targeting procedures for NSA appear as Exhibit A to each certification and those for thee
FBI appear as Exhibit C. The targeting procedures for each cettification are identical;e
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(3) Four sets of minimization procedures, which govern NS A, the FBI, the CIA, and

NCTC respectively. The minimization procedures for NSA appear as Exhibit B to each
certification, those for the FBI appear as Exhibit D, those for the CIA appear as Exhibit E,

and those for NCTC appear as ibit F m
identi entities targeted under those

certifications, The
minimization procedures for each certification are identical; and

(4) One set of querying procedures (“March 27, 2018, Querying Procedures”) for NSA,
the FBI, the CIA, and NCTC, which appears as Exhibit H to each certification.

The March 27, 2018, Submission also includes an explanatory memorandum prepared by the
Department of Justice (“March 27,2018, Memorandum”).

The Court was initially required to review and rule on the certifications and procedures
within 30 days of their submission —i.e., by April 26, 2018. See § 702(j)(1)(B). In order to
allow for participation of amici curiae, however, the Court extended this period by 90 days, until
July 25, 2018, under Section 702(k)(2). See Order, April 5, 2018. The Court appointed Jonathan
G. Cedarbaum, Esq., and Amy Jeffress, Esq., to serve as amici curiae. S¢e Order Appointing
Amici Curiae, Apr. 23, 2018. At the request of Ms. Jetfress, the Court later appointed John
Cella, Esq., as amicus curiae to assist in amici’s work. See Order Appointing Additional Amicus
Curiae, May 7,2018. The Court appreciates the diligent and learned assistance provided by
amici, both in their written submissions and in their oral advocacy at hearings. Their efforts have
greatly benefited the Court’s review of these matters.

Following briefing by amici and the government, the Court heard oral arguments by amici

and representatives from the government on July 13, 2018. At the Court’s direction, staff orally
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informed the government three days later of the Court’s concerns regarding the procedures
submitted by the government on March 27, 2018.
In particular, the Court raised the following significant concerns with the Government:

(1)€The querying and minimization procedures included exemptions frome
otherwise applicable requirements for lawful training functions and lawfule
aversight of an agency’s personncl or systems. Those exemptions seemede
unreasonably broad under the standards of the Fourth Amendment and FISA’se
definition of “‘minimization procedures.” See 50 U.S.C. §§ 1801(h), 1821(4):e

(2)dJnder the querying procedures, the FBI would keep records of all queries rune
against Section 702 data, but those records would not indicate whether the querye
term used was associated with a United States person. This recordkeepinge
practice appeared to be inconsistent with the statutory requirement that thee
querying procedures “include a technical procedure whereby a record is kept ofe
each United States person guery term used for a query.” § 702(f)(1)(B); ande

(3)€The querying procedures did not require FBI personnel to document the basise
for finding that each United States-person query term satisfied the relevante
standard —i.e., that queries be reasonably designed to return foreign-intelligencee
information or evidence of crime. Without such documentation and in view ofe
reported instances of non-compliance with that standard, the procedures seemede
unreasonable under FISA’s definition of “minimization procedures” and possiblye
the Fourth Amendment. The Court noted it was favorably inclined toward amici’se
suggestions that the Court require that, if FBI personniel want to examine thee
contents of Section 702 information returned by a United States-person query,e
they would first be required to document why that query met the applicablee
standard.e

On July 20, 2018, the government filed a motion seeking a further extension until
October 18, 2018, in order for it to amend its procedures in an effort to address at least some of
the Court’s concems. See Mot. for Order Extending Time Limit Pursuant to 50 U.S.C.
§el881a(k)(2). That motion stated, “In particular, the government believes it would be consistente

with national security for the extension to provide sufficient time both for the government to
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formulate and execute amendments and for the Court to review the amended 2018
Certifications.” 1d. at 9. On that same day, the Court granted the motion.
The government timely filed its September 18, 2018, Submission, which includes

arch 27, 2018, Certifications: Amendment to

he Court will collectively refer to them as “the September 18, 2018,

Amendments” and to the certifications, as thereby amended, as “the 2018 Certifications.” The

September 18, 2018, Amendments are accompanied by:

(1 )-supporting affidavits of the Director of NSA, the Director of the FBI, thee
Director of the CIA, and the acting Director of NCTC;e

(2) Amended minimization procedures for the four agencies, which are identical for each
amended certification. The amended minimization procedures for NSA appear as Exhibit
B to each of the September 18, 2018, Amendments; those for the FBI appear as Exhibit
D; those for the CIA appear as Exhibit E; and those for NCTC appear as Exhibit G; and
(3)eAmended querying procedures, which are identical for each amended certification ande
are broken out by agency: NSA Querying Procedures, which appear as Exhibit H to thee
September 18, 2018, Amendments; FBI Querying Procedures, which appear as Exhibit I;e
CIA Querying Procedures, which appear as Exhibit J; and NCTC Querying Procedures,e
which appear as Exhibit K.e

The September 18, 2018, Submission also includes an explanatory memorandum prepared by

DOJ (““‘September 18, 2018, Memorandum™) and a supplemental declaration of the Director of

the FBI (“Supplemental FBI Declaration™).

The September 18, 2018, Submission included a number of changes intended to address

the Court’s concerns. With regard to the concerns noted above, the government:
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(1) significantly narrowed the scope of the exemptions for lawful traininga
functions and lawful oversight of agency personnel or systems in the querying anda
minimization procedures;a

(2)adid not alter the FBI's recordkeeping requirements, but in the Supplementala
FBI Declaration described the operational consequences the FBI anticipates if it isa
required to maintain records that distinguish U.S.-person query terms from othera
query terms and to document why U.S.-person queries met the applicable standarda
befere viewing any Section 702 content retrieved by the query; anda

(3)aincluded 1n the FBI Querying Procedures supplemental procedures fora
“categorical batch queries” (as opposed to queries conducted on the basis ofa
individualized assessments). Subject to certain exceptions, FBI personnel woulda

be required to obtain the written approval of an FBI attorney before reviewinga
Section 702 information retrieved using a categorical batch query.a

The September 18, 2018, Submission was provided to amici, and on September 28, the
Court heard oral arguments from amici and the government on the amended certifications and
procedures.

B. Subject Matter of the Certifications

Each certification involves “the targeting of non-United States persons reasonably

information.”
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The 2018 Certifications generally propose to continue acquisitions of foreign-intelligence

information now being conducted under prior certifications that were initially submitted in 2016

(“the 2016 Certifications™). See March 27,2018, Memorandum at 2. The 2016 Certifications,

amended by the government in March 2017 and approved by the FISC on April 26, 2017. See

(“April 26, 2017, Opinion™), at 5-6,95. The 2016 Certifications, in turn, generally renewed

authorizations to acquire foreign-intelligence information under a series of certifications made by

the AG and DNI pursuant to Section 702 that dates back to 2008. See Docket Nos

Those dockets, together with Docket Numbers

re collectively referred to as “the Prior 782 Dockets.”
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The government also seeks approval of amendments to the certifications in the Prior 702
Dockets, such that NSA, the CIA, the FBI, and NCTC henceforward would apply the same
minimization and querying procedures to information obtained under prior certifications as they

would to information to be obtained under the 2018 Certifications, as amended. See

September 18, 2018, Memorandum,

IL REVIEW OF THE 2018 CERTIFICATIONS AND PRIOR CERTIFICATIONS,
AS AMENDED

The Court must review a Section 702 certification “to determine whether [it] contains alle
the required elements.” § 702(j)(2)(A). The Court’s examination of the 2018 Certifications
confirms that:

(1)ehe certifications, including their amendments, have been made under oath bye
the AG and the DNI, as required by § 702(h)(1)(A), see

(2) the certifications, including their amendments, contain the attestations required
by § 702(h)(2)(A),

(3)eas required by § 702(h)(2)(B), each certification is accompanied by targetinge
procedures and minimization procedures adopted in accordance with § 702(d) ande
(e), respectively;e

(4) each certification is supported by affidavits of appropriate national-security officials,e
as described in § 702(h)(2)(C); ande

(5)eeach certification includes an effective date, which was changed by the September 18,
2018, Amendments as described in § 702(h)(3) — specifically, the certifications becomee
effective on October 18, 2018, or the date upon which the Court issues an ordere
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The statement
described in § 702(h)(2)(E) is not required because there was no “exigent circumstances”
determination under § 702(c)(2).)

The Court therefore finds that the 2018 Certifications contain all the required statutory elements.
Similarly, the Court has reviewed the certifications in the Prior 702 Dockets, as amended

by the 2018 Certifications, and finds they also contain all the elements required by the statute.

Those amendments have the same effective dates as the 2018 Certifications. See

III.  TARGETING PROCEDURES AND SCOPE OF ACQUISITION

Section 702(d)(1) requires targeting procedures to be “reasonably designed” to “ensure
that any acquisition authorized under [§ 702(a)] is limited to targeting persons reasonably
believed to be located outside the United States™ and to “prevent the intentional acquisition of
any communication as to which the sender and all intended recipients are known at the time of
the acquisition to be located in the United States.” Additionaily, the government uses the
targeting procedures to ensure acquisitions do “not intentionally target a United States person
reasonably believed to be located outside the United States.” § 702(b)(3). Pursuant to
§e702(j)(2)(B), the Court assesses whether the targeting procedures satisfy those criteria. Thee
Court must alse assess whether the targeting procedures, along with the querying and
minimization procedures, are consistent with the requirements of the Fourth Amendment. See
§€702())(3)(A)-(B).e

In January 2018, Congress enacted the FISA Amendments Reauthorization Act of 2017
(“Reauthorization Act”), Pub. L. No. 115-118, 132 Stat. 3 (2018). The Reauthorization Act
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enacted Section 702(b)(5), which contains a limitation on the acquisition of “communications
that contain a reference to, but are not to or from, a target of an acquisition authorized” under
Section 702(a), which acquisition is colloquially referred to as “abouts™ collection.
Reauthorization Act § 103(a)(3). It specifically imposed, with narrow exceptions for exigent
circumstances, a requirement of congressional notification and a 30-day congressional-review
period before the government can resume abouts collection under Section 702. See id.
§el 03(b)(1)-(4). This Opinion refers to that requirement as the “abouts limitation.” In addition,e
the government must “fully and currently inform” the Judiciary and Intelligence Committees of
the House and Senate of “significant noncompliance . . . concerning any acquisition of abouts
communications.” § 702(m)(4) (enacted by Reauthorization Act § 103(b)(5)).

A. Background on Section 702 Acquisition

The government targets a person under Section 702 by tasking for acquisition one or
more selectors (e.g., identifiers for email or other electronic-communication accounts) associated
with that person. Section 702 encompasses different forms of acquisition. The government may
acquire information “upstream,” as it transits the facilities of an Intemet backbone carrier, as well
as “downstream,” from systems operated by providers of service‘
April 26, 2017, Opinion at 15. Traditional telephone communications may also be acquired
upstream, but those acquisitions have not presented issues regarding scope of acquisition in the
way that upstream Internet acquisitions have. In the following discussion, “upstream” collection

refers to upstream acquisition of Internet communications under Section 702.
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NSA is the only agency to conduct upstream collection under Section 702, while both the

NSA and FB! have roles in downstream. Under the procedures, NSA is

the lead agency in making targeting decisions under Section 702, The FBI Targeting Procedures

See FBI

Targeting Procedures § 1.1 at 1. “Thus, the FBI Targeting Procedures apply in eddition to the

-Mem‘ Op., Sept. 4, 2008 (““‘September 4, 2008, Opinion™) at 20 (emphasis in original).

It is worth highlighting two salient features of upstream collection as conducted prior to

March 17, 2017, that bear on the issues raised by the abouts limitation:
(1)NSA sometimes acquired “multiple communication transactions,” or “MCTs,”e

through upstream collection. An MCT is a bundle of communications transiting part of the

Internet together

containing multiple messages

See April 26, 2017, Opinion at 15-16.

(“Active user” refers to the user of a communication service to or from whom an MCT is in

transit when it is acquired. See id. at 16.)

(2)en addition to information in transit to or from a tasked selector, NSA acquirede
communications, including MCTs, about — i.e., containing a reference to — a tasked selector. For
example, if a single email message within an MCT contained a reference to a tasked email

account, the entire MCT could be acquired, including numerous additional email messages that
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did not contain a reference to a tasked selector. Seeid. For that reason, and because such MCTs

could be acquired regardless of whether the active user was a Section 702 target, those additional
email messages could be wholly unrelated to any target. See id. at 16-17.

As a result, upstream collection as conducted prior to March 17, 2017, was “more likely
than other forms of Section 702 collection to contain information of or concerning United States
persons with no foreign intelligence value.” Id. at 17 (internal quotation marks and citation
omitted). Heightened restrictions were accordingly placed on NSA'’s retention, use, and
dissemination of information acquired through upstream collection, including a prohibition on
queries that used U.S.-person identifiers as query terms. See id. at 17-18.

Beginning in October 2016, while the 2016 Certifications were pending before the FISC,
the government reported that NSA had violated that querying prohibition much more frequently
than had been previously disclosed. The FISC discussed this issue at length in its opinion
ultimately approving the 2016 Certifications, which were amended by the government to address

that non-compliance. See id. at 14-30. Specifically, the government chose to stop acquiring

abouts communications under Section 702 and memorialized that change in amended procedures
for the 2016 Certifications. For example, the NSA Targeting Procedures were amended to state
that “[a]cquisitions conducted under these procedures will be limited to communications o or
Jfrom persons targeted in accordance with these procedures.” 2016 NSA Targeting Procedures, as
Amended, Mar. 30, 2017, § 1 at 2 (emphasis added). Consistent with that provision,.NSA limited
acquisition of MCTs to situations where a Section 702. target was the active user or, put another

way, a sender or recipient of the entirety of each MCT acquired. NSA’s current minimization
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procedures (“2016 NSA Minimization Procedures”) were amended to state that Internet
transactions acquired after March 17, 2017, “that are not to or from a person targeted in
accordance with NSA’s section 702 targeting procedures are unauthorized acquisitions and
therefore will be destroyed upon recognition.” 2016 NSA Minimization Procedures, as
Amended Mar. 30, 2017, § 3(b)(4)b at 4. Relying on those changes, the Court approved the
amended 2016 Certifications and procedures. See April 26,2017, Opinion at 23-30, 95.

The 2016 NSA Minimization Procedures (as amended in March 2017 and approved in
April 2017) required the sequestration and destruction of all upstream Internet collection during
the timeframe affected by the compliance incident. Aside from information retained subject to
restricted access for litigation-hold purposes (see, e.g., Gov’t Fifth Update Regarding Info.
Acquired On or Before Mar. 17, 2017, Pursuant to NSA’s Section 702 Upstream Internet
Collection, July 18, 2018, at 5-8) NSA has completed the necessary destruction.

The government is not seeking Court approval to resume what it regards as the
acquisition of abouts communications under the 2018 Certifications and accompanying
procedures. The Court nonetheless identified issues concerning the potential applicability of the
abouts limitation to some information within the proposed scope of acquisition under the 2018
Certifications and appointed amici to address the following:

(a)eDo the preconditions on acquiring *“abouts communications” imposed by Sectione

103(b) of the [Reauthorization Act] apply only to forms of acquisition that thee
government discontinued under Section 702 in March 2017%e

(b)elf the answer to (a) is “no,” do any forms of acquisition to be conducted under thee

2018 Certifications involve acquisition of abouts communications, with particulare
consideration of
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Order Appointing Amici Curiae, Apr. 23, 2018, at 4. The Court appreciates the helpful briefing

it received from amici and the government on these issues.

B. Analysis

The Court’s examination will begin witl'-collcction. There is substantial

agreement between the government and amici that such collection

comports with the abouts limitation.

The Court next addresses -.escribed in element (b)(i) above. It

examines that information as acquired upstream (in-transit) and then as acquired downstream

With respect to

upstream collectioy the Court concludes, again based on substant:al

agreement between amici and the government, that collection will be conducted in a

manner that complies with the limitation.
The government and amici disagree as to whether the abouts limitation has any
application fo downstream collection. The Court, for reasons stated below, concludes that it does

and addresses the application of the limitation to various types of downstream collection. The

Court concludes that ownstream acquisition

omports with the abouts

rt further concludes that

comports with the abouts limitation becaus
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would be

consistent with the [imitation.

I
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Amici agreed with the government, and the Court accepts, that the NSA’s

limitation. See, e.g., Br. of Amici Curiae (“Amici Brief”), May 31, 2018, at 40 (“[T]he

Government offers what to us are persuasive arguments that

_are limited to acquisitions of communications to or from targets and thus

are not subject to the restrictions in section 103 of the Reauthorization Act.”).

Amici conclude that the safeguards

T R T S U N OO Page 18
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and procedures being employed

(33

ill avoid intentional acquisition of abouts
communications.” Amici Brief at 41-42; see also § 702(b)(5) (authorized acquisition may not

intentionally acquire abouts communications).

The Court is equally satisfied on the record before it that_
_s reasonably designed to avoid the acquisition ofo

abouts communications (or any other non-target communications) and to require the destruction

of any non-target communications unintentionally obtained through such collection.

Amici make two sets of recommendations

First, they recommend that the Court require the

government to explain to the Court why_will only acquire

communications to or from a Section 702 target, and to report on the methods it uses to audit

information fo deterinine what percentage, if any, of
communications acquired are neither to nor from a Section 702 target, and the results of that

auditing. See Amici Brief at 43. The Court adopts these recomimendations, in part, as reflected

in the reporting requirements set out at the end of this opinion.

e R — Page 19

DATE: Oct 8, 2019 - Authorized Public Release Page 19 of 138 FISC Opinion, Oct. 2018



C 5@t reaMid2ib2Acit hzi s dodewiaent 2352545 Filed 02/05/20 Giagg.hédigh bedlbidkagRiD

e TOT " SECRE T/ ST7ORCONTNOFPORN—

Second, amici recommend that the Court require the government to brief Congress

Id. at 43-44. Amici do not identify any particular reason to think

ordinary oversight processes are inadequate for this subject, and the Court sees no need to dictate
the terms of executive-branch disclosures to Congress. The Court anticipates that congressional
committees of jurisdiction will receive copies of this opinion. See 50 U.S.C. § 1871(c)(1)
(requiring Attorney General to submit to specified Congressional committees any decision, order,
or opinion of this Court that includes a “significant construction or interpretation of any

provision of law”). Congress will then have an informed opportunity to decide for itself what

further information it may desire

he Court will first briefly review

pertinent changes to the targeting procedures an

under Section 702. It will then examine the acquisition of such information through both

upstream collection and downstream collection,

The Court concludes that, while the

abouts limitation potentially applies to both upsiream and downstream collection, the

government may use both of those means to -thout acquiring

abouts communications.
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a. Background

The government’s submission refers to

pursuant to Section 702

-’I‘hc government made what it regards as clarifying edits to its Section 702

procedures to account for
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The Court must now consider whether acquisitio;

-s consistent with the abouts limitation. It is necessary {o analyze that issue separately

for each pertinent form of acquisition.

b. Upstream Collection

Amici contend, and the government does not contest, that such cases involve acquisition
of “communications.” In support of that conclusion, amici point to the broad definition of
“electronic communication” in the Electronic Communications Privacy Act (ECPA), 18 U.S.C.
§ 2510(12) (1986), as ““any transfer of signs, signals, writing, images, sounds, data or

intelligence of any nature transmitted in whole or in part by a wire, radio, electromagnetic,

T e G i et e SR Page 25
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photoelectronic or photaoptical system that affects interstate or foreign commerce,” subject to

> Amici Brief at 26. This Court has previously understood that definition to

certain exceptions.’

For purposes of the abouts limitation, it is impoitant that all of the above-described

communications would be in transit to or from a person who is accessing or using the account in
question — i.e., the active user — at the time they could be acquired by upstream collection. So
long as the active user is properly targeted under Section 702, the acquired communications
would be to or from that target and therefore would fall outside the abouts limitation. And
generally speaking, the active user of the account in question will be an authorized Section 702
target if the account is properly tasked for acquisition under Section 702. That is because, with a
narrow exception for- all users of a facility tasked for acquisition under
Section 702 are considered targets. See April 26, 2017, Opinion at 16 n.18; 2016 NSA
Minimization Procedures, as Amended Mar. 30, 2017 § 4(c)(3) at 6 n.1 (“any user of a tasked

selector is regarded as a person targeted for acquisition”). (If a tasking of a facility is found to be

e R il ) dins ool i et i (MM D e Page 26
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improper for some other reason — e.g., because one of its users is a U.S. person — further

acquisition would be unauthorized, but not due to the abouts limitation.)

its procedures, as described above, now require it to limit

acquisition to communications to or from a person targeted under Section 702. For example,

NSA would not acquire

Seg Gov’t Response at 9.

Amici agree that, so limited, acquisition

_consistent with the abouts limitation. See Reply Br. of Amici Curiae

(“Amici Reply”), June 29, 2018, at 4 (acknowledging that account information “acquired as a

result of collecting communications to or from a targeted account _

limitation).
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Based on the foregoing, the Court holds that upstream collection under Section 702 may

acquire

1thout 1mplicating

the abouts limitation.

Amici make two recommendations with respect to upstream collection generally: (1) the
government should be required to report on how it will comply with the abouts limitation when it
tasks any new type of selector to upstream collection; and (ii) the Court should ensure that the
government is systematically auditing compliance with the abouts limitation in such collection.
See Amici Brief at 34-35. The Court agrees with amici’s first recommendation, and it is
reflected in the reporting requirements included at the end of this opinion. As to the second, the
government is directed to include information in any such report describing steps that will be
taken to ensure that tasking the new type of selector will acquire only communications to or from
a target. To the extent compliance problems arise in such collection, the government will apprise
the Court in response to its compliance-reporting obligations, and the Court will have the
opportunity to respond to the situation.

C. Downstream Collection

The government raises a threshold issue about whether the abouts limitation has any
application to downstream collection at ali. After answering that general question affirmatively,
the Court then assesses whether the downstream acquisition falls within

the abouts limitation.
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(i) icability of Abouts Limitation to Downstream
Collection

Relying on legislative history, the goveriment pesits that Congress intended that
limitation to apply only to reinstatement of upstream abouts collection, as previously conducted
by NSA and discontinued in March 2017, and not to affect downstream collection. See Gov’t
Response at 1-2. For example, a report of the Senate Select Committec on Intelligence (SSCI)
described Section 103 of the Reauthorization Act as “codif[ying] the Intelligence Community’s
(IC’s) current prohibition on a subset of FISA collection under [Section 702] known as ‘Abouts’
Upstream collection.” S. Rep. No. 115-182 at 1 (2017). A report of the House Permanent Select
Committee on Intelligence (HPSC1) stated:

The Committee understands that the targeting procedures currently used by the

NSA to conduct acquisitions pursuant to FISA Section 702 prohibit the

acquisition of communications that are not “to” or “from” a FISA Section 702

target. The new limitation established by Section [103] is intended to codify only

current procedures and is not intended to affect acquisitions currenily being

conducted under FISA Section 702.

H.R. Rep. No. 115-475, pt. 1, at 20 (2017) (emphasis added). Amici point out that the same
general expectation was reflected in statements made by multiple members during floor debate
on the Reauthorization Act. See Amici Brief at 22-23 & nn.24-25.

The government would have us take those statements to the bank. Amici largely concede

the point of congressional intent, but argue that Congress might not have understood what

particular kinds of information are acquired under Section 702. See id. at 28. They note that the

legislative history of the Reauthorization Act does not discuss _
-'hey assert that silence with respect to a form of acquisition of which Congress

PO SPEREFIIIYOREOND 6 5O Redir-— Page 29
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might not have been aware should not be taken to suggest that the abouts limitation does not
apply. Seeid. at 17. The government, in response, points to, among other things, legislative
history of the FISA Amendments Act of 2008 and litigation involving challenges to directives

iders as evidence that Congress is fully on notice that the government acquires

nder Section 702. See Gov’t Responsc at 2-4, 7.
The Court is not well positioned to assess congressional understanding on this point. In
any event, it must be mindful that “[t]he starting point in discerning congressional intent is the

existing statutory text.” Laime v. U.S. Trustee, 540 U.S. 526, 534 (2004}; accord. e.s., Sebelius

v.eCloer, 133 S. Ct. 1886, 1893 (2013) (“As in any statutory construction case, ‘(w]e start, ofe

course, with the statutory text . . . .””’) (quoting BP America Production Co. v. Burton, 549

U.S. 84, 91 (2006)). The plain meaning of that text must be given effect if “the disposition
required by the text is not absurd.” Laime, 540 U.S. at 534. Here, the text of Section 702(b)(5)
does not distinguish between upstream and downstream collection or otherwise refer to how
acquisition is conducted. The provision merely describes communications that are not to or frome
a target, but contain a reference to a target, and subjects the intentional acquisition of such
communications to the notification and delay requirements of Section 103(b) of the
Reauthorization Act. The Court discerns no absurdity in applying the abouts limitation, by its
terms, to downstream collection and will advert to legislative history below only insofar as

ambiguities are confronted in doing so. See Barnhil} v. Johnson. 503 U.S. 393, 401 (1992)e

(“appeals to statutory history are well taken only to resolve statutory ambiguity”) (internal

quotation marks omitted); see also Mohamad v. Palestinian Authority, 132 S. Ct. 1702, 1709
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(2012) (“[R]eliance on legislative history is unnecessary in light of the statute’s unambiguous

language.™) (internal quotation marks omitted); United States v. Gonzales, 520 U.S. 1, 6 (1997)

(“Given the straightforward statutory command, there is no reason to resort to legislative

history.”).

(ii) Applying Abeuts Limitation to Downstream Acquisition

he above analysis of how upstream acquisition of such

communications comports with the abouts limitation applies equally to _

effected downstream. The Court concludes that the downstream acquisition of such

communications

does not implicate the abouts limitation.

As discussed above,

amici and the government disagree as to whether the abouts limitation applies to this

infermation. The government asserts that, consistent with longstanding practice, acquisitions
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under Section 702 can and do include
and that this was

Response at 2-7.

Amici do not argue that cannot be collected under Section 702. Rather,

It is worth noting that learly constitute

“communications” for purposes of the abouts limitation. The Court does not understand the

government to assert that
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he Court finds in

re clearly communications for purposes eof the abouts
limitation. For their acquisition to be authorized under the 2018 Certifications, such
communicatiens must be to or from a target.

At the other end of the spectrum, it is conceivable that

yresented here. is whether

The statutory provisions describing the abouts limitation do not speak to this question, so the
Court looks next to the broader statutory text and framework of Section 702.

Upon a determination of exigent circumstances under Section 702(c)(2) or the issuance of
a FISC order under Section 702(j)(3), “the [AG] and [DNI] may authorize jointly, for a period of
up to I year from the effective date of the authorization, the targeting of persons reasonably
believed to be located outside the United States to acquire foreign intelligence information.”
§6702(a). FISA does not define “foreign intelligence information™ in terms of the nature of theo
information itself, but rather the national-security purposes it may serve: for example, the

definition includes “information that relates to, and if concemning a United States person is

— OSSR ERPFSN OREO MNNE O IR — Page 33
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necessary to, the ability of the United States to protect against . . . international terrorism, . . . the
international proliferation of weapons of mass destruction, [and] . . . clandestine intelligence
activities” by foreign powers and their agents, as well as “information with respect to a foreign
power or foreign territory that relates to, and if concerning a United States person is necessary to
.. . the national defense or the security of the United States.” 50 U.S.C. § 1801 (e)(1)(B)~(C),
(2)(A).

Notwithstanding this broad charge to acquire “foreign intefligence information™ in
furtherance of national-security objectives, there are limitations on how acquisitions authorized
under Section 702(a) may be conducted and against whom they may be directed. The abouts
limitation is now one of them. It appears in Section 702(b) along with five other limitations on
acquisitions authorized under Section 702(a). One of those other limitations, like the abouts
limitation, applies to a certain type of communication and provides that an acquisition “may not
intentionally acquire any communication as to which the sender and all intended recipients are
known at the time of the acquisition to be located in the United States.” § 702(b)(4). The other
limitations do not refer to communications. Three of them prohibit the intentional targeting of
persons under certain circumstances — e.g., a U.S. person reasonably believed to be outside the
United States or anyone known to be in the United States, § 702(b)(1)~(3) — while the remaining

one states that acquisitions shall be conducted in a manner consistent with the Fourth

Amendment. See¢ § 702(b)(6).

The statute also provides the means of accomplishing acquisitions authorized under

Section 702(a): the AG and DNI “may direct, in writing, an electronic communication service

R T O SR S ORCON NROFORN Page 34
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provider to . . . immediately provide the Government with all infermation, facilities, or assistance
necessary to accomplish the acquisition in a manner that will protect the secrecy of the
acquisitioln and produce a minimum of interference with the services” provided to the target of
acquisition. See § 702(i)(1)(A). Section 701 of FISA (codified at 58 U.S.C. § 1881) defines
“electronic communication service provider” to include among other entities:

(1) “a telecommunications carsier,” as that term is defined at 47 U.S.C. § 153.e

See § 701(b)(4)X(A)se

(2)é‘a provider of electronic communication service, as that term is defined at [18e
U.S.C. §2510(15)).” § 701(b)(4)(B). Section 2510 defines “electronice
communication service” as “any service which provides to users thereof thee
ability to send or receive wire or electronic communications.” 18 U.S.C.e
§e2510(15). It defines “electronic communication,” in turn, as “‘any transfer ofe
signs, signals, writing, images, sounds, data, or intelligence of any naturee
transmitted in whole or in part by a wire, radio, electromagnetic, photoelectronice
or photooptical system that affects interstate or foreign commerce,” but excludinge
“any wire or oral communication” and certain other types of communications note
pertinent here. See § 2510(12); ore

(3) “any other communication service provider who has access to wire ore
electronic communications either as such communications are transmitted or ase
such communications are stored.” § 701(b)(4)(D).e

The government clearly may acquire communications under Section 702 subject to the

limitations at § 702(b)
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As the government suggests, see Gov’t Response at 6-7, that conclusion draws further
support from language in Section 703 of FISA (wdiﬁed at 50 U.S.C. § 1881b). Section 703, the
original version of Section 702, and the definition of “electronic communication service
provider” at Section 701(b)(4) were all enacted by the same provision of the FISA Amendments
Act of 2008. See Pub. L. No. 110-261, § 101(a)(2), 122 Stat. 2436, 2437-53 (2008). Although
Sections 702 and 703 differ in a number of ways — e.g., whether the targets are U.S. persons or
non-U.S. persons — there are also similarities. Both sections involve “the targeting” of persons
“reasonably believed to be located outside the United States to acquire foreign intelligence
information,” §§ 702(a), 703(a)(1), and both provide for directing “an electronic communication

service provider” to give the government “all information, facilities, or assistance necessary to

accomplish [such] acquisition,” §§ 702G)(1)(A), 703(c)(5)(B).
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The government, in contrast, argues that Congress was probably silent on this point
because it did not contemplate or intend that the abouts limitation would apply to downstream
acquisitions at all. See Gov’t Response at 2. Amici concede that there is substantial support in
the legislative history of the Reauthorization Act for that proposition. See, ¢.g., Amici Brief
at 28 (“[TJhere is considerable legislative history evidence to suggest that Congress understood
the statutory restrictions it was putting in place as covering the same universe of communications
that the Government had discontinued acquiring in March 2017, and even some evidence that
some legislators understood that universe as related to upstream Internet communications.”). As
noted above, the record evinces congressional concerns about a form of abouts collection that
was unique to NSA upstream collection _nd that had been
discontinued by NSA at the time the Reauthorization Act was passed. See, e.g., S. Rep. No.
115-182, at 1 (noting that abouts limitation was intended to codify current prohibition of subseto
of Section 702 collection known as ““ Abouts’ Upstream collection”). The accompanying House
Report expressly disavowed any intention “to affect acquisitions currently being conducted under
FISA Section 702.” See H.R. Rep. No. 115-475, pt. 1, at 20. There is little doubt that Congress

had NSA’s intentional upstream collection of “abouts” communications and MCTs in its

crosshairs in enacting the abouts limitatior

The government also points to the legislative history of the FISA Amendments Act of

2008 to the effect that its various provisions were meant to enable _
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n addition to their general oversight of Section 702

implementation, the government notes that congressional committees of jurisdiction have been

specifically apprised of adversary proceedings brought by providers challenging directives. The

government represents that those directives, and the judicial opinions addressing the provider

challenges, have been produced to relevant committees and explicitly refer to -

See id. at 3 nn.1-3.
To be abundantly clear, the Court does not rely on this history to support a conclusion
that the abouts limitation does not apply to

contrary, as noted above, it holds the rever:
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That conclusion does not lcave the govermment at liberty to acquire_
-nerely because it contains a reference to an account tasked for acquisition under
Section 702. The FBI Targeting Procedures only penni_hat is

“contained in or pertains to” a tasked account. Sec FBI Targeting Procedures § 1.5 at 3. This

accords with longstanding practice under Title 111 of FISA. See Gov’t Response at 4-5, 7 n.6. So

understood, the FBI Targeting Procedures do much if not all of the work that could be done by

the abouts limitation if it were to apply

In most cases, erives from

-z‘o or from a target, to the exten
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limited information contrasts with the scope of NSA’s pre-March 2017 upstream collection of
abouts communications, including MCTs, which could acquire the contents of a large number of

U.S.-person communications that were neither to nor from a target. See Part IILA above. In the

present case, moreover,

Those circumstance

Section 702 target outside the United States, or even the target herself, which would further

reduce the likely intrusion on U.S. persons’ privacy. The Court is therefore satisﬁed-,

s consistento

with both the spirit and the letter of the abouts limitation.

Indeed, even if one assumes that

mici point to no plausible acquisition of
hat crosses the line. Based on a strained reading of language appearing in

certain directives, amici hypothesize that the government might

See July 13, 2018, Proposed Tr. at 30; see

ven 11 that hypothetical, if the Court understands it correctly, the

communication fo the targeted qecount, so as not to constitute an “about”

communication.} Amici further question whether
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“abouts” communication,) The Court views these examples as hypothetical and, so far as the

Court is aware, counterfactual. In short, based on the current record, amici raise no serious

concerns that any _is remotely likely to be conducted

under the FBI Targeting Procedures would run afoul of the abouts limitation, even i f

That being said, the government notes that the above-described

See, e.g., March 27, 2018, Memorandum at 34-35. The Court

understands that

\mict suggest that the government should be required to provide more mformation

with regard t btained under Section 702. See. e.g.,
Amici Brief at 37; Amici Reply at 2-3. The Court agrees with amici that a fuller accounting of
cquired pursuant to Section 702 will inform future
assessments of whether particular acquisitions may be subject to the abouts limitation and are
otherwise properly authorized. The government has stated it would *“‘endeavor to accommodate”

arequest for such an accounting. See July 13, 2018, Proposed Tr. at 23. The Court consequently

is ordering the government to provide additional information in this regard, as stated at the end of

this opinion.
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C. Conclusion

The Court accordingly finds tha

_ot involve the acquisition of abouts communications.

Otherwise, the changes to the government’s targeting procedures, see March 27, 2018,
Memorandum at 37-43, present no impediment to the Court’s finding that the targeting
procedures comport with the requirements of § 702(d)(1) and the Fourth Amendment.

IV.  THE QUERYING AND MINIMIZATION PROCEDURES

A. Statutory Provisions

Pursuant to § 702(j)(2)(C)-(D), the Court must assess whether the querying procedures
and minimization procedures comply with specified statutory requirements. Those statutory
requirements are summarized separately below.

1. Regquirements for Querying Procedures

The Reauthorization Act required the government to adopt querying procedures and
provided for FISC review of them. See Reauthorization Act § 101(a)(1)(B), (b)(1)(F), 132
Stat. 3. The 2018 Certifications are the first ones subject to that requirement. Id. § 101(a)(2).
Specifically, the AG, in consultation with the DNI, must “adopt querying procedures consistent
with the requirements of the fourth amendment . . . for information collected” pursuant to a
Section 702 certification, see § 702(f)(1)(A), and must “ensure” those procedures “include a
technical procedure whereby a record is kept of each United States person query term used for a
query.” § 702(fH)(1)(B). “Query” is defined as “the use of one or more terms to retrieve the

unminimized contents or noncontents located in electronic and data storage systems of
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communications of or concerning United States persons obtained through acquisitions
authorized” under a Section 702 certification. See § 702(f)(3)(B). The FISC must determine
whether querying procedures satisfy the requirements of § 702(f)(1). See § 702(j)(3)(A)-(B).

The Reauthorization Act further amended Section 702 to require the government in
specified circumstances to obtain a FISC order before accessing Section 702-acquired
information. See Reauthorization Act § 101(a)(1)(B). Those amendments are codified at
Section 702(f)(2). Specifically, that new statutory requirement applies:

(1)eonly to the FBI, not the CIA, NSA or NCTC. See § 702(f)(2)(A);e

(2)eonly to accessing “the contents of communications . . . that were retrieved pursuant toe
a query made using a United States person query term.” Id. For purposes of Sectione
702(f), the term “contents,” “when used with respect to any wire, oral, or electronice
communication, includes any information concerning the substance, purport, or meaninge
of that communication.” 18 U.S.C. § 2510(8) (incorporated by § 702(f}(3)(A)). The newe
requirement does not limit the authority of the FBI to conduct a lawful query, by whiche
the contents of communications may be retrieved. See § 702(f)(2)(F)(i);e

(3)eonly with regard to “a query made using a United States person query term that wase
not designed to find and extract foreign intelligence information.” § 702(f)(2)(A). Thee
new requirement does not limit the EBI’s authority “to review, without a court order, thee
results of any query . . . that was reasonably designed to find and extract foreigne
intelligence information, regardiess of whether such foreign intelligence informatione
could also be considered evidence of a crime.” § 702(f)(2)(F)(ii); ande

(4)eonly “in connection with a predicated criminal investigation opened by the [FBI] thate
does not relate to the national security of the United States.” § 702(f)(2)(A). The newe
requirement does not limit the FBI’s ability “to access the results of queries conductede
when evaluating whether to open an assessment or predicated investigation relating to thee
national security of the United States.” § 702(f)(2)(F)(iii).e

In addition, the FBI need not obtain a Court order if it “determines there is a reasonable

belief” that the contents sought “could assist in mitigating or eliminating a threat to fife or serious

bodily harm.” § 702(f)(2)(E).
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When the triggering conditions are satisfied, FBI personnel must apply for and receive a
FISC order before accessing contents retrieved by such a query. See § 702(£)(2)(A). The
application must be made upon oath or affinmation and approved by the AG based upon a finding
that the application satisfies the statufory requirements. Sec § 702(f)(2)(C). It must include “a
statement of the facts and circumstances relied upon . . . to justify the belief . . . that the contents”
sought “would provide evidence of: (I) criminal activity; (11) contraband, fruits of a ctime, or
other items illegally possessed by a third party; or (111) property designed fer use, intended for
use, or used in committing a crime.” § 702(f)(2)(C)(ii). Upon such an application, “the Court
shall enter an order approving the accessing of the contents of communications” if it “finds
probable cause to believe that such contents would provide any of the evidence” described above.
See § 702(f)(2¥D). If such an order is not obtained when required, information concerning a
U.S. person obtained through the pertinent query may not be used in a criminal proceeding
against that person unless the AG determines the criminal proceeding relates to the national

security or one of several specified serious crimes. See 50 U.S.C. § 1881e(a)(2)(A).

2, Requirements for Minimization Procedures
Section 702(e)(1) requires minimization procedures that “meet the definition of
minimization procedures under [50 U.S.C. § 1801 (h) or 1821(4)].” That definition requires
(1especific procedures . . . that are reasonably designed in light of the purpose ande
technique of the particular surveillance [or physical search], to minimize thee
acquisition and retention, and prohibit the dissemination, of nonpublicly availablee

information concerning unconsenting United States persons consistent with thee
need of the United States to obtain, produce, and disseminate foreign intelligencee

information;e
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(2)grocedures that require that nonpublicly available information, which is note

foreign intelligence information, as defined in [50 U.S.C. § 1801({e)(1)], shall note

be disseminated in a manner that identifies any United States person, without suche

person’s consent, unless such person’s identity is necessary to understand foreigne

intelligence information or assess its importance; [and]e

(3)motwithstanding paragraphs (1) and (2), procedures that allow for the retentione

and dissemination of information that is evidence of a crime which has been, ise

being, or is about to be committed and that is to be retained or disseminated fore

law enforcement purposes|.Je
§e1801(h). The definition of “minimization procedures” at § 1821(4) is substantively identical toe
the definition at § 1801(h) (although § 1821(4)(A) refers to “the purposes . . . of the particular
physical search”). For simplicity, subsequent citations refer only to § 1801(h).

Each agency having access to “raw,” or unminimized, information obtained under Section
702 is governed by its own set of minimization procedures in handling that information. (This
opinion uses the terms “raw” and ‘“‘unminimized” interchangeably. The NCTC Minimization
Procedures define “raw” information as “section 702-acquired information that (i) is in the same
or substantially the same format as when NSA or FBI acquired it, or (ii) has been processed only
as necessary to render it into a form in which it can be evaluated to determine whether it
reasonably appears to be foreign intelligence information or to be necessary to understand foreign
mtelligence information or assess its importance.” NCTC Minimization Procedures § A.3.d
at 2).

The minimization procedures submitted in the Prior Dockets contained rules for querying
raw Section 702 information. See, e.g., 2016 FBI Minimization Procedures § III.D at 11-12. In

response to the enactment of § 702(f), the AG and DNI have adopted querying procedures for

each agency that appear in a document separate from the relevant set of minimization procedures.

s 5 i i el ks ok s DN AU il ] Page 48

DATE: Oct 8, 2019 - Authorized Public Release Page 48 of 138 FISC Opinion, Oct. 2018



Casemsh fefarifRlARedin s ayis dI@saiment 2%§-844 Filed 02/05/20 Bag .m0k bePuideealP

RGN OEORS
See page 6 above. Each agency’s procedures nonetheless make clear that the querying and
minimization procedures are to be read and applied together. See. e.g., NSA Querying

Procedures § 1at 1 (“These querying procedures should be read and applied in conjunction with
[the separate] minimization procedures, and nothing in these procedures permits any actions that
would otherwise be prohibited by those minimization procedures.”); FB] Querying Procedures

§e at 1 {same); NSA Minimization Procedures § I at 1 (“These minimization procedures apply ine
addition to separate querying procedures. . . . {[They] should be read and applied in conjunction
with those querying procedures, and nothing in these procedures permits any actions that would
otherwise be prohibited by those querying procedures.”); FBI Minimization Procedures § I.A at 1
(same). The Court therefore will assess whether each agency’s minimization procedures, in

conjunction with the corresponding querying procedures, satisfy § 1801(h).

uirement for U.S.-Person Query Terms

The statute’s text plainly requires the relevant agencies, including the FBI, to keep
records of U.S.-person query terms used to query Section 702 information. The FBI’s practice of
keeping records of all query terms in a manner that does not differentiate U.S.-person terms from
other terms is inconsistent with that requirement. The Court begins with the statute and a textual
analysis and then separately explains why the government’s arguments regarding text, legislative

history, and policy considerations do not alter the outcome.

l.e Background

As noted above, the querying procedures must “include a technical procedure whereby a

record is kept of each United States person query term used for a query.” § 702(f)(1)(B). The
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querying procedures for each agency define “United Statcs person query term” as “a term that is
reasonably likely to identify one or more specific United States persons,” which “may be either a
single item of information or information that, when combined with other information, is
rcasonably likely to identify one or more specific United States persons.” CIA Querying
Procedures § III.A at 1; NCTC Querying Procedures § 111.A at 1; FBI Querying Procedures

§ellL. A at 1; NSA Querying Procedures § Il A at 1. Depending on context, “names or uniquee

2% ¢

titles,” “government-associated personal or corporate identification numbers,”

ad “street address, telephone, an
ould all constitute United States-person query terms. See CIA Querying
Procedures § I11.A at 2; NCTC Querying Procedures § I111.A at 2; FBI Querying Procedures
§elll.A at 2; NSA Querying Procedures § I11LA at 2.e

Each agency’s querying procedures require the agency to “gencrate and maintain an
electronic recofd of each United States person query term used for a query of unminimized
information acquired pursuant to section 702.” CIA Querying Procedures § IV.B.1 at 3; NCTC
Querying Procedures § 1V .B.1 at 3; FBI Querying Procedures § IV.B.1 at 4; NSA Querying
Procedures § IV.B.1 at 4. If, however, “it is impracticable™ for a particular system “to generate
an electronic record,” or if “an unanticipated circumstance . . . prevenis the generation” of an
electronic record, the agency “must generate and maintain a written record of each United States
person query term that contains the same information required for electronic records.” CIA
Querying Procedures § IV.B.3 at 4; NCTC Querying Procedures § IV.B.3 at 4; FBI Querying

Procedures § IV.B.2 at 4; NSA Querying Procedures § IV.B.2 at 4. Agencies may run queries on
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systems that do not generate electronic records only when necessary for “technical, analytical,
operational, or security reasons.” CIA Querying Procedures § IV.B.3 at 4; NCTC Querying
Procedures § IV.B.3 at 4; FBI Querying Procedures § [V.B.2 at 4; NSA Querying Procedures
§elV.B.2 at 4. The agencies must maintain their electronic and written records for at least fivee
years from the date of the query (or in the case of NSA for at least five years from the date of
approval to use a United States-person query term to query content information). See CIA
Querying Procedures § IV.B.4 at 4, NCTC Querying Procedures § 1V.B.4 at 4; FBI Querying
Procedures § IV.B.3 at 4-5; NSA Querying Procedures § IV.B.3 at 4.

For the CIA, NCTC, and the FBI, the electronic record must include “the query term(s)
used,” “the date of the query,” and “the identifier of the user who conducted the query.” CIA
Querying Procedures § IV.B.1 at 3; NCTC Querying Procedures § IV.B.1 at 3; FBI Querying
Procedures § IV.B.1 at 4. NSA’s use of United States-person query terms “to identify and select
unminimized section 702-acquired content” information requires prior approval by its Office of
General Counsel. See NSA Querying Procedures § IV.A at 3. The duration of such approvals
may not exceed one year, but may be extended in increments of one year. Id. The electronic
record for NSA’s use of a United States-person query term accordingly must include “the query
term(s) used or approved”; “the date of the query or approval of the query terms(s)”; “the
identifier of the user who conducted the query or sought approval of the query term(s)”; and “in

the case of content queries, the approving official in NSA’s Office of General Counsel and

duration of the approval.” § IV.B.1 at 4.
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Unlike the other agencies, the FBI “intends to satisfy the record-keeping requirement by
keeping a record of afl queries” of un-minimized Section 702 information. See FBI Querying
Procedures § 1V.B.3 at 4 n.4 (emphasis added). The resulting FBI records, in other words, will
not distinguish between United States-person query terms and other query terms. See March 27,
2018, Memorandum at 27. In fact, the government represents that the FBI already keeps records
of all Section 702 query terms without distinguishing between U.S.-person query ferins and non-
U.S.-person query terms and contends that Section 702(f)(1)(B) requires no change. See id.
at 26.

2. Application of Section 702()(1)(B) to FBI Recordkeeping Practices

The issue presented by the FBI’s current recordkeeping is straightforward: Is the
requirement for “a technical procedure whereby a record is kept of each United States person
query term used for a query” satisfied by a procedure that results in records that do not indicate
whether terms are United States-person query terms? The plain meaning of the statutory text
suggests that the answer is “no.”

a. Textual Analysis

A “record” serves to memorialize information. See, e.g., Black’s Law Dictionary (10th

ed. 2014) (defining “record” as, among other things, “1. A documentary account of past events,

usu. designed to memorialize those events™); Webster’s 11 New College Dictionary 927 (2001)

(defining “record” as “1. a. An account, as of information, set down esp. in writing as a way of
preserving knowledge. b. Something on which such an account is made. . . 2. Information or

data on a specific subject collected and preserved”). Section 702(f)(1)(B) identifies “each United
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States person query term used for a query” as the information that must be memorialized.

The government argues that records that document a// terms used to query Section 702
information, regardless of whether the term is a United States-person query term or not, satisties
Section 702(1)(1)(B) because that provision “does not include any other tern, such as
‘separately’ or ‘segregated,” specifying that United States person query terms must be retained

apart from other queries.” March 27, 2018, Memorandum at 27; see also Gov’t Response

at 28-29 (statute “does not include any additional language specifying that U.S. person query
terms must be retained separate and apart from other queries™). The government’s argument,
however, misses the essential aim of the recordkeeping requirement, which is to memorialize
when a United States-person query term is used to query Section 702 inforimation. Just as
records of all applicants admitted to a university are not records of out-of-state applicants
admitted if they do not differentiate out-of-state from in-state, records that do not memorialize
whether a query term used to query Section 702 data meets the definition of a United States-
person query term do not preserve the information specifically required by Section 702(f)(1)(B).
Section 702(f)(1)(B), moreover, imposes a recordkeeping requirement only for queries
that use United States-person query terms, not for all queries. It is not reasonable to expect
Congress to have focused on the circumstance of an agency’s generating records for @/ its
Section 702 query terms and to have explicitly reiterated that, in such a case, the records must
document which of those query terms are United States-person query terms. The language

Congress chose to enact clearly conveys that the records are meant to memorialize when United
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States-person query terms are used, and the FBI is obligated to keep records that do so, regardless
of whether it also keeps records for other query terms.

The government also argues that, in light of an exemption from certain aspects of public
reporting required by Section 603 of FISA (codified at 50 U.S.C. § 1873), Section 702(f)(1)(B)
should not be read as requiring the FBI to alter its current recordkeeping practices. Section 603
requires the DNI to report publicly on, among other things, “the number of search terms
concerning a known United States person used to retrieve the unminimized contents of electronic
communications or wire communications obtained” under Section 702 and “the number of
queries concerning a known United States person of unminimized noncontents information
relating to electronic communications or wire communications obtained” under Section 702,
§e603(b)(2)(B)-(C); however, “information or records held by, or queries conducted by,” the FBle
are explicitly exempted from that reporting, except insofar they relate to FISC orders issued
under Section 702(f)(2). See § 603(d)(2)(A). The government attributes this exemption of FBI
queries to congressional recognition that the FBI lacked the capacity to provide the relevant
information. See March 27, 2018, Memorandum at 29 (quoting H.R. Rep. No. 114-109, pt. 1,
at 26 (2015) (“the FBI is exempted from reporting requirements that the agency has indicated it
lacks the capacity to provide™)).

The government suggests that because Congress generally exempted FBI queries fion the
DNI’s annual reporting (only requiring reporting for FBI queries that relate to Section 702(£)(2)
orders), the recordkeeping requirement of Section 702(f)(1)(B) should be read to make similar

allowances for the FBI's limited capabilities. See March 27, 2018, Memorandum at 30
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(Congress “presumably would have included such queries in the statistics required to be reported
in the annual DNI report” if it had “intended for FBI to distinguish and separately track United
States person queries.”). The premise of the government’s argument is that the only purpose for
keeping records that identify United States-person query terms is to satisfy the DNI’s reporting
obligations. That premise is belied by the government’s own briefing, which acknowledges
oversight of the agencies’ querying practices as another purpose of Section 702(f)(1)(B)’s
recordkeeping requirement. See March 27, 2018, Memorandum at 27. Because the
recordkeeping requirement serves a purpose separate from the reporting obligations, there is no
inconsistency between exempting from public reporting the number of U.S.-person queries
conducted by the FBI and requiring the FBI to keep records that identify which Section 702 query
terms are United States-person query terms. The explicit exemption set forth in Section
603(d)(2)(A) demonstrates, moreover, that if Congress intended for Section 702(f)(1)(B) to make
similar allowances for the FBI, it would have been easy to provide for them expressly.

In support of its position, the government also cites Section 112 of the Reauthorization
Act, which requires the Inspector General of DOJ to report to Congress on the FBI’s
implementation of querying procedures within one year of their approval by the FISC. See
March 27, 2018, Memorandum at 31. In addition to requiring the Inspector General to assess
several aspects of FBI’s implementation of the querying procedures, Section 112 requires the
Inspector General to assess any

impediments, including operational, technical, or policy impediments, for the

[FBI] to count -
(A)ethe total number of queries where the FBI subsequently accessed informatione

acquired under . . . section 702;e
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(B)ethe rotal number of such queries that used known United States person

identifiers; ande

(C) the total number of queries for which the [FBI] received an order of thee

Foreign Intelligence Surveillance Court pursuant to [Section 702(f)(2)].e
§ 112(b)(8) (emphasis added). The government argues that Congress recognized “the limitationse
of FBI systems’ technical record-keeping function” when it enacted Section 112, and that this
provision makes clear it “did not intend to impose any new obligation on the FBI to differentiate
queries based on United States person status.” March 27, 2018, Memorandum at 31; sce also
Gov’t Response at 30 (“If, as amici claim, the Reauthorization Act newly mandates that FB1
separately track U.S. person query terms, a new statutory directive requiring an IG report
discussing ‘impediments, including operational, technical or policy impediments’ to do that very
thing would be pointless.”). The government’s argument ignores that Section 112(b)(8)(C) of the
Reauthorization Act directs the Inspector General to report on impediments to the FBI’s counting
of U.S.-person queries for which it receives a FISC order under Section 702(f)(2) — information
the DNI is explicitly required to report under Section 603 of FISA, as amended by the
Reauthorization Act. See FISA § 603(b)(2)(B) & (d)(2)(A), as amended by Reauthorization Act
§el 02(b)(2)(B)(ii).e

Amici contend that Congress did not acquiesce in current FBI practices, but rather
imposed new recordkeeping requirements and deputized the Inspector General to scrutinize how
the FBI implements them. See Amici Brief at 80-81. Amici have the better of the exchange.

Congress can sensibly be understood to have directed the Inspector General to assess

impediments toward the FBI’s counting queries that employ U.S.-person identifiers as query
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terms (Reauthorization Act § 112(b){(8)(B)), while simultaneously requiring the FBI and other
agencies to maintain records necessary to perform that count.
b. Legislative History

The government further argues that the legislative history of the Reauthorization Act
supports its conclusion that the FBI’s recordkeeping is consistent with Section 702(f)(1)(B).
Even if one assumes arguendo that the statute is reasonably susceptible to the government’s
interpretation, such that ambiguity justifies recourse to legislative history, see Part H1.B.2.c(i)
above, the government’s arguments are unavailing.

The government points to the following statement in a HPSCI report:

[Section 702(f)(1)(B)] does not impose a requirement that an Intelligence

Community element maintain records of United States person query terms in any

particular manner, so long as appropriate records are retained and thus available

for subsequent oversight. This section ensures that the manner in which [an

agency] retains records of United States person guery terms is within the

discretion of the Attorncy General, in consultation with the Director of National

Intelligence and subject to the approval of the FISC.
H.eRep. No. 115-475, pt. 1, at 18 (emphasis added) {quoted in March 27, 2018, Memorandum ate
27). The government suggests that the FBI’s recordkeeping practices reflect a permissible
exercise of the discretion of the AG and the DNI “to determine kow an agency would keep
records of queries in a manner that allows for meaningful oversight.” March 27, 2018,
Memorandum at 27 (emphasis added). But the issue presented is whether the FBI’s records will
memorialize the information required by the statute. The passage from the HPSCI report clearly

indicates that, however records are kept, they must be “records of United States query terms.” It

provides no reason to think that (1) HPSCI understood “records of United States person query
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terms” to include records that do not indicate whether query tenms are United States-person query
terms, or {2) HPSCI intended to leave that determination to executive-branch discretion. In
addition, the first sentence of the paragraph from which the above quotation is taken describes
the required records in language that closely tracks the statutory text: “Section 201 [of the
Reauthorization Act} further mandates that all querying procedures include a provision requiring
that a record is kept for each United States person query term used for a guery of FISA Section
702 data.” H. Rep. No. 115-475, pt. 1, at 18 (emphasis added). HPSCI’s reiteration of the “U.S.
person” nature of query terms that must be recorded makes clear that the discretionary manner in
which an agency keeps the required records does not include the freedom to decide not to record
the fact that a query term is a United States-person query term.

The report’s reference to “subsequent oversight,” moreover, is consistent with an intent
that the records document use of United States-person query terms, as such, particularly in view
of HPSCY’s acknowledgment “that certain lawmakers and privacy advocates worry about the
ability of the Intelligence Community to query lawfully acquired data using query terms
belonging to United States persons.™ 1d. at 17. Such oversight would be best served if the
records indicate whether a patticular query term is a United States-person query term — ie., a
term reasonably likely to identify one or more specific U.S. persons.

The government also relies on a statement in the same report that “the Committee
believes that the Intelligence Community should have separate procedures documenting their
current policies and practices related to the querying of lawfully acquired FISA Section 702

data.” Id. at 17-18 (emphasis added) (quoted in March 27, 2018, Memorandum at 28). The
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government argues that, because “Congress understood the FBI’s existing practice . . . and the
limitations of FBI systems’ technical record-keeping,” the reference to query procedures that
document current policies and practices demonsirates HPSCI’s intent that the FBI need not alter
its recordkeeping in response to Section 702(f)(1)(B). See March 27, 2018, Memorandum

at 26, 28. But the report’s generic reference to current policies and practices of the Intelligence
Community appears in a discussion of the general requirement to adopt querying procedures, not
the specific recordkeeping requirements of Section 702(f)(1)(B). The report, furthermore, does
not mention any technical limitations of FBI systems or describe, let alone endorse, the FBI-
specific practice of keeping records that do not identify which query terms are United States-
person query terms. Neither the plain language of the statute nor the plain language of the report
cited by the government supports its contention that Congress intended no changes to FBI’s
existing querying practices in response to the Reauthorization Act.

c. Policy Considerations

Finally, the government contends that requiring the FBI to maintain records that
differentiate United States-person query terms from other Section 702 query terms will have
adverse consequences. See Supplemental FBI Declaration at 8-15. In his declaration, the
Director of the FBI does not describe as a source of difficulty any “limitations of FBI systems’
technical record-keeping functions.” March 27, 2018, Memorandum at 26, 28. Instead, he posits
that such a requirement would leave the FB1 with two possible means of implementation, neither
of which is desirable. Under one option, FBI personnel would conduct research in FBI holdings

to inform their assessments of which proposed query terms are United States-person query terms
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for purposes of Section 702(f)(1)(B). See Supplemental FBI Declaration at 8-9. The Director
anticipates that approach would divert resources from investigative work, delay assessment of
threat information, and discourage its personnel from querying umminimized FISA information,
to the detriment of public safety. Id. at 9-12. He also describes an alternative approach whereby
personnel would be allowed to forgo such research and rely solely on their “personal knowledge”
in making those assessments. Id. at 12. The Director expects that praétice would “result in
inconsistent and unreliable information in FBI systems,” id., thereby complicating other aspects
of the FBI’s work — e.g., implementing its Section 702 targeting procedures. Id. at 13-14. The
Director also expresses concern that such an approach would be inconsistent with the FBI’s
“strong culture that places great emphasis on personnel consistently conveying true and accurate
information.” Id. at 14.

All of those points raise policy considerations regarding the advisability of requiring the
FBI to keep records that identify United States-person query terms it has used to query Section
702 information. The Court, it should be emphasized, makes no determination as to the
advisability of a particular policy on this subject. Regardless of how persuasive the FBI’s
considerations may be, the Court is not free to substitute its understanding of sound policy - or,
for that matter, the understanding of the Director of the FBI — for the clear command of the

statute. See 14 Penn Plaza LLC v. Pyett, 556 U.S. 247, 270 (2009} (“Absent a constitutional

barrier, ‘it is not for us to substitute our view of . . . policy for the legislation which has been

passed by Congress.’”) (quoting Florida Dept. of Revenue v. Picadilly Cafeterias, Inc., 554

U.S. 33, 52 (2008)); Bambhart v. Sigmon Coal Co, 534 U.S. 438, 462 (2002) (*We will not alter
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the [statutory] text in order to satisfy the policy preferences of the Commissioner [of Social

Security].”); Herb’s Welding, Inc. v. Gray, 470 U.S. 414, 427 (1985) (“{1}f Congress’ . . .

decisions are mistaken as a matter of policy, it is for Congress to change them. We should not
legislate for them.”). In sum, the Coutt is it is merely enforcing what Section 702(f)(1)(B)
plainty imposes.

d. Conclusion

In short, the Court should follow the ““first canon’” of statutory construction: to presume
that Congress says in a statute what it means and means in a statute what it says. Barnhart, 534
U.S. at 461-62 (quoting Connecticut Nat’l Bank v. Germain, 503 U.S. 249, 253-54 (1992)).
Section 7@2(f)(1)(B) plainly states that the querying procedures must include “a technical
procedure whereby a record is kept of each United States person query term used for a query.”
That requirement is not satisfied by procedures under which the FBI does not keep such records
in a rcadily identifiable manner. The Court accordingly finds that the FBI Querying Procedures
do not comport with Section 702(f)(1)(B).

The Supplemental FBI Declaration touches on another point that the Court will address
because it may bear on curing this deﬁciency. Section I11.B of the FBI Querying Procedures
provides for certain presumptions regarding U.S.-person status. FBI Querying Procedures § 111.B
at 3. The Declaration, however, discounts their potential utility in alleviating the problems
anticipated by the FBI because “they would generally require FBI personnel to evaluate
information in FBI holdings before applying a presumption.” Supplemental FBI Declaration

at 13 n.7. But the government can revise those procedures to address specifically what, if any,
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steps its personnel need to take before relying on presumptions in deciding what terms to treat as
United States-person query terms fer purposes of Section 702(f)(1)(B). Such revised procedures,
of course, would be subject to FISC review pursuant to Section 702(j). In any event, there are
clearly some queries for which FBI personnel know they are using United States-person query
terms, and the obligation to keep adequate records of those terms pursuant to Section
702(f)(1)(B) will be readily apparent.

Finally, the Court does not hold that the FBI must immediately deploy a comprehensive
technical means of generating appropriate records. So long as it is taking serious steps toward
implementing such technical means, it may rely on “written” records, as described at FBI
Querying Procedures § IV.B.2 at 4.

C. FBI Querying Practices and Statutory and Constitutional Requirements

The Court next independently finds that the FBI’s repeated non-compliant queries of
Section 702 information preclude (1) a determination that its minimization and querying
procedures are reasonably designed to minimize the retention, and prohibit the dissemination, of
private inforimation concerning U.S. persons, consistent with the government’s foreign-
intelligence needs, and (2) a finding that such procedures are consistent with the requirements of
the Fourth Amendment.

This section begins by describing the role of querying rules within minimization
procedures and discussing the reasonableness of the FB1’s querying standard, as written. The
Court then reviews numerous instances of non-compliance with that standard and three factors

that contribute to the Court’s concerns about the FBI’s querying practices. The Court then
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considers steps the government has taken to respond to non-compliant queries, including
requiring FBI personnel to obtain at{orney approval before examining content information
returned by certain categorically justified queries, and concludes they are insufficient to support
the required findings. Finally, the Court examines amici’s proposal regarding FBI
documentation of query justifications, adoption of which the Court believes would remedy the

deficiency.

1. Querving and Effective Minimization

The Foreign Intelligence Surveillance Court of Review (FISCR) has instructed:

By minimizing refention, Congress intended that “information acquired, which is
not necessary for obtaining[,] producing, or disseminating foreign intelligence
information, be destroyed where feasible.” Furthermore, “[e]ven with respect to
information needed for an approved purpose, dissemination should be restricted to
those officials with a need for such information.”

In Re Sealed Case, 310 F.3d 717, 731 (FISCR 2002) (per curiam) (quoting H.R. Rep. No. 95-

1283, pt. 1 at 56 (1978) and adding emphasis; internal citations omitted).

Notwithstanding that preference for destruction of non-pertinent information when
feasible, the FISC has approved minimization procedures that permit retention for considerable
periods of time, even after information has been reviewed and not found to relate to foreign
intelligence or evidence of crime. See, e.g.. 2016 FBI Minimization Procedures § [11.G.1.b at 23
(such information may be retained for up to 15 years, with enhanced access controls in place after
ten years). The FBI minimization procedures now before the Court propose the same approach.
See September 18, 2018, FBI Minimization Procedures § 111.D.4.c at 17 (same). The

reasonableness of such a retention period rests in part on the “complex and time-intensive nature
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of piecing together, and making sense of, the myriad pieces of information gathered during a

lengthy surveillance.” United States v. Mubayyid, 521 F. Supp. 2d 125, 134 (D. Mass. 2007)

(finding retention of FISA intercepts for ten years reasonable in circumstances of case). But it

also importantly depends on querying rules and other access restrictions that guard against the

indiscriminate review and use of U.S.-person information. See -p. and

Order, May 17, 2016 (*“May 17, 2016, Opinion™) at 25 (“because raw FISA-acquired information

_nay be accessible by large numbers of persons in the FBI

for a wide variety of investigative and analytical purposes, it is especially important for U.S.

person information on those systems to be subject to appropriate access restrictions,” including

querying rules); id. at 43 (“substantive standards for.querying data” “guard against indiscriminate

or improper accessing or use of U.S. person information”); _
_4em, Op. and Order, Nov. 6, 2015 (“November 6, 2015, Opinion™)

at 24 (relying on “several important restrictions™ of C1A and NSA minimization procedures for
§a702, “[m]ost notably” that all terms used to query the contents of communications must bea
“reasonably likely to return foreign intelligence information”) (internal quotation marks omitted).
The government notes that agency personnel do not need to run queries to find and
examine Section 702 information concerning United States persons. They can, for example,
review Section 702 data on a communication-by-communication basis and thereby encounter
U.S.-person information. See Gov’t Response at 14-15. Despite the availability of that
alternative, the rules for U.S.-person queries — i.e., queries that use a “United States person query

term” as defined at FBI Querying Procedures § III.A — are important to proper minimization of
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Section 702 information. The government’s own submissions emphasize the operational
importance of the FBI being able to query information and the large number of queries of FISA
information conducted by the FBL. See, e.g., Supplemental FBI Declaration at 6 (“[d]atabase
queries are a critical tool,” and in one system during fiscal year 2017, FBI ran approximately 3.1
million queries “against raw FISA-acquired information . . ., including section 702-acquired
information”). Given the importance and prevalence of querying, it is a logical focus for efforts
to balance protection of U.S. persons’ privacy interests against foreign-intelligence needs. The
enactment of Section 702(f) indicates Congress drew a similar conclusion.

Indeed, the rules for U.S.-person queries are especially important for minimization of
Section 702 information. Section 702 provides a means for the government to target individuals
who are reasonably believed to be non-U.S. persons located outside the United States. See
§€702(b)(1), (3) (prohibiting intentional targeting of U.S. persons and any persons located insidee
United States); (d)(1)(A) (requiring targeting procedures reasonably designed to ensure only
persons reasonably believed to be located outside United States are targeted). The government
may acquire the full contents of communications under Section 702 without a finding of probable
cause, as is needed for electronic surveillance and physical search under FISA. See 50 U.S.C.

§§ 1805(a)(2), 1824(a)(2). When the government queries Section 702 data to identify ande
examine information about a particular U.S. person, moreover, it typically has an investigative or
analytical interest regarding that person, who necessarily was not a target of the acquisition. As
suggested by amici, it can also result in a further intrusion into the privacy of such U.S. persons,

who may have enjoyed “the protection of anonymity” until information concerning them was
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retrieved by use of an individualized U.S.-person query directed at them. See Amici Reply at 9,
And FBI queries intended to retrieve evidence of crime may be conducted in the course of law-
enforcement investigations that are unrelated to national-security threats.

The FBI’s querying practices under Section 702 are especially important because the FBI
conducts many more U.S.-person queries than the other agencies. In 2017, NCTC, the CIA, and
NSA collectively used approximately 7500 terms associated with U.S. persons to query content
information acquired under Section 702, see Amici Brief at 51 n.47; Gov’t Response at 32, while
during the same year FBI personnel on a single system ran approximately 3.1 million queries
against raw FISA-acquired information, including section 702-acquired information. See
Supplemental FBI Declaration at 6. (As explained above in Part IV.B.1, FBI records do not
differentiate between U.S.-person query terms and other query terms, but given the FBI’s
domestic focus it seems likely that a significant percentage of its queries involve U.S.-person
query terms.) The large number of U.S.-person queries run by the FBI makes its querying
practices significant, despite its receiving only a small percentage of the total inforimation
acquired under Section 792, See Gov’t Response at 26-27 (it was reported in October 2017 that
FBI received infermation for approximately 4.3% of persons targeted under Section 702).

2. The FBI’s Querying Standard

The FBI Querying Procedures require: “Each query of FBI systems containing
unminimized content or noncontent information acquired pursuant to section 702 of [FISA] must
be reasonably likely to retrieve foreign intelligence information, as defined by FISA, or evidence

of a crime, unless otherwise specifically excepted in these procedures.” FBI Querying
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Procedures § IV.A.1 at 3 (emphasis added). (Certain of those exceptions are discussed below in
Part IV.D.) As written and in the context of restrictions on the use and disclosure of U.S.-person
information within the FBI Minimization Procedures, that querying standard is consistent with
the statutory definition of minimization procedures; however, as implemented by the FB], it is
not.

The minimization procedures now in effect articulate the standard for FBI queries of
Section 702 infornation differently: “To the extent reasonably feasible,” FBI personnel “must
design™ queries of unminimized Section 702 information “to find and extract foreign intelligence
information or evidence of a crime.” 2016 FB] Minimization Procedures § I11.D at 11. The
government represents that “[iJn practice, the applicable standard remains the same ... .” March
27,2018, Memorandum at 24. Counsel for the government has characterized the FBI querying
standard as a high one, having three elements: (1) a query cannot be “overly broad,” but rather
must be designed to extract foreign-intelligence information or evidence of crime; (2) it must
“have an authorized purpose” and not be run for personal or improper reasons; and (3) there must
be “a reasonable basis to expect [it] will return foreign intelligence information or evidence of

crime.” July 13, 2018, Proposed Tr. at 9; see also March 27, 2018, Memorandum at 25 (there

must be “‘a reasonable basis to believe the query is likely to return foreign intelligence
information or, in the case of the FBI only, evidence of a crime.”).

The FBI querying standard — as written and as explicated in the manner summarized
above — presents no impediment to finding that the FBI Querying Procedures and FBI

Minimization Procedures satisfy the definition at § 1801(h). Queries that are reasonably likely to
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return foreign-intelligence information, are conducted for that purpose, and avoid overbreadih
should contribute to the minimization of private U.S.-person information, consistent with
foreign-intelligence needs, as contemplated by § 1801(h)(1). (The same conclusion holds for the
querying standards applied by the other agencies, which require queries to “be reasonably likely
to retrieve foreign intelligence information,” unless specifically excepted. See NCTC Querying
Procedures § IV.A at 3; CIA Querying Procedures § IV.A at 3; NSA Querying Procedures § IV.A
at 3.) FBI queries that are reasonably likely to return evidence of crime comport with § 1801(h)

for reasons explained at pages 30-36 of the November 6, 2015, Opinion and adopted herein.

3. Non-Compliance with the Querving Standard

FISC review of minimization procedures under Section 702 is not confined to the

procedures as written; rather, the Court also examines how the procedures have been and will be

implemented. See, e.g., Docket No Mem. Op., Apr. 7, 2009, at 22-24; Docket

Nos. Nvem. Op., Aug. 30, 2013, at 6-11. In this
case, the government contends that the FBI’s implementation of the querying standard has
provided appropriate protection for U.S. persons’ privacy. See Gov’t Response at 32-33. For
reasons explained below, the Court does not agree.

Since April 2017, the govemment has reported a large number of FBI queries that were
not reasonably likely to return foreign-inteltigence information or evidence of crime. In a
number of cases, a single improper decision or assessment resulted in the use of query terms

corresponding to a large number of individuals, including U.S. persons. In brief:

® During March 24-27, 2017, the FBI’_onducted queries
using identifiers for over 70,000 communication facilities “associated with”
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ersons with access to FB] facilities and systems. See Nov. 22, 2017, Notice at 2.
mmceeded with those queries notwithstanding advice
om the 1ce of Leneral Counsel (OGC) that they should not be conducted

without approval by OGC and the National Security Division (NSD) of the
Department of Justice. Id. at 3. The FBI did not examine the results of those
queries. Id. [Most of the notices of non-compliant queries cited herein have a
title including the language: “Notice of Compliance Incident[s] Regarding FBI’s
Querying of Raw FISA-Acquired Information Including Information Acquired
Pursuant to Section 702 of FISA, and Storage of those Query Results.” Those
notices are cited in the form of “[Filing Date] Notice.” If multiple notices were
filed on the same date, their citations are distinguished by reference to the relevant
FBI office.]

® On December 1, 2017, the FBI’s

27, 2018, Notice at 2,

® During December 7-11, 2017, Iso conducted over 1,600

ifiers of persons

Apr. 12,2018, Notice at 2. The
ose queries advised he did not intend to run
them against raw FISA information, but nonetheless reviewed raw FISA
information returned by them. Id,

® On February 5 and 23, 2018, the FBI’s
approximately 30 queries regarding potential
persons who here the subject of a
investigation was

® On February 21, 2018, the FBI's
queries to retrieve information on persons
nder consideration as potential sources of information._See

May 21, 2018, Notice at 2-3.

The government acknowledges that such queries generally resulted from “fundamental
misunderstandings by some FBI personnel [about] what the standard ‘reasonably likely to return

foreign intelligence information’ means.” July 13, 2018, Proposed Tr. at 49.
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In addition, the government has reported queries of information believed to have been
obtained under Title [ or V of FISA (not Section 702) that it characterizes as potentially non-
compliant. See Prelim. Notice of Possible Compliance Incident Regarding FBI’s Querying of
Raw FISA-Acguired Information, Apr. 27, 201 S-Apr. 27, 2018, Notice”). Those
queries were governed by a querying standard that requires FBI personnel, “‘[t]o the extent
reasonably feasible,” to ““design . . . queries {o find and extract foreign intelligence information
or evidence of a crime.”” Id. at 1 (quoting Standard Minimization Procedures for FBI Electronic
Surveillance and Physical Search Conducted Under FIlSA, May 17,2016, § 11.D.3.b at 18). The
government understands that standard “to mean that the query terms must be reasonably likely to
return foreign intelligence information,’-pril 27, 2018, Notice at 2, which is
equivalent to the Section 702 standard for foreign-intelligence queries.

Specifically, the government reported that an unspecified FBI unit “conducted what may

be considered queries against raw FISA-acquired [metadata] . . . using what appear to be

identifiers of approximately 57,000 individuals who work_
-(The notice also refers to “queries of the 57,000 identifiers,” vice “individuals.”

1d.) The date of the queries is not provided, though it is reported that the FBI informed NSD of
them on April 13, 2018. 1d. As of April 27, the government was examining whether the queries
were reasonably likely to return foreign-intelligence information. ld. At the argument on
September 28, 2018, counsel for the government advised that internal discussions of the
adequacy of the justification for those queries were continuing and agreed to update the Court

within 60 days. Sept. 28, 2018, Proposed Tr. at 30-31.
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The government has also disclosed misapplications of the FBI querying standard that are

similar to those described above, except that they involved queries of Section 702 data to return

information for just one person:

fore March 2015, the FBI’s conducted a query

May 1, 2018, Notice at 2-3.

® At some time before May 2016. the FBI’
before serving a classified order on

® On October 11, 2017, the FBi’s-ueried“
o identify cleared personnel on whom to serve process. reb. 21,

2018, Notice at 2.

® On November 11, 2017, the FBI onducted a query on a
potential recipient of a FISA order. Apr. 24, 2018, Notice at 2.

The government has reported a number of other non-compliant queries of Section 702

information by the FBI, which do not appear to result from comparable misunderstandings of the

querying standard. Those include:

® A small number of cases in which FBI personne} apparently conducted queries
for improper personal reasons — for example, a contract linguist who ran queries
on himself, other FBI employees, and relatives. See Jan. 30, 2018, Notice at 1-2.

® A number of instances in which FBI personnel inadvertently ran queries against
Section 702 information. See, e.g., May 8, 2018, Notice

® A set of queries (overlapping to some cxtent with the set of inadvertent queries
] documents or material.

See, e.g., May 17, 2018, Notice at 2
2018, Notice at 2
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Those instances of non-compliant queries, in the Court’s view, do not present the same level of
concern as those that evidence misunderstanding of the querying standard. It would be difficult
to completely prevent personnel from querying data for personal reasons. As a general rule,
inadvertent queries of Section 702 information and queries intended to retrieve finished
intelligence reports or other FBI work product do not seem likely to retum raw 702 information
or, if they happen to do so, to result in personnel examining U.S.-person information contained

therein, the above-described queries regarding —

notwithstanding.

4. Factors Contributing to the Court’s Concerns

Of serious concern, however, is the large number of queries evidencing a

misunderstanding of the querying standard — or indifference toward it:
queries were conducted against the advice of FBl OGC. That concern is heightened by three
factors: (1) limitations on the government’s oversight mechanisms; (2) the FBI's policy to
encourage routine and maximal querying of Section 702 information; and (3) apparent
complications in applying the querying standard. The Court discusses each.

a. Limitations on Oversight

As noted above, in 2017 the FBI conducted over three million queries of FISA-acquired

information on just one system-& Supplemental FBI Declaration at 6. In
1

contrast, during 2017 NSD conducted oversight of approximately 63,000 queries ir,-nd

274,000 queries in an FBI system See Gov’t Response at 36.
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Personnel from the Office of Intelligence (Ql) within the Department of Justice’s
National Security Divsion (NSD) visit about half of the FBI’s field offices for oversight purposes

in a given year. Id. at 35 & n.42. Moreover, Ol understandably devotes more resources to

offices that use FISA authorities more frequently, so those offices _

!are visited annually, id. at 35 n.42, which necessitates that some other offices go for

periods of two years or more between oversight visits. The intervals of time between oversight

visits at a given location may contribute to lengthy delays in detecting querying violations and

reporting them to the FISC. See, e.g.. fan. 18, 2018, Notice
_ad been conducting improper queries in a training context since
2011, but the practice was not discovered until 2017).
When Ol does visit a field office, it reviews queries conducted during a specific interval
(e.£., 90 days) by a subset of the persons with access to FISA information. See Gov’t Response
at 35. Ol receives from the FBI a list of queries conducted by the designated persons during the
relevant time, which includes the “query terms, the user who conducted the query, the date and
time of the query, the system queried,” and in certain cases “information indicating which
datasets [were] excluded from the query if the user chose to limit or opt out of certain datasets.”
Id. Asdiscussed above, FBI does not keep records of which terms are U.S.-person query terms.
Neither do FBI personnel currently memorialize their reasons for believing query terms are
reasonably likely to return foreign-intelligence information or evidence of crime. In contrast, the
CIA, NSA, and NCTC are all required to provide written statements of why queries using U.S.-

person query terms are rcasonably likely to return foreign-intelligence information. See NCTC
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Querying Procedures § IV.B.2 at 4; CIA Querying Procedures § IV.B.2 at 4; NSA Querying

Procedures § 1V.B.1.d at 4. The FBI does not even record whether a query is intended to return
foreign-intelligence information or evidence of crime. See July 13, 2018, Proposed Tr. at 14
(DOJ personnel “try to figure out” from FBI query records which queries were run for evidence-
of-crime purposes). DOJ personnel ask the relevant FBI personnel to recall and articulate the
bases for selected queries. Sometimes the FBI personnel report they cannot remember. See
July 9, 2018, Notice.

The government contends that “oversight of FBI’s queries is substantial and effective,”
Gov’t Response at 35, but OI personnel review only a small portion of the queries conducted and
the documentation available to them lacks basic information that would assist in identifying
problematic queries. In particular, it is apparent that contemporaneous documentation of the
bases for queries would facilitate oversight efforts. By way of comparison, the Court
understands that the oversight conducted by NSD and the Office of the Director of National
Intelligence (ODNI) of NSA’s queries makes use of such docuimentation. See April 26, 2017,
Opinion at 28 n.32 (“DOJ and ODNI review all U.S.-person identifiers approved for [NSA’s] use
in querying contents of Section 702-acquired communications as well as the written
documentation of the foreign intelligence justifications for each such query during bi-monthly
compliance reviews.”). Given the limitations on the oversight of FBI querying practices, it
appears entirely possible that further querying violations involving large numbers of U.S.-person

query terms have escaped the attention of overseers and have not been reported to the Court.
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b. FBI Policy on Queries

In addition to arFiculating the above-described querying standard, the 2016 FB]
Minimization Procedures require FBI personnel, to the extent reasonably feasible, to design
queries of Section 702 data to find and extract foreign-intelligence infornmation or evidence of
crime. See 2016 FBI Minimization Procedures § II1.D at 11. They also state it is “a routine and
encouraged practice for the FBI to query” 702 information in furtherance of authorized
intelligence and law-enforcement activities, including when “making an initial decision to open
an assessment.” Id. at 11 n.3. The FISC previously approved FBI minimization procedures
containing that statement prior to the disclosure of the above-described querying violations. See
November 6, 2015, Opinion at 29 n.27. The FBI Querying Procedures do not contain the quoted
language, but the FBI’s policy has not changed. See Supplemental FBI Declaration at 6 (IFBI
uses queries, among other reasons, ‘“to quickly detenmine whether a new tip or lead . . . warrants
opening an investigation, is related to an existing investigation,” or requires no further action);
id. at 7 (“FBI encourages its personnel to make maximal use of queries — provided they are
compliant with the FBI’s minimization procedures and other applicable law — in order to perform
their work.”).

On the one hand, the FBI1 is obligated fo query Section 782 and other FISA information
only in circumstances satisfying a querying standard that does not apply to FBI information
generally. On the other hand, it has set up its systems to facilitate running the same query
simultaneously across FISA and non-FISA datasets, id. at 5, and encourages personnel to make

maximal use of such queries, even at the earliest investigative stages. Those policy decisions
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may well help FB! personnel work efficiently and ““connect dots’” to protect national security,

id. at 7, but they also create an environment in which unduly lax applications of the Section 702

querying standard are more likely to occur.

Delays in reporting some of the querying violations discussed in Part IV.C.3 above

suggest that FBI and NSD personnel charged with applying the querying standard may lack a

common understanding of it. On May 1, 2018, the government first reported to the FISC non-

hat had been examined during

compliant queries at t}

oversight reviews that took place in March 2015 and May 2016, respectively. See May 1, 2018,

Notice at 2 n.2. The government did not identify them as non-compliant during those reviews; it
did so only upon re-examination in the wake of incident and
“the government’s interpretation of the query provision as reflected in recent compliance

notices.” May 1, 2018, Notice at 2-3.

Another instance of delayed notice concemed the non-compliant queries conducted by the

wuring March 24-27, 2017. FBI OGC and NSD were aware of the proposal
to conduct those queries before they were run, and FBI OGC learned they had been conducted on
March 29, 2017. See Nov. 22, 2017, Notice at 2-3. The government did not notify the FISC,
however, unti] November 22, 2017. The govemment attributed that delay of nearly eight months
“to the time needed by FBI to gather facts regarding the matter and for the government to
determine whether the queries were consistent with the FBI minimization procedures.” 1d. at 3

n.6. That sequence of events is similar to the government’s ongoing assessment of the queriese
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that used approximately 57,000 identifiers for persons

In April 2018, the

government was examining whether that standard was met by those quenes, see
Apr. 27, 2018, Notice at 2, and counsel for the govemment represented at the September 18,
2018, oral argument that discussions of the FBI’s justifications for those queries were still
ongoing. Sept. 28, 2018, Proposed Tr. at 30.

It is reasonable to suspect from the facts available to the Court, including the broad and
apparently suspicionless nature of those queries, that the government’s prolonged deliberations in
those matters resulted in part from the lack of a comymon understanding within FBI and NSD of
what it means for a query to be reasonably likely to return foreign-intelligence information or
evidence of crime. The government addressed another set of potentially non-compliant queries at

the September 28, 2018, oral argument. Id. at 28-30.

government generaily referenced those queries 1n a nofice that was primarily directed at other

compliance problems and filed on February 15, 2018, Sece Feb. 15,2018, Notice at 2 n.1. As of

that time, the government was ““continuing to review whether {certain} queries of raw-FISA

datasets - ... complied with the query standard.” Id. Counsel for the

government reported at the September 28, 2018, oral argument that such examination had not

been completed and agreed to update the Court within 60 days. Sept. 28, 2018, Proposed Tr.

at 29-30.
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Finally, it appears that the government may interpret the FBI querying standard more
leniently than its language fairly conveys. The FBI Querying Procedures state: “Each query . . .
must be reasonably likely to retrieve foreign intelligence information . . . or evidence of a crime. .
.« FBI Querying Procedures § IV.A.1 at 3 (emphasis added), which seems to indicate that each
individual query must have an adequate justification. The government nonetheless expresses the
view that an aggregation of individual queries can satisfy the querying standard, even if each
individual query in isolation would not be reasonably likely to return foreign-intelligence
information or evidence of crime. Specifically, the government describes a situation in which
“threat information” indicates “that there is an employee at a cleared defense contractor who has
access to certain technology” and plans to sell i_& September 18,
2088, Memorandum at 22 n.20. If 100 employees of the contractor are known to have access to
that technology, the “government assesses that the FBI could run a categorical query of the
identifiers associated with these 100 employees as there is a reasonable basis to assess that the
queries would return foreign intelligence information of evidence of a crime.” 1d.

By no stretch of language could one say that an individual query for a randomly selected
one of those 100 employees would be reasonably likely to return foreign-intelligence information
or evidence of crime. The government’s assessment that it nonetheless would be permissible to
query using the identifiers of all 100 employees must rest on the idea that, if those identifiers are
aggregated and run together in ostensibly a single query, there would be a reasonable likelihood
that foreign-intelligence information or evidence of crime would be returned. Perhaps in the

abstract it would be reasonable for the FBI to run such an aggregated query, but it is by no means
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obvious how such justification-by-aggregation would be consistent with the requirement that

“[e]ach query” must be reasonably likely to return foreign-intelligence information or evidence of

crime. See FBI Querying Procedures § IV.A.1 at 3.

The government has taken steps in responsc to the FBI’s non-compliance with the
querying standard. It reports that it now emphasizes issues related to categorical query
justifications in training, see Gov’t Response at 38, and has promulgated within the FBI detailed
guidance on querying requirements, which also focused on categorical justifications for queries.
See id.: July 13, 2018, Proposed Tr. at 50. That guidance recommended consultation with FBI
lawyers regarding queries based on a “categorical reason,” rather than an “individual reason for
each identifier.” July 13, 2018, Proposed Tr. at 50.

As part of the amended procedures submitted on September 18, 2018, the government has
added to the FBI Querying Procedures a requirement in certain circumstances to consult with an
FBI attorney regarding queries supported by categorical justifications. That provision, which
apparently formalizes a version of the above-noted recommendation, states:

Prior to reviewing the unminimzed conient of section 702-acquired information

retrieved using a categorical baich query (as opposed to queries conducted on the

basis of individualized assessments), FBI personnel will obtain approval from an

attorney from either their Chief Division Counsel’s Office or the National

Security and Cyber Law Branch. This requirement does not apply if the persons

whose identifiers are queried are (1) targets of lawful collection, (2) subjects of

predicated investigations, or (3) in contact with targets of fawful collection or

subjects of predicated investigation. Approvals to review the content returned by

such queries will include a justification for the queries, the approving official, and
the duration of such approval.

FBI Querying Procedures § IV.A.3 at 4 (emphasis added).
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The government apparently promulgated the enhanced guidance in June 2018. See Gov’t
Response at 38 (guidance “expected to be provided to appropriate ¥BI personnel in June 2018”).
There accordingly has been insufficient time to assess its effect. As to Section 1V.A.3, the
requirement to consult with an attorney applies in narrow circumstances: after a categorical batch
query has been conducted and prior to FBI personnel’s reviewing content information retumed
by the query, unless one of three exceptions applies. The government explains that the provision
is “tailored to focus on a particular type of query that potentially presents greater compliance risk
and privacy impact” — those “based on a categorical, rather than individualized, justification.”
See September 18, 2018, Memorandum at 21. At the oral argument on September 18, 2018,
counsel for the government stated that querying to retrieve information regarding as few as two
persons, based on a common justification, would be regarded as a categorical batch query for
purposes of § IV.A.3. Sept. 28, 2018, Proposed Tr. at 24, 26.

6. Analysis

The Court finds that the FBI’s Section 702 minimization procedures, as they have been
implemented, are not consistent with the requirements of Section 1801(h)(1) and (h)(3), or the
Fourth Amendment.

a. Statutory Deficiency

As noted above, minimization procedures must be

reasonably designed in light of the purpose and technique of the particular
surveillance, to minimize . . . the retention, and prohibit the dissemination, of
nonpublicly available information concerning unconsenting United States persons
consistent with the need of the United States to obtain, produce, and disseminate
foreign intelligence information.
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§ 1801(h)(1). In this case, the “purpose and technique” of Section 702 collection involvese
targeting non-U.S. persons reasonably believed to be located outside the United States to obtain
foreign-intelligence information with the assistance of communications service providers. See

§ 702(a), (b)(3), (i)(1). Those acquisitions include the contents of communications to or from
non-target U.S. persons. Queries that are in fact reasonably likely to return foreign-intelligence
information are responsive the government’s need to obtain and produce foreign-intelligence
information, and ultimately to disseminate such information when warranted. For that reason,
queries that comply with the querying standard comport with § 1801(h), even insofar as they
result in the examination of the contents of private communications to or from U.S. persons. On
the other hand, queries that lack a sufficient basis are not reasonably related to foreign-
mntelligence needs and any resulting intrusion on U.S. persons’ privacy lacks any justification
recognized by § 1801(h)(1). Because the FBI procedures, as implemented, have involved a large
number of unjustified queries conducted to retrieve information about U.S. persons, they are not
reasonably designed, in light of the purpose and technique of Section 702 acquisitions, to
minimize the retention and prohibit the dissemination of private U.S. person information.

With regard to evidence-of-crime queries, the FISC has previously found that by
providing for minimization procedures that permit the retention and dissemination of evidence of
crime for law-enforcement purposes, Section 1801(h)(3) fairly contemplates queries reasonably
designed to return evidence of crime, See November 6, 2015, Opinion at 32-33. The issue in
this case, however, is the prevalence of FBI queries that were unlikely to return evidence of crime

(even though they may have been subjectively intended to do so). The government has not
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argued that Section 1801(h)(3) permits such queries, and the Court declines to adopt such a
conclusion.

The Court also has considered carefully whether the recently improved guidance and
training referenced by the government adequately addresses the problems with the FBI’s
querying practices such that the Court should find that the FBI’s querying and minimization
procedures, as amended, comport with § 1801(h). It has concluded that, while the government
has taken constructive steps, they do not adequately justify such a finding.

First, as discussed above in PartIV.C.2, many, though not all, recent misapplications of
the querying standard by the FBI involved categorical batch queries. More significantly, the
Court is doubtful that in practice FBI personnel will consistently channel categorical batch
queries into § 1V.A.3’s approval process before they examine content information retrieved by
those queries. As stated in § IV.A.3, a query conducted on the basis of an individualized
assessment is not a categorical batch query. Implementation of § IV.A.3 will depend on the
ability of the FBI’s front-line personnel! to determine which queries are supported by
individualized assessments, and therefore not subject to the approval requirement of § IV.A.3,
and which rely on categorical justifications and are subject to the approval requirement. Given
the documented misunderstandings of the querying standard among FBI personnel, the
government’s reliance on them to make those distinctions seems misplaced. Indeed, the
personnel most in need of guidance from an attorney may not receive it because they have

difficulty in determining when they are supposed to consult with one.
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Finally, the broad exceptions to Section IV.A.3’s approval requirement are also of
concern. Most notably, one of those exceptions applies if the persons whose identifiers are
queried are “in contact with targets of lawful collection or subjects of predicated investigations.”
§dV.A.3. There are two levels of FBI predicated investigations: full and preliminary. See Att’ya
General Guidelines for Domestic FB1 Operations § 11.B.4 at 21, Sept. 29, 2008. The FBI may
initiate a full investigation “if there is an articulable factual basis for the investigation that
reasonably indicates” that, for example:

a.aAn activity constituting a federal crime or a threat to the national security fas

or may have occurred, is or may be occurring, or will or may occur and thea

investigation may obtain information relating to the activity or the involvement ora

role of an individual, group, or organization in such activity[; or]a

b.aAn individual, sroup, organization, entity, information, property, or activity is

or may be a target of attack, victimization, acquisition, infiltration, or recruitmenta

in connection with criminal activity in violation of federal law or a threat to thea

national security and the investigation may obtain information that would help toa

protect against such activity or threat.a
1d. at §§ 11.B.3, 11.B.4.b.i at 21-22 (emphasis added). The FBI may open a preliminary
investigation with even less of a factual predicate: “‘on the basis of information or an allegation
indicating the existence of a circumstance” described in paragraph a. or b. above. Id. § 11.B.4.a.i
at 21 (emphasis added). A query using identifiers for persons known to have had contact with
any subject of a full or preliminary investigation would not require attorney approval under

§ TV.A.3, regardless of the factual basis for opening the investigation or how it has progresseda

since then.
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b. Fourth Amendment Deficiency

Applying the totality-of-circumstances analysis the FISC employed in previous Section
702 proceedings, the Court finds that the FBI Minimization Procedures and Querying Procedures

are similarly unreasonable under the Fourth Amendment.

(i) Applicable Fourth Amendment Framework

The Fourth Amendment states:

The right of the people to be secure in their persons, houses, papers, and effects,
against unreasonable searches and seizures, shall not be violated, and no Warrants

shall issue, but upon probable cause, supported by Oath or affirmation, and
particularly describing the place to be searched, and the persons or things to be

seized.

U.S. Const. amend. IV.

“The touchstone of the Fourth Amendment is reasonableness.” In re Certified Question

of Law, 858 F.3d 591, 604 (FISA Ct. Rev. 2016) (per curiam) (“In re Certified Question™).

Although “[t]he warrant requirement is generally a tolerable proxy for ‘reasonableness’ when the
government is seeking to unearth evidence of criminal wrongdoing, . . . it fails properly to
balance the interests at stake when the government is instead seeking to preserve and protect the
nation’s security from foreign threat.” 1d. at 593. Accordingly, a warrant is not required to
conduct surveillance “to obtain foreign intelligence for national security purposes . . . directed
against foreign powers or agents of foreign powers reasonably believed to be located outside the

United States.” See In re Directives Pursuant to Section 105B of FISA, 551 F.3d 1004, 1012

(FISA Ct. Rev. 2008) (“In re Directives”). The FISC has repeatedly reached the same conclusion

L Y T R Y [ T N Y Page 84

DATE: Oct 8, 2019 - Authorized Public Release Page 84 of 138 FISC Opinion, Oct. 2018



Case st fegaMiindde{aciln vz 83/ s do@seatment 233:240 Filed 02/05/20 Giagg.#6iRh beRubidReeRtD

—FOP SEEREFHSHOREONNOFORN=——
regarding Section 702 acquisitions. See, e.g., November 6, 2015, Opinion at 36-37,

September 4, 2008 Opinion at 34-36.
In assessing the reasonableness of a goveriunental intrusion under the Fourth
Amendment, a court must “balance the interests at stake™ under the “totality of the

circumstances.” In re Directives, 551 F.3d at 1012. In prior reviews of Section 702 procedures,

the FISC has assessed the reasonableness of the government’s procedures as a whole, rather than
separately analyzing the reasonableness of discrete forms of action taken thereunder, such as
querying. See, e.g., November 6, 2015, Opinion at 39 (assessing ‘“‘the combined effect” of the
targeting and minimization procedures ).

Ainici, however, argue that the Court should regard querying as a separate Fourth
Amendment event subject to its Own reasonableness analysis. See Amici Brief at 57-59. First,
they contend that the Reauthorization Act mandates that the querying procedures be
constitutional in their own right. Id. at 48 (“Section 101 requires the Attorney General, in
consultation with the DNJ, to establish Querying Procedures relating to 702-acquired information
that comport with the Fourth Amendment” and citing § 702(f)). Amici also point to Section
702(f)(2), which requires the FBI, in specified narrow circumstances, to obtain a FISC order
before examining content information retrieved by querying Section 702 data, as mandating a
change to the Court’s analysis. Seeid. Amici argue that by enacting that requirement “Congress
has acknowledged the reality that FBI agents querying databases containing raw 702 inforination
for a variety of purposes are, in effect, undertaking new ‘searches,’ some of which now require a

court order.” Amici Brief at 56-57.
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Amici also argue that reviewing querying as an independent Fourth Amendiment event

would be in line with evolving case law. See id. at 57 (citing Rilev v. California, 134 S.Ct. 2473,

2493 (2014), as “requiring law enforcement to obtain a warrant before searching a cell phone

lawfully seized incident to arrest™); see also id. at 58 (citing Walter v. United States, 447 U.S.

649, 654 (1980), United States v. Mulder, 808 F.2d 1346 (9th Cir. 1987), United States v.

Bowman, 215 F.3d 951 (9th Cir. 2001) and United States v. Runyan, 275 F.3d 449, 461 (5th Cir.
2001), for the proposition that “even if law enforcement comes into possession of an object
lawfully because it has been seized or searched by a private party, subsequent actions taken by
law enforcement to inspect or review the object’s contents constitute separate events for purposes

of the Fourth Amendment”). Amnici also point to the recent holding in Carpenter v. United

States, 138 S.Ct. 2206 (2018), for further support. See July 13, 2018, Proposed Tr. at 37. They
analogize (1) a cellular-phone provider’s collection of cell-site location information (CSLI} to the
government’s acquisition of Section 702 information, and (2) the provider’s subsequent
compiling and production to the government of CSLI revealing the location of a particular
suspect over time to the FBI’s subsequent querying of Section 702 information for a particular
U.S. person. Based on those analogies, they contend that the Supreme Court’s holding in
Carpenter that the government’s obtaining and accessing CSLI information involved a search
under the Fourth Amendment has implications for whether querying Section 702 data might also
be a Fourth Amendment search. See id.

The Court has considered these authorities and declines to find that they require that

querying of information lawfully acquired under Section 702 be considered a distinct Fourth
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Amendment event requiring a reasonableness determination indcpendent of the other
circumstances of acquisition.

With regard to the Reauthorization Act, the provisions cited by amici reflect
congressional views on the reasonableness of certain querying practices and strongly suggest
congressional recognition that Fourth Amendment concems are implicated by the querying of
Section 702 information. Their effect, however, is to expand statutory protections, not the scope
of what constitutes an independent search under the Fourth Amendment.

The Court also declines to find that the case law cited by amici mandate that queries of
Section 702 information be considered distinct Fourth Amendment events. Three of the cases
involved property voluntarily provided to law enforcement by a third party and subscquent law-
enforcement searches that exceeded the scope of the prior examination by that third party. See
Walter, 447 U.S. at 654-57 (finding that FBI's screening of films that had been contained in
shipment mistakenly sent to and opencd by third party violated Fourth Amendment); Runyan,
275 F.3d at 464 (finding that police examination of compact disks that had not been viewed by
third party who turned them over violated Fourth Amendment); Bowman, 215 U.S. at 963
(government conceded that viewing of film contained in footlocker provided by third party
exceeded third party’s prior examination). In Mulder, the court found that toxicology lab tests of
tablets, which a hotel employee had turned over to law enforcement, exceeded the scope of the
“field test” exception to the warrant requirement. Mulder, 808 F.2d at 1348-49 (citing United

States v. Jacobsen, 466 U.S. 109, 123 (1984)). None of these cases is instructive regarding

circumstances like those present in this case, which involve the government’s examination of
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information lawfully acquired under a statutory framework that requires a judicial determination
that the totality of attendant circumstances, including the government’s acquisition, retention,
use, and dissemination of such information, is reasonable under the Fourth Amendment.

In any cvent, the Court arrives at the same conclusions as amici, albeit under a totality-of-
circumstances analysis: the FBI’s procedures are unreasonable under the Fourth Amendment and
the amici’s proposal to require the FBI to document the basis for its queries in certain additional

circumstances, see Part 1V.C.7 below, would cure that deficiency.

(ii)  Reasonableness Under the Totality of Circumstances

Under the totality-of-circumstances approach, a court must balance “‘the degree to which
{governmental action] intrudes upon an individual’s privacy’ against ‘““the degree to which it is

needed for the promotion of legitimate governmental interests.”” In re Certified Question, 858

F.3d at 604-05 (quoting Wyoming v. Houghton, 526 U.S. 295, 300 (1999)). “The moree

important the government’s interest, the greatcr the intrusion that may be constitutionally

tolerated.” Inre Directives, 551 F.3d at 1012.

If the protections that are in place for individwal privacy interests are sufficient in
light of the govermimental interest at stake, the constitutional scales will tilt in
favor of upholding the government’s actions. If, however, those protections are
insufficient to alleviate the risks of government error and abuse, the scales will tip
toward a finding ot unconstitutionality.

I1d. (emphasis added).

The Court regards the privacy interests at stake as substantial. As described above in

Part IV.C.3, the FBI has conducted tens of thousands of unjustified queries of Section 702 data.

Based on the information available — e.g., queries for nd for
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persons with access to FBI facilities — it appears that many subjects of those queries were U.S.
persons. Beyond that, it is difficult on the record before the Court to assess to what extent U.S.-
person information was returned and examined as a result of those queries. At a minimum,
however, the reported querying practices present a serious risk of unwarranted intrusion into the
private communications of a large number of U.S. persons.

The Court believes that serious risk weighs substantially in the assessment of
reasonableness. The goal of the Fourth Amendment is to protect individuals from arbitrary
governmental intrusions on their privacy. See Carpenter, 138 S. Ct. at 2213 (“*basic purpose’ of
the Fourth Amendment “‘is to safeguard the privacy and security of individuals against arbitrary

invasions by governmental officials*”) (quoting Camara v. Municipal Court of City and County

of San Francisco, 387 U.S. 523, 528 (1967)). The FBI’s use of unjustified queries squarely

implicates that purpose: the FBI searched for, and presumably examined when found, private

cemmunications of particular U.S. persons on arbitrary grounds

Part IV.C.3 above.

The government is not at liberty to do whatever it wishes with those U.S.-person
communications, notwithstanding that they are “incidental collections occurring as a result of”

authorized acquisitions. In re Directives, S51 F.3d at 1015. The FISCR in In re Directives relied

on the government’s assurance “that it does not maintain a database of incidentally collected
information from non-targeted United States persons” when it held on the facts of that case that

“incidentally cellected communications of non-targeted United States persons do not violate the
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Fourth Amendment.” 1d. In this matter, while the FBI may not maintain a separafe database of
U.S.-person communications acquired under Section 702, it routinely queries raw Section 702e
data in order to identify and examine communications of particular U.S. persons. Whether those
querying practices adequately protect the privacy of those U.S. persons, or instead unjustifiably
invade U.S. persons’ privacy, bears on the analysis of reasonableness under the Fourth

Amendment. See In re Certified Question, 858 ¥.3d at 609 (examining intra-FBI restrictions on

access to information acquired pursuant to a FISA pen register/trap-and-trace authorization as
part of assessment of Fourth Amendment reasonableness).

Under the totality-of-circumstances framework, the Court must take into account
protections afforded by other provisions of the government’s procedures and assess whether their
combined effect is reasonable under the Fourth Amendment. Those protections include
requirements in the targeting procedures that “direct the government’s acquisitions toward
communications that are likely to yield foreign intelligence information” and “substantial
restrictions on the use and dissemination of information derived from queries.” November 6,
2015, Opinion at 41-42. Compliance with those provisions mitigates the intrusion on U.S.
persons’ privacy resulting from unjustified queries, either by limiting the scope of information
acquired and therefore subject to querying or limiting the further use or disclosure of U.S.-person
information returned by queries. The Court nonetheless views as substantial the intrusion on
U.S. persons’ privacy inherent in FBI personnel’s examination of information — especially

content information — returned by unjustified U.S.-person queries.
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On the other side of the balance, it must be acknowledged that acquiring “foreign
intelligence with an eye toward safeguarding the nation’s security serves . . . a particularly

intense interest.” In re Certified @uestion, 858 F.3d at 606 (internal quotation marks omitted).

For that reason, the FISCR has observed that “the government’s investigative interest in cases
arising under FISA is at the highest level and weighs heavily in the constitutional balancing
process.” Id. at 608. The Court must also consider, however, the degree to which the
governmental action in question is needed for the promotion of the relevant govermmental
interest. Id. at 6@5. Here, the relevant governmental action is the FBI’s continuing to run queries
without taking further measures to ensure they actually satisfy the querying standard FBI
personnel are supposed to apply.

Whether the balance of interests ultimately tips in favor of finding the procedures to be
inconsistent with the Fourth Amendment is a close question. Reasonableness under the Fourth

Amendment does not require perfection. See In Re Directives, 551 F.3d at 1015 (“the fact that

there is some potential for error is not a sufficient reason fo invalidate” surveillances as
unreasonable under the Fourth Amendment). Nonetheless, if “‘the protections that are in place
for individual privacy interests are . . . insufficient to alleviate the risks of government error and
abuse, the scales will tip toward a finding of unconstitutionality.” Id. at 1012. Here, there are
demonstrated risks of serious error and abuse, and the Court has found the government’s
procedures do not sufficiently guard against that risk, for reasons explained above in the

discussion of statutory minimization requirements.
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Finally, for reasons explained below, the government has not made a persuasive case that
the documentation requirement proposed by amici, which would provide a further check against
unjustified intrusions on the privacy of U.S. persons and should also enhance oversight of FBI
queries, would impede the FBI’s ability to respond to national-security threats. On the current
record and subject to future oversight of the FBI’s querying practices, the Court believes that its
adoption would remedy the statutory and Fourth Amendment deficiencies discussed above.

The Court accordingly finds that the FBI’s querying procedures and minimization
procedures are not consistent with the requirements of the Fourth Amendment.

7.e Amici’s Documentation Proposal as a Remedy

The government offers § IV.A.3 in part as an alternative to a proposal made by amici. See
September 18, 2018, Memorandum at 21. Amici propose that FBI personnel be required to
document in writing their bases for believing that queries of Section 702 data using U.S.-person
query terms were reasonably likely to return foreign-intelligence information or evidence of crime
before they examine content information returned by such queries. See Amici Brief at 69, 72.
(Amici alternatively discussed a more far-reaching requirement to document the basis for queries
before they are conducted, see July 13, 2018, Proposed Tr. at 34, but stated at the September 28,
2018, argument that the above-described option would be adequate. The FISC declined to adopt a
pre-querying documentation requirement in a prior Section 702 proceeding, see November 6, 2015,

Opinion at 39-41, though the record in that case did not reflect similar problems with the FBI’s

querying practices.)
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Like § IV.A.3, the documentation requirement proposed by amici would apply only when

a query has returned Section 782-acquired content information that FBI personnel wish to
examine. The amici proposal is further limited to U.S.-person queries. Because of those
limitations, it applies only to the subset of queries that are particularly likely to result in
significant intrusion into U.S. persons’ privacy. In contrast to § IV.A.3, the documentation
requirement proposed by amici would impose a less onerous requirement on FBI personnel who
wish to examine such contents (written memorialization of the basis for the query vs. attorney
approval), but in a larger number of cases (U.S.-person queries vs, categorical batch queries).

In the Court’s assessment, the documentation requirement proposed by amici would
facilitate oversight of queries likely to have intruded on U.S. persons’ privacy interests by
providing contemporaneous documentation of why FBI personnel believed the querying standard
was satisfied. The requirement to create that documentation would also help ensure that FBI
personnel, in fact, have thought about the querying standard and articulated why they believe it
has been met. By so doing, it would prompt FBI personnel — much more frequently than the
attorney-approval process under § 1V.A.3 — to recall and apply the guidance and training they
have received on the querying standard. Over time and with review by oversight personnel, those
written statements may also suggest how to improve that guidance and training, or even the
formulation of the standard in the querying procedures.

The government, however, objects that such a requirement would not be effective and
would unduly burden and hinder the FBI's work. Regarding effectiveness, the government

contends that such a documentation requirement would not have prevented the most serious
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reported instancgs gt nan-compliance, such as the queries performed af|

for persons witl July 13, 2018, Proposed Tr. at 12. In the government’s estimation, the
relevant personnel in those cases mistakenly but genuinely thought they had a sufficient basis for
the queries, so they would have documented that basis and proceeded to examine the content
information retrieved. See Gov’t Response at 36-37; July 13, 2018, Proposed Tr. at 9-10. The
Court has not heard from the personnel who conducted those non-compliant queries and is not
well positioned to assess what courses of action they would have taken if they had been obligated
to state in writing why they thought the queries were justified. But it accords with common sense
and experience that some persons in comparable circumstances may, as amici suggest, realize
their queries “could not be justified” when they are required to articulate the justification. See
Amici Brief at 54.

The government further objects that requiring a written justification to examine the
contents provided in response to U.S.-person queries of Section 702 information “would
substantially hinder the FBI’s ability to investigate and protect against threats to national
security.” Supplemental FBI Declaration at 17. Different forms of hindrance are claimed.

First, the government identifies burdens and potential error costs associated with
identifying which terms are U.S.-person query terms. 1d. at 15; July 13, 2018, Proposed Tr,
at 13, 15. But those are the same burdens and costs anticipated by the government with regard to
the statutory obligation to keep records that differentiate 1.S.-person query terms from other

terms. See Part IV.B.2.c above. If for some reason, moreover, FBI personnel are in doubt about
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whether a particular query used a U.S.-person query term, they can always choose to document
the justification for the query rather than try to resolve that doubt.

The government also assesses that “there is a substantial likelihood” that the impact on
the FBI’s “resources and operations” of amici’s documentation proposal “would be significant.”
Supplemental FBI Declaration at 16. The government is not, however, able to quantify that
impact. 1d. at 15-16. For example, given the above-described FBI recordkeeping practices, it
cannot say how often the FBI conducts U.S.-person queries, nor can it state how often queries
return content information acquired under Section 702, id. at 6 n.3, or how often FBI personne}
review FISA information returned in response to a query. Id. at 15-16. The government does
acknowledge, however, that a U.S.-person query of Section 702 information may not return any
such information, and even if it does, the FBI may not review it. See Gov’t Response at 35 n.41.
In either of those situations, the documentation requirement would not apply.

The government nonetheless contends that “a requirement that FB} must include a written
Justification prior to reviewing any section 702-acquired results that are returned using a U.S.
person query term would . . . hinder the FBI’s ability to perform its national security and public
safety missions.” Supplemental FBI Declaration at 15 (emphasis added). But the burden
associated with documenting the basis for any particular query should be minimal. FBI
personnel must determine that every query they conduct is reasonably likely to return foreign-
intelligence information or evidence of a crime before they run it. See Gov’t Response at 33-34
(“The lack of a requirement for written documentation of the query justification does not mean

that FBI personnel are not required to have a justification for each query” and they are “required
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to have a justification for each query of raw FISA-acquired information, as each query has to
meet the substantive query standard . . . .”). For that reason, memorializing the basis for a query
should involve no additional research or analysis. Nor should composing the written statement
be time consuming. The Court contemplates a brief statement of the query justification — in
many cases it should suffice to succinctly complete a sentence that starts “This query is
reasonably likely to return foreign-intelligence information {or evidence of crime] because . . . .”

At the heart of the government’s objections to the documentation requirement proposed
by amici is an understandable desire to ensure that FBI personnel can

perform their work with the utmost efficiency and “connect dots” in an effort to

protect the national security. Given the lessons learned following 9/11 and the

Fort Hood shooting, as well as the FBI’s significant reliance on queries to

effectively and efficiently identify threat streams in its holdings, the FBI is

exiremely concerned abourt anything that would impede, delay, or create a

disincentive to querying FB! databases.
Supplemental FBI Declaration at 7 (emphasis added). But amici’s documentation proposal
would in no way affect the FBI’s ability to query its databases. Only if a U.S.-person query
returns Section 702 content information and the FBI decides to review that information is the
documentation requirement triggered. Non-content metadata, which may help the FB! “connect
the dots,” will be immediately available without having to document the basis for a query. And
FBI personnel could dispense with the otherwise-required documentation if needed to protect
against an immediate threat to human life. See FBI Querying Procedures § 1 at 1.

The Court regards amici’s documentation proposal as a measured and reasonable

response to the statutory and Fourth Amendment deficiencies it has found in the FBY’s

implementation of its querying standard. The Court believes that adopting and implementing
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that proposal, in combination with the other protections of the FBI Querying Procedures and FBI
Minimization Procedures, would satisfy the definition of “minimization procedures” at § 1801 (h)
and render those procedures consistent with the requirements of the Fourth Amendment. Indeed,
while other modifications to the procedures could have the same effect, it is difficult to conceive
of their doing so while imposing so modest a burden on the FBI’s work.

D. inimization and Querying Procedures

The minimization and querying procedures proposed by the government contain several
exemptions for activities relating to oversight and training, as well as activities responsive to
congressional mandates. Although the Court assessed that the oversight and training exemptions
included in the March 27, 2018, Submission were unreasonably broad, it concludes that the
revised exemptions in the September 18, 2018, Submission coinport with the statutory

requirements and the Fourth Amendment.

1. Exemptions for Oversight Activities

One broad category of exemptions proposed by the government in March 2018 concerned

oversight activities conducted by independent executive-branch entities or the agencies

themselves.

The first type of exemption, which is not new, addresses oversight conducted by
independent executive-branch entities. This exemption is included in each of the four sets of
minimization procedures. For example, Section 1 of NSA’s proposed minimization procedures
provides: “Nothing in these procedures shall restrict the lawful oversight functions of [NSD,

ODNI] or the applicable Offices of the Inspectors General, or the provision by NSA of the
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assistance necessary for these entities to perform their lawful oversight functions.” March 27,

2018, NSA Minimization Procedures § 1 at 1; see also March 27, 2018, FBI Minimization
Procedures § 1. Gat 4; March 27, 2018, CIA Minimization Procedures § 6.f at 4; March 27, 2018,
NCTC Minimization Procedures § 6.e at 4. The initially proposed querying procedures
contained a similar provision, see March 27, 2018, Querying Procedures § 1lkat 1, which is
carried forward in the amended querying procedures for each agency submitted in September
2018. See FBI Querying Procedures § IV.C at 5; NSA Querying Procedures § IV.C at §; C1A
Querying Procedures § 1V.C at 4: and NCTC Querying Procedures § IV.C at 4.

The second type of exemption — for oversight conducted by the agencies themselves —
was quite broad as initially proposed by the government. For example, the exemption initially
proposed for FBI1 provided:

[Nothing in these procedures shall restrict the FBI’s performance of lawful

olversight functions [of its personnel or systems, which includes activities

performed: in support of FBI's investigation and remediation of a poksible
oompllance 11101dent in supﬁort ch FBI’s fappllcanon of the destructio

March 27, 2018, FB1 Minimization Procedures § 1. Hat 4. The minimization procedures
proposed for the other three agencies contained similar exemptions. See March 27, 2018, NSA
Minimization Procedures § 1 at 2; March 27, 2018, CIA Minimization Procedures § 6.h at §;
March 27, 2018, NCTC Minimization Procedures § 6.g at 4.

Amici challenged the breadth of these proposed exemptions as insufficiently defined, see

Amici Brief at 63-67, 82-84, and asserted the exemptions allow any deviation from otherwise-
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applicable restrictions “no matter how disproportionate the Government’s purpose may be to the
deviation,” Amici Reply at 13, and “do not aim for a reasonable balance bétween the
Government’s interest in performing . . . oversight, on the one hand, and the privacy interest of
U.S. persons affected by deviations from the procedures on the other . . . .” Id. at 13-14.

In support of the lawful-oversight exemption, the government emphasized that the
exemption furthers its interest in ensuring that the Section 702 procedures are correctly

implemented, which should increase protection of U.S. persons’ privacy. See Gov’t Response

at 21 (asserting “a strong government interest in supervising personnel to mitigate the risk of -
non-compliance by government employees accessing raw section 702 information™); id, at 43
(the exemption “‘permits the government to engage in essential oversight activities that in fact
promote the privacy interests of U.S. persons”). The government also contended that the
proposed exemption provided greater specificity without expanding the scope of exempted
conduct as previously approved by the FISC. See Gov’t Response at 42-43.

The Court did not accept the government’s premise that the proposed modifications
resulted in exemptions that were no broader than those previously approved. Although similar
language did appear in previously approved minimization procedures, the govermnent did not
disclose, nor did the Court recognize, how broadly the government understood “lawful oversight
functions” until June 2017. In an attempt to mitigate the scope of the minimization violations

raised by the FBI’s retention of unminimized Section 702-acquired information in repositories

containin lassified email and instant messages (see Part IV.E.2 below), the

government articulated a view of “lawful oversight functions” that spanned a wide range of
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disparate functions, such as overseeing compliance with federal records-management

requirements, identifying executive-level email messages subject to an archiving requirement

imposed by the National Archives and Records Administration, and conducting

See Report Regarding Retention of Raw FISA-Acquired Information in Certain FBI Special
Purpose Systems, June 16, 2017, at 4-5, 10-12. The Court, moreover, agreed with amici
regarding the unjustified breadth and lack of specificity of the lawful-oversight exemption
initially proposed by the government.

In response to those concerns, the government significantly modified the proposed
exemption. In the modified procedures submitted on September 18, 2018, it described more
particularly the types of activity conducted by each agency that constitute lawful-oversight
functions. For example, the FBI’s modified procedures identify the following types of activity as
lawful-oversight functions: (1) review of Section 702-acquired information the FBI determines is
necessary to remediate a potential spill of Section 702-acquired information; (2) review,
retention, and disclosure of Section 702-acquired information subject to destruction, including
under these minimization procedures; and (3) review and retention of unminimized Section 702-
acquired information contained in employee electronic communications by the FBI’s Inspection
Division, as part of its record of what it has provided to the Office of the Inspector General. See

September 18, 2018, FBI Minimization Procedures § II.H at 5. Notably, the amended provisions
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do not specify activities relating to-and no longer reference investigations intc
N

The modified provision also limits the scope of the authorized deviation by requiring
(1)ecompliance with the minimization procedures to the maximum extent practicable, sece
September 18, 2018, NSA Minimization Procedures § 2 at 3; September 18, 2018, FBI
Minimization Procedures § I.H at 5 n.4; September 18, 2018, CIA Minimization Procedures § 6
at 4 n.2; September 18, 2018, NCTC Minimization Procedures § A.6 at 4 n.1; and (2) destruction
of information in accordance with the applicable procedures once it is no longer reasonably
believed to be necessary to the lawful-oversight function. See September 18, 2018, NSA
Minimization Procedures § 2(b)(5) at 2; September 18, 2018, FBI Minimization Procedures § 1.H
at 6; September 18, 2018, CIA Minimization Procedures § 6.i at 5; and September 18, 2018,
NCTC Minimization Procedures § A.6.g at 4-5.

Each agency is also permitted to deviate from the procedures when necessary to conduct
lawful-oversight functions that are not described in the procedures, but only after consultation
with NSD and ®DNI, followed by prompt reporting of the deviation to the FISC. See
September 18, 2018, NSA Minimization Procedures § 2(b)(5) at 2; September 18,2018, FBI
Minimization Procedures § I.H at 5-6; September 18, 2018, CIA Minimization Procedures § 6.1
at 5; September 18,2018, NCTC Minimization Procedures § A.6.g at 4. At the hearing on
September 28, 2018, the government confirmed that this provision is not intended to include

ee September 28, 2018, Proposed Tr. at 12-13.
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The amended querying procedures contain corresponding cxemptions. For example,

NSA'’s provide:

[N]othing in these procedures shall prohibit NSA from conducting queries it
determines are necessary to: . . . perform the following lawful oversight functions
of NSA’s personnel or systems:

a.esupport NSA’s investigation and remediation of a possible section 702e
compliance incident;e

b.eremediate a potential spill ef classified section 702-acquired information ine
NSA systems;e

c.ddentify section 702-acquired information subject to destruction, includinge
under NSA’s section 702 minimization procedures;e

d.eensure the effective application of marking or segregation requirements in
NSA’s section 702 minimization procedures; and

e. support NSA’s audit or review, for quality control purposes, of work done
related to section 702 collection by NSA personnel].]

NSA Querying Procedures § C.6 at 5-6 (followed by corresponding catchall provision permitting
deviations from querying procedures for unspecified lawful-oversight functions after consultation

with NSD and ODNI followed by prompt reporting to the FISC); see also CIA Querying

Procedures § 1V.C.7 at 5 (similar); NCTC Querying Procedures § IV.C.6 at 5 (similar); and FBI
Querying Procedures § IV.C.7 at 6 (delineating similar exemptions as well as an exemption for

queries conducted to “assess compliance with federal record-keeping requirements, where such

queries are conducted -r audit and oversight systems, as defined in FBI’s
section 702 minimization procedures, that contain FBI personnel e-mails _

that may contain unminimized section 702-acquired information”).
The Court is satisfied that the exemptions for lawful-oversight functions conducted by the
agencies are sufficiently defined and no broader than reasonable to permit the effective exercise

of those functions. To the extent the need to conduct additional but unspecified lawful-oversight
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activities arises and those activities require deviation from applicable procedures, the Court
views the required pre-implementation consultation with NSD and ODNI and prompt
notification to the FISC as reasonable means of monitoring and, if necessary, checking any other
deviations from applicable procedures based on the lawful-oversight exemption.

2. Exemptions for Training Activities

Each agency’s initially proposed minimization procedures also contained a broad
exemption from otherwise-applicable rules for activities conducted during training or for system-
administration purposes. See March 27, 2018, NSA Minimization Procedures § 1 at 1 (“Nothing
in these procedures shall restrict NSA’s performance of lawful training functions of its personnel
or activities undertaken for creating, testing, or maintaining its systems.”); March 27, 2018, FBI
Minimization Procedures § I.G at 4 (“Nothing in these procedures shall restrict the FBI's
performance of lawful training functions of its personnel or creating, testing, or maintaining the
functions of its systems.”); March 27, 2018, CIA Minimization Procedures § A.6.g at 4-5
{“Nothing in these procedures shall prohibit . . . CIA’s performance of lawful training functions
of its personnel, or activities undertaken for creating, testing, or maintaining its systems.”);
March 27, 2018, NCTC Minimization Procedures § A.6.f at 4 (*Nothing in these procedures
shall prohibit . . . NCTC’s performance of lawful training functions of its personnel, or creating,
testing, or maintaining its systems.”). A similar provision was included in the querying
provisions. See March 27, 2018, Querying Procedures § III at 1 (“Nothing in these procedures
shall restrict a covered agency’s performance of lawful training functions of its personnel, or

creating, testing, or maintaining its systems.”).
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Prior minimization procedures under Section 702 did not have a comparable exemption
for training, which the government proposed in March 2018 after numerous instances of queries
conducted during training that did not comply with the FBI minimization procedures. See March
27,2018, Memorandum at 8 n.9. The Court notes that the practice of conducting queries of
unminimized Section 702-acquired information that do not meet the querying standard during
training was not limited to isolated mistakes, see, e.g., Jan. 5,2018, Notice at 2; May 2, 2018,
Notice at 2, but appears to have been a systemic practice that went largely undetected for years.

- SeeJan. 18,2018, Notice at 2-3 (reporting that since 2011, a unit in FBI’s_

ad been routinely conducting training sessions with FBI employees on the use

of databases containing FISA-acquired information, inciuding Section 702 information, during
which trainees were asked to conduct queries using terms provided by the trainers, which
generally involved the use of names of former subjects of FBI investigations as query terms).
Amici objected to the provisions proposed in March 2018 insofar as they sought a
wholesale exemption from etherwise-applicable querying, retention, and dissemination rules.
See Amici Brief at 61-63, 82-84; Amici Reply at 13-16. Specifically, amici questioned whether
effective training really required the use of U.S.-person query terms, see Amici Brief at 62, or
departures from retention and dissemination standards. Id. at 83. Amici also noted that “the
procedures do not assign any responsibility for training, provide any guidance as to what it
should entail, er describe how it must be designed . . . .”” Id. at 61.
The government responded that queries *‘conducted for training purposes promote both

the government interest in ensuring an effective workforce while simultaneously protecting the
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interests of U.S. persons by reducing the risk of non-comptliant use or disclosure of sensitive
data.” Gov’t Response at 19. That rationale was undercut by the breadth of the provisions,
which by their terms were not limited to training that pertains to protecting U.S.-person
information. The government also disclaimed any intent to use the exemptions to retain
information otherwise subject to destruction requirements or to make otherwise prohibited
disseminations. Id. at41-42.

In response to concerns regarding the breadth of the proposed training exemption raised
by amici and the Court, the government narrowed the training exemption in the procedures in
three significant ways. First, the training exemption in the minimization procedures was
narrowed to only permit deviations from procedures governing access and review of information,
and limited those deviations to only those reasonably necessary for effective training. See, e.g.,
September 18, 2018? NSA Minimization Procedures § 2(b) at 2; September 18, 2018, FBI
Minimization Procedures § 1.G at 4; September 18, 2018, NCTC Minimization Procedures § B.1
at 5. The training exemption in the CIA minimization procedures was removed after the CIA
determined that such an exemption was unnecessary. See September 18,2018, Memorandum
at 6. In addition, the government limited the exemption for training queries to queries the agency
determines are necessary to the training of its personnel regarding proper implementation of
FISA and FISA procedures, and to permit the use of U.S.-person identifiers to perform such
queries only when there is a particular need to do so in the conduct of such training. See ¥BI
Querying Procedures § IV.C.1 at 5; NSA Querying Procedures § IV.C.1 at 4; CIA Querying

Procedures § IV.C.1 at 4; NCTC Querying Procedures § IV.C.1 at 4.
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These modifications appear to meaningfully limit the types of training activity exempted
from otherwise-applicable rules. In light of the long-term non-compliance with the querying
standard during training sessions conducted by the FBI’S—
however, it appears prudent to clarify the Court’s understanding of the limited exemption from
the querying procedures sought for queries conducted using U.S.-person query terms deemed
necessary for effective training. Itis not apparent why U.S.-person query terms that are known to
objectively meet the general querying standard (i.e., reasonably likely to retrieve foreign-
intelligence information or evidence of a crime) should not be used whenever U.S.-person query
terms are necessary to effective training. Trainers should pre-select U.S.-person query terms
known to return foreign-intelligence infornmation to prevent any unnecessary querying of U.S.-
person identifiers unassociated with national-security investigations. The deviation from the
querying standard for training queries should be understood to permit the use of queries
conducted for training rather than foreign-intelligence purposes, but which nevertheless are
reasonably likely to return foreign-intelligence information or evidence of a crime.

3. Exemptions for Responding to Congressional Mandates

Each set of proposed minimization procedures includes new language regarding agency
compliance with congressional mandates that would require the agency to deviate from
otherwise-applicable rules. The new language describes the types of process that would trigger
this exemption as “a subpoena or similar process consistent with congressional oversight.”” See
September 18, 2018, NSA Minimization Procedures § 2(b)(3) at 2 (“Nothing in these procedures

shall restrict: . . . the retention, processing, analysis, or dissemination of information necessary to
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comply with an order of a court within the United States or a specific congressional mandate,
such us a subpoena or other similar process consistent with congressional oversight”y (emphasis

added); see also September 18, 2018, FBI Minimization Procedures § 1.G at 4; September 18,

2018, CIA Minimization Procedures § 6.h at 4-5; September 18, 2018, NCTC Minimization
Procedures § A.6.d at 4. The proposed querying procedures also permit queries the agency
determines are necessar); to comply with “a specific congressional mandate, such as a subpoena
or similar process consistent with congressional oversight[.]” NSA Querying Procedures
§dV.C.3 at 5; FBI Querying Procedures § IV.C.3 at 5; CIA Querying Procedures § IV.C.3 at 4;e
NCTC Querying Procedures § 1V.C.3 at 4.

The Court has previously observed that procedures that permit exemptions “based on
unspecified mandates could undermine the Court’s ability to find that the procedures satisty
statutory requirements.” See April 26, 2017, @pinion at 53 (citing November 6, 2015, @pinion at
22)ginternal quotation marks omitted). In approving this provision in 2015, the Courte
emphasized that the language, which at that time referred to “specific constitutional, judicial or
legislative mandates,” must be interpreted narrowly to include only those mandates containing
language “that clearly and specifically requires action in contravention of an otherwise-applicable
provision of the requirement of the minimization procedures,” and directed the govermment to
report any action taken in reliance on this provision. See April 26, 2017, Opinion at 53 (internal
citation omitted).

The government sought to modify this provision in September 2016 to describe the

contemplated activity requiring a departure as “necessary to comply with a specific congressional
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mandate or order of a court within the United States.” Sce id. at 53-54. The Court approved the

revised Janguage but reiterated its expectation that the provision be narrowly interpreted, id., and
directed the government to provide prompt written notification of any instance in which an
agency acted in contravention of otherwise-applicable minimization procedures in reliance on

that provision. See id. at 96-97.

To date, the government has not relied on the exemption for activities responsive to a
specific congressional mandate. The government did, however, receive a congressional request
to calculate the number of communications of U.S. persons that have been acquired pursuant to
Section 702. That request “was not in the form of a subpoena or other legal process™ and
therefore would not have constituted a legal mandate for purposes of the exemption. See id.
at 54. The government asserted, however, that any action it undertook in response to the request
in contravention of otherwise-applicable minimization requirements would be permitted under
the lawful-oversight exemption. Id. Although the Court believed both provisions could be
clearer, it did not take issue with the government’s interpretation. The Court did, however, direct
the government to provide prompt notification of any instance in which an agency acts in
contravention of otherwise-applicable minimization requirements to respond to an oversight
request from any outside entity other than the executive-branch entities specified in the
procedures. See id. at 55, 97. The government filed a notice of such actions taken in an effort to
respond to the above-described congressional request. See Report on NSA Action Pursuant to

Section 1 of Section 702 Minimization Procedures in Response to Oversight Request of
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Congress, June 19, 2017 (advising that NSA conducted queries of Section 702 data in attempt to
provide requested estimates).

[n response to the government’s March 2018 submission (which described the exempted
activity as that “necessary to comply with a specific congressional mandate,” see, e.g., March 27,
2018, NSA Minimization Procedures § 1 at 1), amici asserted that the exemption concerning
congressional mandates did not adequately protect privacy interests because it was not clear
whether a letter from a single member of Congress could be considered a mandate for purposes
of the exemption. See Amici Briefat 67. Amici also recommended that the Court’s
interpretation of the term as directives in “the form of a subpoena or other legal process” be
added to the querying procedures. Id. at 67-68. And, given the government’s historical intent to
rely on the “lawful oversight function™ exemption when a congressional request for information
does not qualify as a “mandate,” amici argued that the congressional-mandate exemption
appeared to be superfluous, unless it could be narrowed in a way that made it distinct from the
“lawful oversight” exception. Id. at 68.

In response to these concerns, the government proffered the revisions to the
congressional-mandate language noted above — i.¢., adding the descriptor “such as a subpoena or
other similar process consistent with congressional oversight” in both the minimization
procedures and querying procedures. The Court believes that the requirement that such process
be “consistent with congressional oversight” sufficiently circumscribes the type of mandate

subject to the exemption.
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The Court also believes that the modifications made to the lawful-oversight functions
provision (discussed above) help clarify the respective spheres of that exemption and the
exemption for specific congressional mandates: responding to a congressional request is not
among the specified lawful-oversight functions, and the provision permitting deviations
necessary to the conduct of unspecified lawful-oversight functions only applies to such functions
of the agency over its personnel and systems. See, e.g., September 18, 2018, FBI Minimization
Procedures § I.H at 5. Should an agency rely on this provision to deviate from generally
applicable rules to respond to a request fromm a member of Congress, it would be required to
consult with NSD and ODNI beforehand and report promptly to the FISC the specific oversight
activity involved. Id. § 1.H at 5-6. Any such submission should also explain why the action
taken constitutes lawful oversight of the agency’s personnel or systems.

The Court is satisfied that the congressional-mandate provisions and lawful-oversight
provisions of the procedures as now proposed adequately address the concerns raised regarding
the potential breadth of the congressional-mandate exemption. Consistent with prior approvals,
however, the Court will require the government to promptly report the circumstances of any
deviation from applicable minimization or querying procedures taken in reliance on the

congressional-mandate provision.

E. Other Changes to the FBI Minimization Procedures
The government proposes changes to the FBI’s minimization procedures concerning

retention of Section 702-acquired metadata and retention of unminimized Section 702
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infermation in copies of emails and instant messages in

he Court assesses

each proposal below.

1. Retention of Metadata

In assessing the metadata proposals, it is useful to distinguish between provisions relating
to the use of metadata for link analysis and those relating to queries for other purposes.

a. Metadata Used for Link Analysis

Section 111.G.1 of the 2016 FBI Minimization Procedures currently exclude Section 702-
acquired metadata in systems used solely for link analysis from the retention timetables that
generally apply to raw Section 702 information in electronic storage. See 2016 FBI
Minimization Procedures § I11.G.1 at 22. The govermment seeks to modify Section I11.G to
permit the FBI to indefinitely retain such metadata for purposes of link analysis on all electronic
and data-storage systems and ad hoc systems. See September 18, 2018, FBI Minimization
Procedures § I11.G.2 at 32. This change would harmonize the FBI’s Scction 702 minimization
procedures with a parallel provision of the FBI’s minimization procedures applicable to
electronic surveillance and physical search under Titles I and 11l of FISA, which the Court
approved in May 2016. See May 17, 2016, Opinion at 46-48.

One incident of FBI over-retention of Section 702-acquired metadata was reported during
the prior authorization period and is worth noting here. In implementing the change allowing
indefinite retention of metadata acquired pursuant to Title I and IIl, the FBI mistakenly
reconfigured its systems to eliminate the time Jimits on retention for all FISA-acquired metadata,

including Section 702-acquired metadata that should have aged off systems not used solely for
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link analysis. See Preliminary Notice of Compliance Incident Involving Retention of Raw
Section 702-Acquired Metadata by FBI, April 27, 2018, at 2-3 (reporting improper retention of
unminimized Section 702-acquired metadata that should have been purged from systems not
solely used for link analysis within five years of expiration of certification under which it was
obtained pursuant to Section H1.G.1 of FBI’s current Section 702 minimization procedures). The
FBI remediated the violation by limiting access to the over-retained Section 702-acquired
metadata to a tool used solely for link analysis. See Supplemental Notice of Compliance Incident
Involving Retention of Raw Section 702-Acquired Metadata by FBI, July 2, 2018, at 2-3. That
restriction would become unnecessary if the Coust approves the proposed modification to Section
II1.G to permit indefinite retention of Section 7(2-acquired metadata on systems other than thosee
used solely fer link analysis.

In support of the modification to the FBI Titte I and 11l minimization procedures
requested in 2016, the government argued that the limitations on retention periods for FISA-
acquired metadata based on the nature of the system on which the metadata resides impaired the
FBI's ability to use metadata in data-storage systems not solely used for link analysis without
commensurately increasing privacy protections, and that the ability to conduct link analysis of
metadata in other systems would enhance the FBI’s capacity to make connections about targets
and their networks. See Gov’t Mot. to Amend Standard Minimization Procedures for FBI
Electronic Surveillance and Physical Search Conducted Under FISA, May 17, 20106, at 35-38,
The Court concluded that the FBI's compliance with the querying standard as well as other

protections set forth in the applicable minimization procedures strikes a reasonable balance
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between the government’s foreign-intelligence needs and the protection of U.S. persons’ privacy,
and approved the modification. See May 17, 2016, Opinion at 47-48.

The government presents similar arguments now. See March 27, 2018, Memorandum
at 71-73. When evaluating the government’s current request to add Section 702-acquired
metadata to the cache of information indefinitely retained on all electronic-data storage and ad
hoc systems, the Court must consider the same governmental and privacy interests in relation to
the protections afforded by the applicable procedures.

The FBI’s procedures seek to protect privacy in a variety of ways. Most pertinent to the
requested modification is the requirement that FBI personnel may only conduct queries of
Section 702-acquired information that are “reasonably likely to retrieve foreign inteltigence
information” or “evidence of a crime.” FBI Querying Procedures § IV.A.1 at 3. That standard
applies to queries of Section 702-acquired metadata, not just content information. (For reasons
discussed in Part IV.B above, the Court has found the FBI’s querying practices deficient and is
contemporaneously ordering the governiment to correct that deficiency.) In addition, any
dissemination of metadata acquired under Section 702 that is of or concerning a U.S. person
must meet the criteria of Section IV of the September 18, 2018, FBI Minimization Procedures,
and disclosure for law-enforcement purposes must comply with Section II1.H.2 of those
procedures.

Consistent with the May 2016 approval of the FBI’s standard minimization procedures
for electronic surveillance and physical search, the Court finds that the FBI's proposed Section

702 minimization and querying procedures provide sufficient protection for U.S.-person privacy
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concerns related to the indefinite retention of Section 702-acquired metadata on all FBI data-
storage and ad hoc systems when balanced against the important and substantial interests asserted
by the government. The Court notes, however, that for purposes of evaluating Section 702
minimization procedures, the diminished privacy interest in non-content information generally
recognized (including by amici, see Amici Brief at 73), does not equate to 120 privacy interest.
And, in a digital era in which U.S. persons share an expanded amount of data electronically, the
type and volume of metadata associated with U.S. persons’ communications acquired under
Section 702 may also expand. Itis notunreasonable to expect that the type of metadata available
for querying across all FB] data-storage and ad hoc systems, particularly when retained
indefinitely and aggregated over longer periods of time, could pfovide a cache of information the
use of which might implicate greater privacy concerns. Cf. Carpenter, 138 S.Ct. at 2215-17 (“the
unique nature of cetl phone location records” at issue distinguished it from other third-party
records such as dialed numbers or negotiable instruments). Mindful of the need to consider the
fype and volume of metadata acquired under Section 702 and the manner in which the
government uses such metadata when evaluating the sufficiency of the targeting, minimization,
and querying procedures, the Court will require the government to describe the types of
information acquired by the FBI under Section 702 that the goverminent regards as metadata and
the extent to which such metadata can reveal location information about U.S. persons.

b. Metadata Queried for Other Purposes

As noted above, Section II1.G.1 of the FBI’s current minimization procedures permits the

indefinite retention of Section 702-acquired metadata only on systems used solely for link
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analysis. Section 702 metadata stored on other systems must be aged off those systems pursuant
to the same retention limits applicable to the contents of the corresponding communications.
Specifically, infbmmati on that has not been reviewed must be purged within five years of the date
of expiration of the certification under which it was acquired, unless a specific extension is
obtained. See 2016 FBI Minimization Procedures § II1.G.1.a at 22. Information that has been
reviewed but not identified as meeting the retention standard — i.e., information that reasonably
appears to be foreign-intelligence information, to be necessary to understand foreign-intelligence
information or assess its importance, or to be evidence of a crime — must be access-restricted
after ten years and purged after fifteen years, unless a specific extension is obtained. See id.
§dI1.G.1.b at 23. Information that is subject to those access restrictions may be queried, bute
personnel must obtain approval from a designated FBI official before accessing the results of the
query.

The government has advised that it intends to implement the ten-year access-restriction
provision (under both the FBI’s standard minimization procedures for electronic surveillance and
physical search and its Section 702 minimization procedures) to allow immediate access to
metadata responsive to a query, regardless of whether the query was run for purposes of link
analysis or for other analytical purposes. See Letter Regarding FBI's Implementation of Section
If1.D.4.c of Standard Minimization Procedures for FBI Electronic Surveillance and Physicale
Search Conducted Under FISA, Feb. 5, 2018, at 2. The ten-year mark will be reached in
November 2018 for data acquired under FISA Title I and Title 111 but not until September 2019

for Section 702 information. 1d. at 1 n.1, 2. The government also advised that if access to a
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restricted communication is approved, the FBI intends to make the communication, including the
contents, accessible in a non-restricted state “to all users who would otherwise be authorized to
access such information™ in the pertinent system for six months or until fifteen years from the
expiration of the authority under which the communication was acquired, whichever is sooner.
Id. at 3. In order to fully assess the reasonableness of the intended action, FISC Presiding Judge
Rosemary M. Collyer directed the government to, among other things, submit a written
explanation of the basis for its assessment that access to the metadata results of queries that are
not conducted for purposes of link analysis is permitted under the applicable retention limits and
describe how metadata may be queried or analyzed for purposes of link analysis and how it may
be queried or analyzed for other purposes. See Docket Nos. _Order,
July 26, 2018, at 3. The Court anticipates that the information regarding the actual
implementation of these provisions provided by the government will significantly inform the

Court’s evaluation of the reasonableness of the government’s actions in the context of Titles I

and 111 and, beginning in -under Section 702.

2. Retention on Email and Instant-Messa oip

The government seeks modifications to the FBI’s 702 minimization procedures that
would permit the FBI to retain unminimized Section 702 information in certain repositories that
do not comply with the FBI’s current minimization procedures. The government seeks these
modifications as part of an effort to address such noncompliance, which was first reported to the

Court in the context of information acquired pursuant to Titles [ and 11I of FISA in December

2016.
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In December 2016, the government informed the Court that FBI systems containing
classified email and instant messages might be retaining unminimized FISA information in
violation of FBI’s standard minimization procedures. See April 26, 2017, Opinion at 88 n.70. In
March 2017, the government identified the same systems as presenting compliance issues under
the FBI's 702 minimization procedures. See Quarterly Report to FISC Concerning Compliance
Matters Under Section 702 of FISA, Mar. 17, 2017 (*March 2017 Quarterly Report”) at 78-79.e
According to that report, all email messages on the FBI's secret-leve] email system are

-'etained i naintained by the FBY’ - assist the

FBI in responding to discovery requests. Id. Tha is also used for records

management and FOIA processing, and by the FBI's

investigative purposes. Id. -is also storing instant messages from FBI’s

secret-level instant-messaging system in a separate system used primarily for investigative

purposes. See id. at 79. The April 26, 2017, Opinion directed the govemment to report the
extent to which unminimized FISA, including Section 702, information was being retained on
those systems and to assess whether such retention complied with applicable minimization
requirements; and to the extent that noncompliance was found, to describe the remediation steps
the government was taking. See April 26, 2017, Opinion at 97-98.

In subsequent months, the government provided the Court additional details regarding the
FBI's retention of Section 702 and other FISA information on those systemsg¢and reported ane

additional discovery — namely, that the FBI’s -was -instant

messages on the FBI's top secret enclave. See March 27, 2018, Memorandum at 80. In
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December 2017, the government notified the Court that the FBI intended to prohibit users from
placing unminimized FISA-acquired information in classified instant messages, but becausc FB]
personnel needed the ability to include unminimized Section 702 and other FISA information in
classified emails, that practice would not be prohibited. See Supplemental Information
Regarding Retention of Raw FISA-Acquired Information in Certain FBI Special Purpose

Systems, Dec. 14, 2017, at 2. The government further advised that the FBI was working on a

solution that would require instant messages and emails (except for those subject to
litigation holds) to age off within five years. See id. at 2-3. Recognizing these measures would
not bring the FBI into full compliance with the minimization procedures, the government advised
the Court it also intended to seek modifications to the applicable procedures. See id, at 3.

In the March 27, 2018, Subimnission, the government proposed changes to the FBI’s
current Section 702 minimization procedures. The first change would prohibit the further
placement of unminimized Section 702-acquired information in classified-email and instant-
message systems. See March 27, 2018, Memorandum at 81-82. Even though the FBI assesses

there is stiil an operational need to place such information on classified email systems, the

government is prepared to take that step because of its inability to delete information from the

ail system and instant-message repositories in conformance with the generally
applicable retention limits while still retaining information subject to a litigation hold. See id.
at 81-82. Because the non-compliant systems will not ingest any additional unminimized Section

702-acquired information, the volume of information “over-retained” in those systems willa
b4

effectively be capped.
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With regard to information already in -mail system and instant-message

repositories, the government contends that it is not currently possible to globally search for
messages containing unminimized Section 702-acquired information. Id. at 82-83. The
goveriment therefore proposes two new provisions to the FBI’s Section 702 minimization

procedures, which would permit the indefinite retention of unminimized Section 702-acquired

information on these systems notwithstanding otherwise-applicable retention limits. See

system”) and § IILF.6 at 31-32 (“FBI-Designated

Systems™) (exempting those systems
from specified retention rules). Although no maximum retention period would apply to either
system, access to the databases would be limited to “FBI personnel who require access to
perform their official duties or assist in a lawful and authorized governmental function, including
system administrators and other technical personnel, and who have received training on these
minimization procedures and the Querying Procedures.” Id. §§ HI.F.5 at 30 and IILF.6 at 31.
The proposed provisions also require that the FBI maintain records of all personnel who have
been granted access to such repositories and all accesses to such repositories. Id. at 30-32.
Finally, FBI personnel authorized to access these repositories may do so only “to assist in
investigations, and to respond to inquiries related to records management and discovery,” and

may only query those systems to find and provide information, which may include raw FISA-

TOD CLOD LT UCIIOD CONALOLOD N Page 119

DATE: Oct 8, 2019 - Authorized Public Release Page 119 of 138 FISC Opinion, Oct. 2018



Caneurkeh fagevaRg Sl o s E2acuBENt 288%25 Filed 02/05/20 Ba@aukdkQfrck Bbic kRRaR!D

acquired inferination, in furtherance of such inquiries, functions, and investigations. ld. Any
queries in those repositories must also comply with the querying standard described above. 1d.
Amici expressed several concerns regarding the government’s proposal, including lack of
specificity regarding who may have access to -mail system and instant-message
repositories, the purposes for which those repositories are used, and the justification fer
exempting them from U.S.-person masking requirements. See Amici Brief at 92-94. Amici also
recommended that the FB] be required to provide a written statement justifying access. Id. at 94.
The Court shares amici’s concerns to some extent but is also cognizant of the general
nature and purpose of these systems, which do not include the retention of unminimized Section
702 information in any amount approaching the quantity feund in systems primarily used by the
FBI for analytical and investigative work. In that light, the proposed modifications to the FBI’s
minimization procedures greatly mitigate the potential impact of indefinite retention of
unminimized Section 702 information in those systems. The necessity of categorically
exempting them from any limits on retention, however, is not apparent. The Court will therefore
approve proposed Sections II.F.S and II1.E.6 subject to the following: in the event the FBI
recognizes unminimized Section 702-acquired information in a system defined by Section I1.F.5
or JILLF.6, and seeks to retain such information in that system, the government shall report in its
next quarterly report conceming compliance matters under Section 702: (1) whether the
information could be retained on an FBI classified-email or instant-messaging system as

described in Section 1I1.F .4, or in connection with litigation matters as described in Section
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I11.1.3; and (2) if not, the reason retention of the information in that system is necessary to the
purposes served by the system.

F. Conclusion

For the reasons stated in Parts 1V.B and 1V.C above, the Court finds that the FBI
Querying Procedures do not comply with the recordkeeping requirement at § 702(f)(1)(B) and
that, in view of the FBI’s querying practices, the FBI Querying Procedures and FBI Minimization
Procedures do not, as implemented, satisfy the definition of “minimization procedures” at 5
U.S.C. § 1801(h) and are unreasonable under the Fourth Amendment.

In other respects, the government’s querying and minimization procedures, including
those provisions examined in Parts 1V.D and IV.E above, comport with applicable statutory
requirements and the Fourth Amendment. In particular, the changes to the FBI Minimization
Procedures that provide more detailed guidance on the storage and handling of information on
various types of systems and related organizational changes to those procedures, see March 27,
2018, Memorandum at 43-70, 74-75, present no impediment to making those findings.

V. OTHER NON-COMPLIANCE

Although the other instances of non-compliance reported by the government do not beare
significantly on the Court’s disposition of these matters, it is desirable to touch briefly on the
current status of two additional matters discussed in the April 26, 2017, Opinion, as well as two

more recent matters.
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A. Incidents Addressed in the April 26, 2017, Opinion

Several significant compliance issues were addressed in the April 26, 2017, Opinion, four
of which were not fully resolved at the time of the Opinion: (1) issues arising from NSA’s
upstream collection of Internet communications, see April 26, 2017, Opinion, at 78-81;
(2)damproper disclosure of unminimized Section 702 information by the FBI, id. at 83-87;¢

(3)econcerns about the frequency of NSA’s post-tasking review of contents, id. at 75-78; ande

(4)ethe potential over-retention of unminimized Section 702 infermation by the FBL_
-Q at 87-89. The first and fourth issues are discussed above in Part JII.A and

Part IV.E.2, respectively. The other two are discussed briefly below.

1. Freguency of NSA’s Post-Tasking Review of Contents

NSA’s targeting procedures require that analysts take reasonable steps to confirm that a
selector continues to be used by a non-U.S. person located outside the United States. Such steps

may include content review, as well as ascertaining whether a tasked facility is being used inside

the United States, such as

See NSA Targeting Procedures § Il at 6-7. NSA’s targeting

procedures provide that content review “will be conducted according to analytic and intelligence
requirements and priorities” and do not require analysts to review the contents of
communications acquired from tasking a particular selector at fixed intervals. See id. at 7. The

government has advised the Court, however, that NSA follows a policy whereby such content

review is performed no later fter the first acquisition and at intervals of
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rereafter. See Update Regarding Post-Targeting Content
Reviews, Sept. 13, 2016, at 2.

As indicated in the April 26, 2017, Opinion, the Court has had concerns about the
government’s ability to monitor analysts’ compliance with this policy. See April 26, 2017,

Opinion at 76-77 (citing Supplement Letter Regarding Post-Targeting Content Reviews, Mar. 13,

2017 (indicating that NSA ha or monitoring compliance with the policy
in only one of its Section 702 repositories and therefore does not comprehensively monitor or
verify analysts’ compliance with the policy)). To address the Court’s concern, the government
undertook to include in its quarterly reports any instances in which a failure to conduct timely
content review in accordance with this policy was discovered, whether or not such failure
resulted in a violation of the targeting procedures themselves (e.g., a delayed detasking resulting
from the failure to conduct timely post-targeting content review). April 26, 2017, Opinion at 77.
The information submitted in the six quarterly reports filed since April 2017 revealed
several instances in which NSA did not comply with the policy, only a small fraction of which
led to violations of the targeting procedures. See, e.g., Quarterly Report to FISC Concerning
Compliance Matters Under Section 702 of FISA, Sept. 14, 2018 (“September 2018 Quarterly

at 97 (reponing-ﬂf failure to conduct timely post-targeting content review,

ikely resulted in delayed detasking); see also Quarterly Report to FISC Concerning

Compliance Matters Under Section 702 of FISA, June 15, 2018 (“June 2018 Quarterly Report™)

-f failure to conduct timely post-targeting content review, -

-ssociated with delayed detaskings); Quarterly Report to FISC Concerning

at 101 (reporting
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Compliance Matters Under Section 702 of FISA, Mar. 16, 2018, at 91 (reportin -)I

failure to conduct timely post-targeting content review -ssociated with

delayed detaskings); Quarterly Report to FISC Concerming Compliance Matters Under Section

702 of FISA, Dec. 15, 2017 (*December 201 7 Quarterly Report™) at 89 (reportin -ot
failure to conduct timely post-targeting content review -ssociated with

delayed detaskings); Quarterly Report to FISC Concerning Compliance Matters Under Section

702 of FISA, Sept. 15,2017 (“September 2017 Quarterly Report™) at 81 (reporting -
of failure to conduct timely post-targeting content review,-ssociated with

delayed detaskings); Quarterly Report to FISC Concerning Compliance Matters Under Section

702 of FISA, June 16, 2017 (“June 2017 Quarterly Report”) at 99 (reportin
failure to conduct timely post-targeting content review ssociated witl

delayed detaskings).

The quarterly reports also revealed that in several of these incidents the CIA or the FBI
was responsible for conducting post-targeting content review but did not conduct timely reviews.
See, e.g., June 2017 Quarterly Report at 99 n.54 (identifying incidents for which FBI had
responsibility for conducting timely post-targeting content review); September 2017 Quarterly
Report at 81 n.39 (same); September 2018 Quarterly Report at 64 & n.40 (identifying incident in
which CIA had responsibility for conducting tintely post-targeting content review).

In addition, in June 2018, the government notified the Court that because of reliability

issues, NSA had disabled two features of the system used to remind analysts of their obligations
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to conduct post-targeting content review. See Supplemental Letter Regarding Post Targeting
Content Reviews, June 12, 2018, at 1.

Despite these setbacks, the Court does not view the reported deviations from the policy as
presenting significant concerns, principally because (1) only a small fraction of the deviations
from NSA’s post-tasking content review policy resulted in an improper delay in detasking; and
(2)e¢he number of missed or untimely revicws reported, regardless of whether a delay ine

detasking resulted, is small when viewed in relation to the total number of current taskings. Sece,

e.g.. September 2018 Quarterly Report at 1, 97 (reporting cilities under

task at any given time between June 1, 2018, and August 31, 201 ailures to conduc
timely post-targeting content review during the same period). The Court notes, however, that
compliance with NSA’s post-targeting content-review policy remains an area susceptible to
improvement. The government is encouraged to continue to explore additional means of
prompting analysts to conduct the content reviews required by NSA’s policy and, to the extent

the FBI or the CIA is responsible for conducting such review, to ensure compliance with the

policy. The government is also expected to continue to report instances of non-compliance with
the policy in its quarterly reports.

2, Xmnroner Disclosures of IInminimized Information bv the FBi

The April 26, 2017, Opinion also discussed he FBI allowed

unauthorized personnel to access Section 702 information, only one of which presented a

continuing issue of concern to the Court. See April 26, 2017, Opinion at 83-87. That matter

involved the provision of unminimized Section 702 information pertaining to -

O S R T  URCUN O Ut e Page 125

DATE: Oct 8, 2019 - Authorized Public Release Page 125 of 138 FISC Opinion, Oct. 2018



CasRuachtiegafddg the SedibMoiay1s EaGtataR Nt 2882;611 Filed 02/05/20 Rpukei-Qf drd%ic Rage!D

o it 6 i g s i) o e

-:onlractor that was developing software intended to facilitate review of

Section 702 information. See Quarterly Report to FISC Concerning Compliance Matters Under
Section 702 of FISA, Sept. 15, 2016, at 131. At the time of the Court’s April 2017 decision,
-'etumed the information in question to the FBI, but the FBI still planned -
personnel to install the software on an FBI system. See April 26, 2017, Opinion at 86. The
Court ordered the government to report (1) the results of an investigation it had undertaken to
determine whether there were other instances of improper access or disclosures, and (2) to report
the circumstance-nticipated installation of the software on an FBI system, including
whether its personnel received access to unminimized Section 702 information in the course of
their work; and if so, an assessment whether such access complied with the FBI’s minimization
procedures. See April 26, 2017, Opinion at 98.
On June 8, 2017, the government reported that its investigation had revealed no
additional instances of improperly accessed, unminimized FISA-acquired information on FBI
systems between 2008 and March 2017. See Supplemental Response Regarding Improper

Disclosures by FBI of Raw FISA-Acquired Information, Including Section 702-Acquired

Information, June 8, 2017, at 2. The government also reported ot installed the

software and undertook to inform the Court of the circumstances 0T any Tuture installation. 1d

at 4.

The results of the FBI’s investigation reported in June 2017 eased the Court’s concerns
regarding the possibility of further noncompliance with access restrictions. The FBI must, of

course, report any future unauthorized access of Section 702 information; however, in the event
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.oﬁware is installed in a manner fully consistent with the FBI’s minimization

procedures, such installation need not be reported to the Count.

B. New Compliance Issues

In addition to the incidents of non-compliance concerning querying practices and over-
retention of Section 702-acquired information discussed above, the government has identitied a
number of other incidents of noncompliance with the applicable procedures. For example, there
have been several instances in which NSA has tasked selectors under Section 702 without
conducting the necessary foreignness checks, failing to perform timely foreignness checks (i.e.,
the results of a foreignness check had grown stale by the time the selector was tasked), or failing
to consider the totality of circumstances when making a foreignness determination. Sece, e.g.,
September 2017 Quarterly Report at 6-41. In other instances, the government failed to timely
detask accounts because of human error, staffing issues, communications failures between
agencies, or misunderstandings of therules. See, e.g., December 2017 Quarterly Report at 28-63.
Notices filed over the last year also indicate that the FBI continues to encounter difficulty with
the timely establishment of review teams, which its minimization procedures require when a
Section 702 target has been charged with a federal crime, see, e.g., Supplemental Notice of
Compliance Incident Regarding Two Section 702-Tasked Facilities, Aug. 8, 2018; Rule 13
Notice Regarding [Target and Multiple Docket Numbers] and Three Section 702-Tasked
Facilities, Jan. 11, 2018, and that NSA continues to experience problems of varying magnitude
with the over-retention of 702-acquired information on its many systems. See. e.g.. June 2018

Quarterly Report at 85-87, 93, 97.
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After considering these and other incidents reported since April 2017, the Court finds

reasonable and sufficient the steps taken by the government to address them and to prevent

similar occurrences. It concludes that only one new incident and one potential compliance
incident merit specific discussion here.

1. NSA’s Backlog in Processing Purge Orders

In addition, when reporting incidents of non-
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compliance to the FISC, the government frequently represents that information has been placed

on the MPL

On May 25, 2018, the government reported to the FISC that, since September 2017, NSA
had a growing backlog of purge-discovery orders, which resulted in significant delays in placing
information on the MPL. 1d. at 2. The majority of the backlogged orders pertained to Section
702 collection_i_(L., which suggested that NSA was not timely complying
with its purge obligations under the applicable Section 702 procedures. See, e.g., 2016 NSA
Minimization Procedures, as amended Mar. 30, 2017, § 3 at4, 6-10, § Sat 12, § 6 at 13-14. On

May 29, 2018, Judge Collyer held a hearing to learn how the government proposed to address -

acklog. She directed the government to report on its progress in writing every two weeks.
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As of October 1, 2018, NSA has successfully automated its processing of purge-discovery
orders in some but not all of its SSRs, and is processing new purge-discovery orders at a rate
similar to its pre-September 2017 rate. See Ninth Update at 2. Accordingly, the NSA considers

-acklog to have been eliminated. The government has not yet, however, provided to

the Court a proposed standard for detennining whether a backlog in processing purge-discovery

orders develops in the future. As a result, until the government is able to assure the Court that

purge-discovery orders are being timely processed, NSA will continue to: (1)

-and (2) provide bi-weekly reports with the number of

pending purge discovery orders. See id.

Based on the NSA’s processing of previously backlogged purge-discovery orders and its
bi-weekly checks and updates, the Court finds that the -back]og issue does not
impede a finding that the NSA’s purge procedures, as currently implemented, are consistent with
statutory and Fourth Amendment requirements.

2. Insider-Threat Monitoring

In the March 27, 2018, Submission, the government informed the Court that it had

identified certain insider-threat-monitoring activities,

d the subsequent placement of that

mformation into systems maintained by insider-threat personnel. See March 27, 2018,

Memorandum at 11. The government refers to those activities as “user activity monitoring” or

“UAM.” See September 18, 2018, Memorandum at 24. _
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1¢ government 18 currently mvestigating : 1C agencies Processes .

.. encounter raw section 702-acquired information” and “whether such activities implicate the
section 702 minimization and querying procedures.” Id. at 27. The government’s submission
also includes a timeline: (1} NSD has requested that the covered agencies provide information
concerning the user-activity-monitoring practices that may implicate raw section 702-acquired
information no later than November 1, 2018; (2) the government anticipates that it will conclude
any subsequent investigation by mid-January; and (3) “[b]y the end of February 2019, the
government intends to provide the Court with a written update on whether UAM activities at
each agency implicate the section 702 minimization and/or querying procedures and, if so, the
extent to which those procedures need to be amended in order to address those UAM activities.”
Id. at 28.

The timeline proposed by the government for its investigation of the reporied practices
appears reasonable, except to the extent it intends to delay reporting any discovery of actual
noncompliance with applicable minimization or querying procedures. At present, the
government has advised the Court only that user-activity monitoring may have resulted in
violations of applicable procedures. Any confirmation of that concern .should be immediately
reported to the Court in accordance with Rule 13(b) of the Court’s Rules of Procedure, even

though the Court anticipates that any report of such an incident may be limited in content until
——FOP-SEECREF/SHORCONNOFORN—— Page 131
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the completion of the investigation described by the government. And, to the extent
noncompliance with applicable procedures is identified, the government is directed to consider
and address options other than amending the procedures to remediate the violations.
V. CONCLUSION

For the foregoing reasons, the Court finds that:e

(1)éThe 2018 Certifications, as amended by the September 18, 2018, Submission, as welle
as the certifications in the Prior 702 Dockets, as amended by those documents, contain all the
required statutory elements;

(2)él'he targeting procedures for acquisitions conducted pursuant to the 2018e
Certifications, as amended, are consistent with the requirements of Section 782(d) and of the
Fourth Amendment;

(3)eéWith respect to information acquired under the 2018 Certifications, as amended, thee
minimization procedures and querying procedures to be implemented by NSA, the CIA, and
NCTC are consistent with the requirements of Section 702(e) and Section 702(f)(1)(A)-(B)
respectively and of the Fourth Amendment;

(4)eWith respect to information acquired under the certifications in the Prior Section 702¢
Dockets, as amended, the minimization procedures to be impiemented by NSA, the CIA, and
NCTC (to inciude, as referenced therein, the requirements of the respective agencies’ querying
procedures) are consistent with the requirements of Section 702(e) and of the Fourth
Amendment. (The Court makes no findings regarding whether any querying procedures, as

applied to information aceuired under the certifications in the Prior Section 702 Dockets, are
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consistent with the requirements of Section 702(f)(1) because Section 702(f) only épplies “with
respect to certifications submitted under [Section 702(h)] . . . after January 1, 2018.”
Reauthorization Act § 101(a)(2).);

(5)éWith respect to information acquired under the 2018 Certifications, as amended, thee
minimization procedures and querying procedures to be implemented by the FBI are consistent
with the requirements of Section 702(e) and Section 702(f)(1)(A)-(B) respectively and of the
Fourth Amendment, except insofar as they are inconsistent with (a) the recordkeeping
requirement at Section 702(f)(1)(B) because they do not require the FBI to keep records of
United States-person query terms used to conduct queries of Section 702 information in a manner
that fairly identifies United States-person query terms as such or differentiates them from other
terms used to query Section 702 information and (b) the requirements of Section 702(e) and
Section 702(f)(1){A) respectively and of the Fourth Amendment because they do not require
adequate documentation of the justifications for queries that use United States-person query
terms. In those two respects, the Court finds deficiencies in those procedures within the meaning
of Section 702(j)(3)(B); and

(6)éWith respect to information acquired under the certifications in the Prior Section 702¢
Dockets, as amended, the minimization procedures to be implemented by the FBI (to include, as
referenced therein, the requirements of the FBI’s querying procedures) are consistent with the
requirements of Section 702(e) and of the Fourth Amendment, except insofar as they are
inconsistent with those requirements because they do not require adequate documentation of the

justifications for queries that use United States-person query terms. In that respect, the Court
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finds a deficiency in those procedures within the meaning of Section 702(j)(3)(B); and,
accordingly,

IT IS HEREBY ORDERED AS FOLLOWS:

(1) The government’s request for approval of the March 27, 2018, Submission, ase
amended by the September 18, 2018, Submission, is approved in part and denied in part, as set
out below:

a.eThe 2018 Certifications, as amended, and the certifications in the Prior Sectione
702 Dockets, as amended, are approved;

b.eThe use of the targeting procedures for acquisitions conducted pursuant to thee
2018 Certifications, as amended, is approved;

c.eWith respect to information acquired under the 2018 Certifications, ase
amended, the use of the minimization procedures and querying procedures to be implemented by
NSA, the CIA, and NCTC is approved;

d.e With respect to information acquired under the certifications in the Priore
Section 702 Dockets, as amended, the use of the minimization procedures to be implemented by
NSA, the CIA, and NCTC (to include, as referenced therein, the requirements of the respective

agencies’ querying procedures) is approved;

e.e With respect to information acquired under the 2018 Certifications, ase
amended, the use of the minimization procedures and querying procedures to be implemented by
the FBI is approved, except insofar as they (a) do not require the FBI to keep records of United

States-person query terms used to conduct queries of Section 702 information in a mannet that
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fairly identifies United States-person query terms as such or differentiates them from other terms
used to query Section 742 information and (b} do not require adequate documentation of the
justifications for queries that use United States-person query terms; and

f.e With respect to information acquired under the certifications in the Priore
Section 702 Dockets, as amended, the use of the minimization procedures to be implemented by
the FBI (to include, as referenced therein, the requirements of the FBI’s querying procedures) is
approved except insofar as those procedures do not require adequate documentation of the
justifications for queries that use United States-person query terms;

(2)Separate orders memorializing the dispositions described above are being issuede
contemporaneously herewith pursuant to Section 702(G)}(3)(A)-(B);

(3)€The following provisions of the April 26, 2017, Opinion shall remain in effect for thee
reasons stated therein. Prospectively, the government need not comply with reporting
requirements imposed by the April 26, 2017, Opinion, except as reiterated below:

a.eRaw information obtained by NSA’s upstream Internet collection undere
Section 702 shall not be provided to the FBI, the CIA or NCTC unless it is done pursuant to
revised minimization procedures that are adopted by the AG and DNI and submitted to the FISC
for review in conformance with Section 702;

b.e On or before December 31 of each calendar year, the government shall submite
a written report to the FISC: (a) describing all administrative-, civil- or criminal-litigation
matters necessitating preservation by the FBI, NSA, the CIA or NCTC of Section 702-acquired

information that would otherwise be subject to destruction, including the docket number and
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court or agency in which such litigation matter is pending; (b) describing the Section 702-
acquired information preserved for each such litigation natter; and (c) describing the status of
each such litigation matter;

c. The government shall promptly submit a written report describing each
instance in which an agency invokes the provision of its minimization or querying procedures
providing an exemption for responding to congressional mandates, as discussed in Part IV.D.3
above. Each such report shall describe the circumstances of the deviation from the procedures
and identify the specific mandate on which the deviation was based; and

d.e The government shall promptly submit in writing a report concerning eache
instance in which FBI personnel receive and review Section 702-acquired information that the
FBI identifies as concerning a United States person in response to a query that is not designed to
find and extract foreign-intelligence information. The report should include a detailed
description of the information at issue and the manner in which it has been or will be used for
analytical, investigative, or evidentiary purposes. It shall also identify the query terms used to
elicit the information and provide the FBI’s basis for concluding that the query was consistent
with applicable minimization procedures. The government need not file such a report for a query
for which it files an application with the FISC pursuant to Section 702(f)(2); and

(4) For the reasons stated herein, the government shall comply with the followinge
requirements:

ae The government shall submit reports to the Court on a quarterly basis,e

beginning not more than 90 days after the issuance of this Memorandum Opinion and Order, on
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his report shall: (i) describe the

(11) explain how the government is ensuring that 1t will only acquire

communications to or from a Section 702 target _nd (iii)

describe methods the government is using to monitor compliance with the abouts limitatiorr-

and report on the results of such monitoring;

h. No later than ten days after tasking for upstream collection under Section 702 a

he government shall submit a notice to the Court. This notice shall: (i) describ

it) explain how_ill comply with the abouts

limitation; and (i1i) describe steps that will be taken during the course of the proposed acquisition

to ensure tha-s only acquiring communications to or from

authorized Section 702 targets,

coByJanuary 31, 2019, the government shall make a written submission: (i)o

describin _t acquires with the assistance of downstream

providers under Section 702; and (ii) stating to what extent

erives from any communication(s), and if so, whether those communication
uthorized Section 702 targets. For any communications that
a authorized Section 702 target, the government’s submission shall describe the source

and nature of those communications, to include a description of the parties thereto;
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d.eBy January 31, 2019, the government shall submit a written report thate
describes the types of information acquired by the FBI under Section 702 that the government
regards as metadata and the extent to which such metadata can reveal location information about
U.S. persons; and

e.eln the event the FBI recognizes unminimized Section 702-acquired informatione
in a system defined by Section 1IL.F.5 or lII.E.6 of its September 18, 2018, Minimization
Procedures, and seeks to retain such information in that systemn, the government shall report in its
next quarterly report concerning compliance matters under Section 702: (i) whether the
information could be retained on an FBI classified-email or instant-messaging system as
described in Section 1IL.F.4 of those procedures, or in connection with litigation matters as
described in Section II1.1.3 of those procedures; and (ii) if not, the reason retention of the

information in that system is necessary to the purposes served by that system.
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J. Bradford Wiegmann, Deputy Assistant
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Division, Department of justice;
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National Security Division, Department of
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Senior Counsel for Policy,
Legislation, and Compliance, National
Security & Cyber Law Branch, Federal
Bureau of Investigation;

Assistant General Counsel,
Federal Bureau of Investigation;

Associate General Counsel,
Office of the Director of National
Intelligence;

Attorney Advisor, Office of
General Counsel, Central Intelligence
Agency; and

I  ormcy -

FISA Team, Office of the General Counsel,
National Security Agency.

PER CURIAM.

The questions presented in this appeal are:

(1)  Whether the requirement in Section 702(f)(1)(B) of the
Foreign Intelligence Surveillance Act (“FISA”), that
procedures for querying information acquired pursuant
to Section 702 “include a technical procedure whereby a
record is kept of each United States person query term
used for a query,” 50 U.S.C. § 1881a(f)(1)(B), requires that
the Federal Bureau of Investigation (“FBI”) keep records
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in a manner that differentiates between query terms
related to United States persons and those related to non-

United States persons.

(2)  Whether the FBI's proposed querying and minimization
procedures comply with the requirements of FISA and
the Fourth Amendment to the United States Constitution.

On October 18, 2018, the Foreign Intelligence Surveillance Court
(the “FISC") (James E. Boasberg, Judge) decided both issues adversely
to the Government, concluding that (1) the FBI's practice of
maintaining records that do not identify United States person query
terms as such does not comply with Section 702(f)(1)}(B); and (2) the
FBI's proposed querying and minimization procedures do not comply
with the requirements of FISA and the Fourth Amendment. The

Government appealed.

We conclude that the FBI's proposed querying procedures do
not comply with Section 702(f)(1)(B) insofar as they do not include a
procedure whereby FBI personnel document, to the extent reasonably
feasible, whether a particular query term relates to a United States
person or a non-United States person. Because this conclusion
necessarily requires the Government to amend the FBI's proposed
procedures, we decline to reach the second issue presented. As the
Government undertakes the required revisions, it can consider
whether—and, if so, how-—to respond to the statutory and
constitutional deficiencies the FISC identified. The FISC will then be

able to evaluate whether the newly revised procedures—which will
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include, at a minimum, a procedure that complies with Section
702(f)(1)(B) —comport with the requirements of FISA and the Fourth

Amendment.

Accordingly, the FISC’s October 18, 2018 order is AFFIRMED
IN PART. The stay entered pursuant to our November 16, 2018 order
shall remain in effect until further order of the FISC when it issues a
decision approving or declining to approve the newly revised

procedures.

I. BACKGROUND

A. FISA Section 702

Enacted in 1978, FISA “authorize[s] and regulate[s] certain
governunental electronic surveillance of communications for foreign
intelligence purposes.”? FISA is a critical component of our national
security infrastructure, not least because it “authorizes extremely
powerful investigative techniques” that “can help the {GJovernment
prevent (or mitigate) terrorism, espionage, and other foreign threats to

national security.”?

! Clapper v. Amnesty Int’l USA, 568 U.S. 398, 402 (2013).

21 David S. Kris & J. Douglas Wilson, NATIONAL SECURITY INVESTIGATIONS
& PROSECUTIONS § 4:1 (2d. ed. 2016).
5
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In its original form, FISA “did not regulate electronic
surveillance . . . conducted outside the United States.”? This changed
in July 2008, when Congress enacted the FISA Amendments Act of
2008 (the “2008 Amendments Act”).* The 2008 Amendments Act
added to FISA a new section, 702, which was intended to “creat[e] a
new framework under which the Government may seek the FISC’s
authorization of certain foreign intelligence surveillance targeting the
communications of non-[United States] persons located abroad.”®
Under Section 702, on “the issuance of an order” by the FISC, “the
Attorney General and the Director of National Intelligence may
authorize jointly, for a period of up to 1 year from the effective date of
the authorization, the targeting of persons reasonably believed to be
located outside the United States to acquire foreign intelligence

information.”® As the Supreme Court has observed, “[u]nlike

31d. § 17:1.

4 See FISA Amendments Act of 2008, Pub. L. No. 110-261, 122 Stat. 2436 (July
10, 2008).

% Clapper, 568 U.S. at 404.

650 U.S.C. § 188la(a). FISA defines “foreign intelligence information” as

follows:

(1)  information that relates to, and if concerning a United States
person is necessary to, the ability of the United States to
protect against—

(A)  actual or potential attack or other grave hostile acts

I SRR T U RCONNOTOR N =
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traditional FISA surveillance, [Section 702] does not require the
Government to demonstrate probable cause that the target of the
electronic surveillance is a foreign power or [an] agent of a foreign
power.”” Nor does it require the Government to “specify the nature
and location of each of the particular facilities or places at which the

electronic surveillance will occur.”8

As its text makes clear, surveillance programs approved

pursuant to Section 702 are intended to target non-United States

of a foreign power or an agent of a foreign power;

(B) sabotage, international terrorism, or the international
proliferation of weapons of mass destruction by a
foreign power or an agent of a foreign power; or

(C)  clandestine intelligence activities by an intelligence
service or network of a foreign power or by an agent
of a foreign power; or

(2) inforination with respect to a foreign power or foreign
territory that relates to, and if concerning a United States
person is necessary to—

(A)  the national defense or the security of the United
States; or

(B)  the conduct of the foreign affairs of the United States.
Id. § 1801(e).
7 Clapper, 568 U.S. at 404.

81d.

7
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persons reasonably believed to be outside of the United States. But
there is necessarily some risk that such programs will result in the
incidental acquisition of communications of or conceming United
States persons.® This might occur, for example, “when a [United States]
person communicates with a non-[United States] person who has been
targeted,” or “when two non-[United States] persons discuss a [United

States] person.” 10

Section 702 contains several substantive limitations intended to
minimize the extent to which Section 702 programs encroach on the
privacy interests of United States persons. For instance, such programs
“may notintentionally target” any person “known. .. to be located in
the United States” or a United States person even if he or she is

“reasonably believed to be located outside of the United States.”1! Nor

° A “United States person” is “a citizen of the United States, an alien lawfully
admitted for permanent residence {in the United States}, . . . an unincorporated
association a substantial number of members of which are citizens of the United
States or aliens lawfully admitted for permanent residence, or a corporation which

is incorporated in the United States,” unless such an association or corporation “is
a foreign power.” 50 U.S.C. § 1801(i).

10 Privacy and Civil Liberties Oversight Board, Report on the Surveillance
Program Operated Pursuant to Section 702 of the Foreign Intelligence Surveillance Act 6
(July 2, 2014) (“PCLOB Report”), available at https://www.pclob.gov/library/702-
Report.pdf.

11 50 U.S.C. § 1881a(b)(1), (b)(3)-

8
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may they “intentionally target a person reasonably believed to be
located outside of the United States if the purpose of such acquisition
is to target a particular, known person reasonably believed to be in the
United States.”1? In addition, all acquisitions must be “conducted in a
manner consistent with the [Flourth [AJmendment to the Constitution
of the United States.”®

Section 702 programs are also subject to certain procedural
requirements. For example, acquisitions of information pursuant to
Section 702 must “be conducted only in accordance with . . . targeting
and minimization procedures” adopted by the Attorney General and
the Director of National Intelligence.!* Targeting procedures must be
“reasonably designed to. .. ensure that any acquisition . . . is limited
to targeting persons reasonably believed to be located outside the
United States,” and to “prevent the intentional acquisition of any
communication as to which the sender and all intended recipients are
known at the time of the acquisition to be located in the United
States.”?> Minimization procedures must be “reasonably designed . . .
to mirimize the acquisition and retention, and prohibit the

dissemination, of nonpublicly available information concerning

2 Jd. § 1881a(b)(2) (emphasis added).
1 Jd. § 1881a(b)(6).
14 1d. § 1881a(c)(1)(A).

15 1d, § 1881a(d)(1).
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unconsenting United States persons” but should “allow for the
retention and dissemination of information that is evidence of a

crime.”16

In addition, Section 702 programs are subject to judicial review.
As noted above, with certain exceptions not relevant here, the
Attorney General and the Director of National Intelligence can execute
a Section 702 authorization only after the FISC enters an order
approving the proposed acquisition.’” To have such an order entered,
the Attorney General and the Director of National Intelligence must
provide the FISC with “awritten certification” regarding the proposed
acquisition that addresses, among other things, targeting and
minimization procedures.® If the FISC determines that a certification
“contains all the required elements” and is “consistent with [statutory]
requirements . . . and with the [Flourth [A]Jmendment,” it must “enter

an order approving the certification.”?

1 1d. § 1801(h)(1), (h)(3).
17 Id. § 1881a(a).
# Id. § 1881a(h)(1)(A), (R)()(A)-

19 Id. § 1881a(j)(3)(A). We note that two Circuits have held that the Fourth
Amendment’'s warrant requirement does not apply to searches of United States
citizens conducted outside of the United States. See United States v. Stokes, 726 F.3d
880, 885 (7th Cir. 2013); In re Terrorist Bombings of U.S. Embassies in East Africa, 552
F.3d 157, 167 (2d Cir. 2008) (“In re Terrorist Bombings”). Such searches are, however,

10
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Finally, Section 702 programs are subject to periodic review
within the Executive Branch. Every six months, the Attorney General
and the Director of National Intelligence must “assess compliance
with” applicable procedures.?0 These assessments must be submitted
to the FISC and to certain committees of the Senate and House of
Representatives.? In addition, the Inspector General of the
Department of Justice and the Inspectors General of the relevant
agencies “are authorized to review compliance” with the procedures
established pursuant to the applicable certifications.?? Finally, “[t]he
head of each element of the intelligence community conducting [a
Section 702] acquisition” must “conduct an annual review to
determine whether there is reason to believe that foreign intelligence
information has been or will be obtained from the acquisition.”?

subject to the Fourth Amendment’s reasonableness requirement. See Stokes, 726
F.3d at 885; In re Terrorist Bombings, 552 F.3d at 167. Because we do not reach the
FISC’s conclusion that the FBI's practices violate the Fourth Amendment, we need
not precisely define the Fourth Amendment protections applicable here.

2 50 U.S.C. § 1881a(m)(1).
2 g,
2 [, § 1881a(m)(2)(A).

B[4 §1881a(m)(3).

11
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B. Reviewing Information Acquired Pursuant to Section 702

Authorized personnel at the intelligence agencies that have
access to information acquired pursuant to Section 702 can review that
information in a variety of ways. They can, for instance, review it on a
communication-by-communication basis. But because doing so in all
circumstances would consume untold resources—and might well
undermine the agencies’ ability to safeguard national security —
agency personnel can also “query” Section 702 information.?* A query
is, in essence, the equivalent of an Internet search—i.e., a task in which
“data is searched using a specific term or terms for the purpose of
discovering or retrieving” information, here previously collected
Section 702 information.?> Each “term” or “identifier” used in a query
is “just like a search term that is used in an Internet search engine” and
“could be, for example, an email address, a telephone number, [or] a
key word or phrase.”? The ability to query Section 702 information—
as opposed to reviewing it communication-by-communication—
greatly facilitates the agencies’ ability to assess and respond to

potential national security threats.?

* See PCLOB Report 55.
% Id.
¥1d.

7 See App. 311 (Decl. of Christopher A. Wray, Director of the Federal Bureau
of Investigation) (stating that database queries are “a critical tool used by the FBI to

12
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C. The FISA Amendments Reauthorization Act of 2017

On January 19, 2018, Congress adopted the FISA Amendments
Reauthorization Act of 2017 (the “2017 Reauthorization Act”), which
made several changes to Section 702.28 First, the 2017 Reauthorization
Act added a new section, 702(f)(1), which requires “[tlhe Attorney
General, in consultation with the Director of National Intelligence, [to]
adopt querying procedures consistent with the requirements of the
[Flourth [A]mendment.”?® Such querying procedures must “include a
technical procedure whereby a record is kept of each United States
person query term used for a query.”3 The 2017 Reauthorization Act
does not define the phrase “United States person query term.” But the
procedures submitted in connection with the certifications that are the
subject of this appeal construe it to mean “a term that is reasonably
likely to identify one or more specific United States persons,” which

“may be either a single item of information or information that, when

to more efficiently search through and discover

information in the data the [G]overnment has already acquired.”).

2 See FISA Amendments Reauthorization Act, Pub. L. No. 115-118, 132 Stat.
3 (Jan. 19, 2018) (“2017 Reauthorization Act”).

2 50 UJ.S.C. § 1881a(f)(1)(A).

% 4. § 1881a(f)(1)(B).

13
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combined with other information, is reasonably likely to identify one
or more specific United States persons.”3 Examples of such terms

include “names or unique titles; government-associated personal or

corporate identification numbers;

and street address, telephone, an
132

Second, the 2017 Reauthorization Act added another new
section, 702(f)(2), which states that, “in connection with a predicated
criminal investigation . . . that does not relate to the national security
of the United States, the [FBI] may not access the contents” of Section
702 information that was “retrieved pursuant to a query made using a
United States person query term that was not designed to find and
extract foreign intelligence information,” unless authorized to do so by
an order of the FISC.% In other words, this section permits the FBI to
query Section 702 data for domestic law enforcement purposes, and to
review the metadata of communications returmed thereby, but not to
review the substance of those communications absent approval by the
FISC.

Finally, the 2017 Reauthorization Act added a new reporting
requirement directed to the FBI's querying practices. Specifically, the

3 App. 232 (September 2018 FBI Querying Procedures § IIL.A at 1).
% Id. at 233 (September 2018 FBI Querying Procedures § IILA at 2).

50 U.S.C. § 1881a(f)(2)(A)-

14
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Inspector General of the Department of Justice must, within one year
after the FISC “first approves the querying procedures adopted [by the
FBI] pursuant to Section 702(f),” provide a report to certain committees
of the Senate and House of Representatives.® This report must include
information concerning “[a]ny impediments, including operational,
technical, or policy impediments, for the [FBI] to count . . . the total
number of . . . queries that used known United States person
identifiers.”? The 2017 Reauthorization Act did not, however, alter an
existing FISA provision exempting the FBI from certain public
disclosure obligations related to its use of United States person query

terms.36
D. The 2018 Certifications

In March 2018, the Attorney General and the Director of
National Intelligence executed certifications (the “March 2018

Certifications”) to reauthorize the acquisition of foreign intelligence

% 2017 Reauthorization Act, § 112(a).

3 Id. § 112(b)(8)(B).

% See 50 U.S.C. §1873(b)(2)(B) (requiring the Director of National
Intelligence to make publically available “a good faith estimate” of “the number of
search terms concerning a known United States person used to retrieve” Section
702 information), (b)(2)(C) (same for “the number of queries concerning a known
United States person”), (d}2)(A) (exempting FBI from requirements of

§ 1873(b)(2)(B) and (b)(2)(C))-
15
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information pursuant to the prior year’s certifications.¥” The March
2018 Certifications, submitted by the Government to the FISC for
approval, included proposed targeting, minimization, and querying
procedures for the FBI, the National Security Agency (“NSA”), the
Central Intelligence Agency (“CIA”), and National Counterterrorism
Center (“NCT(C").38

The proposed querying procedures submitted in connection
with the March 2018 Certifications permitted the FBI to comply with
Section 702(f)(1)(B) —which, again, requires that “a record [be] kept of
each United States person query term” —by adhering to its prior
practice of keeping a record of all query terms used to query Section
702 information without differentiating between query terms that
relate to a United States person and those that do not.* The procedures
also allowed the FBI to conduct queries, and to review Section 702
material those queries returned, without contemporaneously
documenting the justification for believing that the query was
“reasonably likely to retrieve foreign intelligence information” or

% See App. 587-707 (Government’s Ex Parte Submission of Reauthorization
Certifications and Related Procedures, Ex Parte Submission of Amended
Certifications, and Request for an Order Approving Such Certifications and
Amended Certifications (“March 2018 Submission”)).

8 See id. (March 2018 Submission).

% Id. at 612-17 (March 2018 Submission at 26-31).

16
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“evidence of a crime” —the FBI’'s proposed “querying standard.”# In
contrast, the proposed querying procedures for the NSA, CIA, and
NCTC stated that those agencies would implement procedures that
require agency personnel to document only United States person
query terms, thus obviating any need to document whether a
particular term relates to a United States person.*! In addition, the
NSA, CIA, and NCTC querying procedures require agency personnel

to contemporaneously document their justification for conducting a
query.*
On reviewing the March 2018 Certifications, the FISC

determined that they presented novel issues of law and appointed
Jonathan G. Cedarbaum, Amy Jeffress, and John Cella to serve as amici
curiae (“Amici”).2 The Government and Amici were invited to submit
briefing concerning, among other matters, the proposed querying and
minimization procedures pertaining to the FBL.# On July 13, 2018, the
FISC held oral argument, during which Amuici raised several concerns

4 Id. at 599 (March 2018 Submission at 13 n.12).

41 Jd. at 598-99 (March 2018 Submission at 12-13).

2 ]Jd. at 599 (March 2018 Submission at 13).

#1d. at 4 (October 18, 2018 Memorandum Opinion and Order (“FISC Op.”)).

# Id. (FISC Op.).

17
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regarding the FBI's proposed procedures.®> After argument, the FISC

informed the Government that it shared some of Amici’s misgivings.16

On September 18, 2018, the Government submitted to the FISC
amended certifications (the “September 2018 Certifications”) with
revised querying and minimization procedures designed to respond
to certain of the FISC’s concerns.*’ The revised procedures pertaining
to the FBI leave its recordkeeping practices unchanged.“ In addition,
the FBI's revised querying and minimization procedures do not
require FBI personnel to contemporaneously document their
justification for believing that a query satisfies the FBI's querying
standard.# But the revised procedures do include a provision
requiring FBI personnel to obtain approval from counsel before
reviewing the contents of Section 702 information returned using a

“categorical batch query,” that is, a query that relies on a categorical

* Id. at 329-82 (Proposed Hearing Transcript of July 13, 2018 Hearing).e
% Id. at 4-5 (FISC Op.).
¢ See id. at 183-323 (September 2018 Certifications and Revised Procedures).

‘8 Id. at 235-36 & n.4 (September 2018 FBI Querying Procedures § IV.B.3 at
4-5). The FBI's proposed querying procedures do require that the record contain,
“at a minimum,” the query term used, the date of the query, and the identifier of
the user who conducted the query. See id. at 235 (September 2018 FBI Querying
Procedures § IV.B.1 at 4).

%9 See id. at 234-37 (September 2018 FBI Querying Procedures § IV at 3-6).

18
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justification for mulitiple query terms rather than an individualized

assessment for each term.30
E. The October 18, 2018 Memorandum Opinion and Order

On October 18, 2018, the FISC filed a Memorandum Opinion
and Order approving the September 2018 Certifications, with certain
exceptions related to the FBI's proposed querying and minimization
procedures.5! These exceptions, which are now the subject of this

appeal, are as follows:

First, the FISC concluded that the requirement in Section
702(f)(1)(B) that querying procedures “include a technical procedure
whereby arecord is kept of each United States person query term used
for a query” requires agencies to adopt recordkeeping practices by
which agency personnel document whether a query term relates to a
United States person.>2 Because the FBI's proposed procedures do not
require it to keep records that “indicate whether terms are United
States person query terms,” the FISC held that these procedures do not
comply with Section 702(f)(1)(B).5

5 Id. at 235 (September 2018 FBI Querying Procedures § IV.A.3 at 4).
51 See 1d. at 1-138 (FISC Op.).
521d. at 52, 61 (FISC Op.).

% Id. at 52 (FISC Op.); see also id. at 61 (“[The recordkeeping] requirement is
not satisfied by procedures under which the FBI does not keep . . . records” of

19
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Second, the FISC held that the FBI's querying and minimization
procedures do not comply with the requirements of FISA or the Fourth
Amendment.?* The FISC determined that, as written, the proposed
procedures pertaining to the FBI are consistent with applicable
requirements.% But it concluded that the FBI had not implemented
similar existing procedures consistently with those requirements—
and, presumably, that it could be expected to implement the proposed
procedures in a similarly deficient manner.5 The FISC then described
a number of considerations that, taken together, led it to conclude that
the FBI's querying and minimization procedures do not comport with
statutory requirements or the Fourth Amendment.”” The FISC
suggested that the Government could rectify the identified
deficiencies by adopting a remedy proposed by Amici— to include in
the FBI's querying procedures a requirement that FBI personnel
“document in writing their bases for believing that queries of Section

Untied States person query terms “in a readily identifiable manner.”).
3 ]d. at 62 (FISC Op.).
% Jd. at 6668 (FISC Op.).
% Id. (FISC Op.).

57 Id. at 80 (FISC Op.) (FISA requirements), 84 (Fourth Amendment).

20
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702 data using [United States]-person query terms” are consistent with

the FBI's querying standard.®®
F. The Government’s Appeal

In connection with its October 18, 2018 Memorandum Opinion
and Order, the FISC issued two so-called “deficiency notices,” which
describe the problems with the FBI's querying and minimization
procedures that the FISC had identified. The FISC directed the
Government to either “correct the deficiencies identified” or to
“[c]ease, or not begin, the implementation of authorizations for which
the [September 2018] Certifications were submitted insofar as such

implementation involves those deficiencies.”%

The Government elected not to implement the corrective
measure the FISC proposed. Instead, on November 15, 2018, the
Government appealed.® We have jurisdiction under 50 U.S.C.
§ 1881a(j)(4)(A)8! and are aided in our consideration of the issues

% Id. at 92 (FISC Op.).
% Id. at 141, 144 (FISC Deficiency Orders).

0 On November 16, 2018, we granted the Government’s request to stay the
implementation of those aspects of the FISC's deficiency orders that would
preclude the FBI from conducting queries of Section 702 information. See 50 U.S.C.

§ 1881a(j)(4)(C).

¢ Section 1881a(j)(4)(A) provides, in relevant part: “The Government may

file a petition with the Foreign Intelligence Surveillance Court of Review

21
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presented in this appeal by Amici, whom we appointed by order dated
November 30, 2018.

II. DISCUSSION
A. Standard of Review

We review the FISC’s interpretation of the relevant statutory

provisions de novo.5
B. The Recordkeeping Requirement

The Government first challenges the FISC’s conclusion that the
FBI's proposed querying procedures—which create “records that do
not memorialize whether a query term used to query Section 702 data
meets the definition of a United States-person query term” —fail to
comply with Section 702(f)(1)(B).%® The Government contends that the
FISC’s interpretation of Section 702(£f)(1)(B) is inconsistent with its text,
relevant statutory context, and legislative history. The Government

[(“FISCR")] for review of an order [of the FISC concerning the Government's
proposed certifications]). The [FISCR] shall have jurisdiction to consider such
petition.”

6 See, e.g., Validus Reinsurance, Ltd. v. United States, 786 F.3d 1039, 1042 (D.C.
Cir. 2015) (“Our consideration of a pure legal question of statutory interpretation is
.. . de novo.”); United States v. Williams, 733 F.3d 448, 452 (2d Cir. 2013) (similar);
Beeman v. TDI Managed Care Servs., Inc., 449 F.3d 1035, 1038 (9th Cir. 2006) (similar).

© App. 53 (FISC Op.).
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also offers several policy arguments in favor of its position. We
conclude that Section 702(f)(1)(B) is best interpreted as requiring some
kind of technmical procedure that requires agency personnel to
memorialize, to the extent reasonably feasible, whether a query term
is a United States person query term. Accordingly, we agree with the
FISC that the FBI's proposed querying procedures, which do not
contain such a procedure, do not comply with Section 702(£)(1)(B).

i.  The Text of Section 702(f)(1XB)

We begin, as we must, with the statute’s text.®* As previously
noted, Section 702(f)(1)(B) requires that querying procedures “include
a technical procedure whereby a record is kept of each United States
person query term used for a query.”®® The question with which we
are faced is whether procedures that do not require agency personnel

to memorialize whether a query term is a United States person query

¢ See, e.9., Maslenjak v. United States, 137 S. Ct. 1918, 1924 (2017) ("We begin,
as usual, with the statutory text.”); Barnhart v. Sigmon Coal Co., 534 U.S. 438, 461-62
{2002) (“Our role is to interpret the language of the statute enacted by Congress. . . .
We have stated time and again that courts must presume that a legisiature says in
a statute what it means and means in a statute what it says there. When the words
of a statute are unambiguous, then, this first canon [of statutory interpretation] is

also the last.” (internal quotation marks omitted)).

& 50 U.S.C. § 1881a(f)(1)(B).
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term nevertheless effectively create “record]s] . .. of each United States

person query term.” We conclude that they do not.

A “record” is “an account in writing or print (as in a document)
or in some other permanent form . . . intended to perpetuate . . .
knowledge of acts or events.”% Records of the type the FBI proposes
to keep, which memorialize all query terms that FBI personnel use to
query Section 702 information, “perpetuate . . . knowledge” of certain
information—i.e., that a query was run, the term or terms used, and
the identity of the individual who ran the query.” And, because such
records document every query term, in the Government’s view, they
necessarily capture and document those query terms that relate to
United States persons. This is where the Government would end the

analysis.

In our view, Section 702(f)(1)(B) requires something more. The
FBI’s proposed recordkeeping practices, comprehensive as they might
be, fail to “perpetuate . . . knowledge” of a specific type of information
expressly identified in the statute’s text: whether a query term is a
United States person query term. The absence of any documentation

concerning United States person status has several obvious practical

6 Record, WEBSTER’S THIRD NEW INTERNATIONAL DICTIONARY 1898 (1976);
see alse Record, BLACK'S LAW DICTIONARY (10th ed. 2014) (noun; “[a] documentary
account of past events, usu[ally] designed to memorialize those events”).

¢ See note 48, ante.
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implications. For instance, the FBI would be unable to provide, for the
purposes of oversight by other relevant offices of the Executive
Branch, Congress, or the FISC, a comprehensive list of United States
person query terms that FBI personnel had used to query Section 702
information. Nor would it be able to provide a representative sample
of such query terms. Indeed, one wouid be unable to discern from
reviewing any particular record whether the documented query term
relates to a United States person or a non-United States person. Thus,
although the records the FBI proposes to keep might fairly be
described as records of “each ... query term,” no particular subset
thereof constitutes a record of “each United States person query term.”
The Government’s interpretation saps of much significance the
reference in Section 702(f)(1)(B) to “United States person[s].” And it is
well-settled that “[iJt is our duty to give effect, if possible, to every

clause and word of a statute.”68

The Government contends that our reading of the statute
effectively reads the word “separate” into the statute’s text—i.e.,
querying procedures must “include a technical procedure whereby a
[separate] record is kept of each United States person query term used
for a query.” The Government overreacts to our reading of the statute.

Duncan v. Walker, 533 U.S. 167, 174 (2001) (internal quotation marks
omittedt); see also Washington Market Co. v. Hoffman, 101 U.S. 112, 115-16 (1879) (“[A]
statute ought, upon the whole, to be so construed that, if it can be prevented, no
clause, sentence, or word shall be superfluous, void, or insignificant.” (internal

quotation marks omitted)).

25
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The word “separate” means “set or kept apart.”%® Our understanding
of Section 702(f)(1)(B) does not require that records of United States
person query terms be segregated in some manner from records of
other query terms. Rather, we simply conclude that records of United
States person query terms must, to the extent reasonably feasible, be
identifiable as such—that s, that one generally mustbe able to deduce
from a record whether the documented query term relates to a United

States person.”

To be clear, we do not understand Section 702(f)(1)(B) as setting
forth an inflexible substantive requirement that FBI personnel
exhaustively investigate whether every query term used to query
Section 702 information relates to a United States person. Indeed,
Section 702(f)(1)(B) describes the requirement it imposes as
“technical.””* Of course, a certain amount of substantive knowledge is
necessary to comply with even a simple technical procedure. In cases
in which United States person status is self-evident or reasonably
ascertainable, this task will be simple. In others, the FBI might direct

® Separate, WEBSTER'S THIRD NEW INTERNATIONAL DICTIONARY 2069 (1976).

70 Of course, the text of Section 702(f)(1)(B) does not preclude the FBI or any
other agency from employing recordkeeping practices that document all query
terms used to query Section 702 information. But to the extent the procedures do
not require agency personnel to memorialize whether a query term relates to a
United States person, they do not comport with Section 702(f)(1)(B).

750 U.S.C. § 1881a(f)(1)(B) (emphasis added).
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its personnel to apply the presumptions concerning United States
person status that are presently set forth in its proposed procedures.”
And, finally, in those cases in which the presumptions fail to provide
an answer, United States person status might simply be unknown or
unknowable. The FBI can address such cases consistently with Section
702(f)(1)(B) by, for example, presuming that such query terms are
United States person query terms or designating United States person
status as “unknown” or “to be determined.” These are merely
suggestions, however, and we leave the ultimate decision regarding
how best to comply with Section 702(f)(1)(B) to the Executive Branch.

In sum, we conclude that the plain text of Section 702(£)(1)(B)
requires some kind of technical recordkeeping procedure whereby
agency personnel document, to the extent reasonably feasible, whether
a query term used to query Section 702 information relates to a United
States person or a non-United States person. Accordingly, the FBI's
proposed querying procedures, which provide no means by which FBI
personnel can document this information, do not comply with Section
702(£)(1)(B).

7 See App. 234 (September 2018 FBI Querying Procedures § HIL.B at 3)
(describing “guidelines [that] apply in determining whether a person whose status
is unknown is a United States person”).
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ii.  Statutory Context

The Government contends that relevant statutory context
supports its interpretation of Section 702(f)(1)(B). We find its

arguments largely unavailing.

First, the Government focuses on Section 702(f)(2), which was
also added to the statute as part of the 2017 Reauthorization Act.
Section 702(f)(2) requires the FBI—but no other agency —to obtain an
order of the FISC before reviewing Section 702 information returned
by a narrow category of queries that (1) involve a United States person
query term; (2) are not designed to return foreign intelligence
information; and (3) are conducted in connection with a predicated
criminal investigation unrelated to national security.”? We are
informed by the Government that, before Congress passed the 2017
Reauthorization Act, the FBI kept undifferentiated records of all query
terms used to query Section 702 information. According to the
Government, Section 702(f)(2) contains a clear mandate to alter that
preexisting practice in certain cases. Because the general
recordkeeping requirement set forth in Section 702(f)(1)(B) contains no
such specific command, it follows (in the Government’s view), that
Congress could not have intended to compel the FBI to change its

practice in all cases.

7 See 50 U.S.C. § 1881a(f)(2)(A).
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We draw from this provision a different set of inferences.
Section 702(f)(2), it appears to us, is intended to address a different
issue—compliance with the Fourth Amendment. We have previously
held that “a foreign intelligence exception to the Fourth Amendment’s
warrant requirement exists when surveillance is conducted to obtain
foreign intelligence for national security purposes and is directed
against foreign powers or agents of foreign powers reasonably
believed to be located outside the United States.”” But this exception
might not apply in everyday criminal investigations unrelated to
national security and foreign intelligence needs. Section 702(f)(2)
therefore appears to be designed to avert any constitutional challenge
to the FBI's conduct, and it is reasonable to assume that Congress did
not view it as affecting the general recordkeeping requirement set
forth in Section 702(f)(1)(B). In other words, rather than narrowing the
circumstances in which the FBI must employ the “technical
procedure” that Section 702(f)(1)(B) requires, we may reasonably
understand Section 702(f)(2) as setting forth additional substantive
requirements for a subset of the queries to which that “technical
procedure” should already be applied.” In addition, insofar as Section

7 In re Directives Pursuant to Section 105B of the Foreign Intelligence Surveillance
Act, 551 F.3d 1004, 1012 (FISA Ct. Rev. 2008); cf. In re Terrorist Bombings, 552 F.3d at
167 (holding that Fourth Amendment’s warrant requirement does not apply to
searches of United States citizens conducted outside of the United States).

7 In any event, if the FBI uses some kind of mechanism to document
whether a query involves a United States person query term for the purposes of
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702(f)(2) says anything of note about recordkeeping, it makes clear that
Congress understood the FBI to be capable of ascertaining and
documenting whether a query term relates to a United States person
because it is plain that, to comply with Section 702(£f)(2), FBI personnel
must know whether a query involves a United States person query

term.

Second, the Govermment draws our attention to Section
603(d)(2)(A) of FISA, which exempts the FBI from being required to
report “a good faith estimate of . . . the number of search terms
concerning a known United States person” and “the number of queries
concerning a known United States person” used to retrieve Section 702
information.” The Goverrunent urges that Congress’ decision to
recodify this exception in the 2017 Reauthorization Act shows that it
intended to permit the FBI to comply with Section 702(f)(1)(B) by
keeping undifferentiated records. Like the FISC, we are ultimately
unpersuaded. As the FISC observed, the Government’'s argument
assumes that Section 702(f)(1)(B) is intended only to improve the
agencies” ability to comply with public reporting requirements.”” But
the Government admits that Section 702(f)(1)(B) is also intended to

complying with Sectien 702(f)(2), expanding that procedure to other circumstances
would, we think, require minimal effort.

% 50 U.S.C § 1873(b)(2)(B), (0)(2)(C)-

7 App. 55 (FISC Op.).
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facilitate oversight by other offices of the Executive Branch, Congress,
and the FISC over the agencies’ querying practices. Exempting the FBI
from public reporting requirements in no way undermines the latter
purpose. Thus, without more, Congress’s decision to recodify this
exception does not overcome what we view as the best reading of
Section 702(f)(1)(B).

Finally, we turn to another provision that Congress added to
FISA in the 2017 Reauthorization Act, which requires the Inspector
General of the Department of Justice to report information concerning
the FBI's querying practices to certain committees of the Senate and
House of Representatives.” Specifically, under Section 112 of the 2017
Reauthorization Act, one year after the FISC first approves the FBI's
proposed querying procedures, the Inspector General must provide to
the designated committees information concerning, among other
things, “[a]ny impediments, including operational, technical, or policy
impediments, for the [FBI] to count . . . the total number of . . . queries
that used known United States person identifiers.””” The Government
argues that this provision would have little meaning if Congress
intended Section 702(f)(1)(B) to require the FBI to track which queries
use United States person query terms. In the Government’s view, it

would make little sense for Congress to require the FBI to adhere to a

78 See 2017 Reauthorization Act, § 112(a).

% Id. § 112(b)(8)(B).
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requirement while also soliciting information concerning why

compliance might present difficulties.

This argument is not without force, but the opposite view is
equally plausible. For example, under Section 603 of FISA, the Director
of National Intelligence must make publically available “the total
number of orders issued pursuant to . . . [Section 702](f)(2)” and “a
good faith estimate of . . . the number of targets of such orders.”® To
enable compliance with these requirements, the FBI must document,
at a minimum, the subset of United States person query terms that
trigger the requirements of Section 702(f)(2). At the same time,
pursuant to the 2017 Reauthorization Act, the Inspector General must
report on “[ajny impediments . . . for the [FBI] to count. . . the total
number of queries for which the [FBI] received an order of the [FISC]
pursuant to [Section 702(f)(2)].”% Accordingly, that the 2017
Reauthorization Act requires the Inspector General to provide
information concerning the difficulties the FBI faces in meeting certain
statutory requirements by no means precludes the possibility that

Congress in fact intended the FBI to comply with those requirements.

Ultimately, these related provisions lend little, if any, support

for the Government's interpretation of the statutory text.

® 50 U.S.C. § 1873(b)(2).

8 2017 Reauthorization Act, § 112(b)(8)(C).

32

B e T e e R

DATE: Oct 8, 2019 - Authorized Public Release Page 32 of 43 FISC-R Opinion, Jul. 2019



Cosemillégsidng % 20cudP b jays chmeassaent 25()%? Filed 02/05/20 RagerdAf Adbui RAsLD

= FOP SECREPHOSHONCO NN ES HN—=

iii.  Legislative History

The Government and Amici draw our attention to certain
legislative history that they contend supports their interpretation of
Section 702(f)(1)(B). Since we view the statutory text as virtually

decisive, we need not dwell on this issue.??

To the extent we are inclined to consider it, however, the
legislative history either supports our interpretation or is, at most,
ambiguous. For instance, a House Permanent Select Committee on
Intelligence report concerning the 2017 Reauthorization Act (the

“House Report”) states, in reference to Section 702(f):

The Committee understands that certain lawmakers and
privacy advocates worry about the ability of the
Intelligence Community to query lawfully acquired data
using query terms belonging to United States persons. . . .
The Committee is dedicated to providing assurances to
the American public that the procedures and processes
currently in place satisfy the Fourth Amendment, and do
not impede on United States person privacy. . . . [Section
702(f)(1)(B)] is not intended to, and does not impose a
requirement that an Intelligence Community element maintain
records of United States person query terms in any particular
manner, so long as appropriate records are retained and thus

% See N.L.R.B. v. SW General Inc., 137 S. Ct. 929, 942 (2017) (“The [statutory]
text is clear, so we need not consider . . . extra-textual evidence” consisting of

“legislative history, purpose, and post-enactment practice.”).
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available for subsequent oversight. This [Slection ensures
that the manner in which the element retains records of
United States person query terms is within the discretion
of the Attorney General, in consultation with the Director
of National Inteiligence and subject to the approval of the
FISC .33

This passage suggests that Congress enacted Section 702(f)(1)(B)
in part to respond to concerns that the intelligence community’s
querying practices might themselves intrude on United States persons’
privacy. Moreover, it makes clear that Congress envisaged that the
records Section 702(f)(1)(B) requires would be available for its
oversight. Records that do not differentiate between United States
person query terms and other query terms serve only a single, limited
oversight goal: investigating individual queries, regardless of United
States person status. But such records in no way facilitate—and, in fact,
render impossible —oversight over the agencies” United States person
querying practices as a whole. It seems unlikely that Congress would
have sought to effectuate only the first goal using language that better
lends itself to both.

The Government contends that the FBI's proposed
recordkeeping procedures are consistent with the House Report’s
suggestion that the Attorney General and the Director of National

Intelligence have “discretion” concerning “the manner in which [an

S H.R. Rep. No, 115-475 at 17-18 (2017) (emphasis added).
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agency] retains records of United States person query terms.”# We do
not suggest that the agencies lack discretion in determining how to
keep such records. The question here, however, is whether they must

do so, a question on which this excerptfrom the House Report is silent.

Finally, the Government draws our attention to one sentence
from the House Report, which states that “the Committee believes that
the Intelligence Community should have separate procedures
documenting their current policies and practices related to querying
of lawfully acquired FISA Section 702 data.”® The Government
contends that this passage supports the proposition that Congress
intended to allow the agencies to continue employing their then-
current practices. We disagree. Read in context, this statement plainly
relates to the general requirement, set forth in Section 702(f)(1)(A), that
the agencies document their querying procedures—something that
Congress had never before required. But this sentence in no way

suggests that Congress intended to ratify those existing practices.

On the whole, these snippets of legislative history, which either
support our view or are ambiguous at best, do not undermine the

conclusion we draw from the text of Section 702(f)(1)(B).%

% Id. at 18.
& Id. at 17-18.

% See Encino Motorcars, LLC v. Nawvarro, 138 S. Ct. 1134, 1143 (2018) (“[S)ilence
in the legislative history, no matter how clanging, cannot defeat the better reading
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.  Policy Considerations

Finally, we turn briefly to the practical and policy-related
concerns the Government raises. Although the Government’s
arguments are not without some appeal, we cannot substitute either
the Government’s policy view, or our own, for the expressed will of

Congress.#

In broad strokes, the Goverrunent contends that interpreting
Section 702(f)(1)(B) as we have today will not enhance oversight over
the FBI's practices and, indeed, might hamper the FBI’s ability to carry
out its vital missions. As to the first, we respectfully disagree with the
Government’s contention that documenting, to the extent reasonably
feasible, whether a query term relates to a United States person will
not enhance oversight. Such a requirement serves a number of
oversight purposes—among others, enabling specific auditing of

queries that involve United States person query terms, and providing

of the text and statutory context. If the text is clear, it needs no repetition in the
legislative history; and if the text is ambiguous, silence in the legislative history
cannot lend any clarity.” (internal quotation marks and citation omitted)).

8 See Hall v. United States, 566 U.S. 506, 523 (2012) (Although “there may be
compelling policy reasons” for a proposed interpretation, “it is not for us to rewrite
the statute” in light of its “plain language, context, and structure.”); Florida Dep’t of
Revenue v. Piccadilly Cafeterias, Inc., 554 U.S. 33, 52 (2008) (“[I]t is not for us to
substitute our view of . . . policy for the legislation which has been passed by

Congress.” (internal quotation marks omitted)).
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other Executive Branch offices, Congress, and the FISC with
previously unavailable information concerning the FBI's United States
person querying practices as a whole. Although Congress has chosen
to exempt the FBI from certain public disclosure requirements,
additional transparency within the Executive, Legislative, and Judicial
Branches alone enhances their ability to engage in oversight and make

well-informed decisions concerning Section 702 programs.

In addition, we do not believe that the recordkeeping
requirement, as construed herein, will have the deleterious effects the
Government identifies. The Governument contends that determining
whether each query term constitutes a United States person query
term would drain FBI resources, create unreliable records, and,
potentially, harm national security. Like the FISC, we are sensitive to
these concerns, which undoubtedly weigh in the Government's favor.
But, as we have already indicated, we do not understand Section
702(f)(1)(B) as imposing a burdensome substantive requirement. The
Government might elect to comply with Section 702(f)(1)(B) in a
number of ways, many of which would significantly mitigate the
burden on agency resources and limit whatever potential harm might
flow from adding one (largely ministerial) item to the checklist that
FBI personnel most likely already work through when conducting
queries for investigative purposes. The only option not available to the
Governunent is the one it proposes here—namely, a procedure that
provides no mechanism by which FBI personnel can distinguish

between United States person query terms and other query terms.
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0. Conclusion

To summarize: the requirement in Section 702(f)(1)(B) of FISA,
that querying procedures “include a technical procedure whereby a
record is kept of each United States person query term used for a
query,” is best interpreted as requiring some kind of technical
procedure that requires intelligence agency personnel to memorialize,
to the extent reasonably feasible, whether a particular query term is a
United States person query term. Because the FBI's proposed querying
procedures do not contain any such technical mechanism, and
therefore create records that do not distinguish between United States
person query terms and other query terms, they do not comport with
Section 702(f)(1)(B).

C. Compliance with the Requirements of FISA and the
Fourth Amendment

The Government also challenges the FISC’s conclusion that the
FBI's querying and minimization procedures do not satisfy the
requirements of FISA and the Fourth Amendment. Because our
conclusion with respect to the proper interpretation of Section
702(f)(1)(B) will require the Government to amend the proposed
procedures pertaining to the FBI, we decline to reach this issue at this
time. We do, however, offer some guidance that might be of use to the
Government as it undertakes the necessary revisions, and to the FISC

as it evaluates the product thereof.

First, the manner in which an agency implements existing

minimization procedures can be relevant to determining whether
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proposed procedures comply with FISA’s requirements. Section
702(e)(1) requires the Attorney General, in consultation with the
Director of National Intelligence, to “adopt minimization procedures
that meet the [statutory] definition of minimization procedures” set
forth elsewhere in the statute.® This definition requires, among other
things, procedures that are “reasonably designed . .. to minimize the
acquisiion and retention, and prohibit the dissemination of
nonpublicly available information conceming unconsenting United
States persons.”? The Attormey General and the Director of National
Intelligence must submit proposed minimization procedures for
approval by the FISC in connection with the certifications required by
Section 702(h).% In reviewing proposed procedures, the FISC must of
course evaluate whether they comply with statutory requirements as
written. In certain circumstances, the FISC can also consider the

manner in which existing procedures have been implemented.® But

850 U.S.C. § 1881a(e)(1).

% Id. § 1801(h)(1); see also id. § 1821(4) (setting forth virtually identical

definition).
% See id. § 1881a(h)(2)(B), GHINA).

% See App. 68 (FISC Op.) (“FISC review of minimization procedures under
Section 702 is not confined to the procedures as written; rather, the Court also
the procedures have been and will be implemented.”); see also FISC
em. Op., June 22, 2010, at 11 (“Implicit
t maintain procedures that satisfy the

examines how
Docket Nos.

in the requiremen
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prior practices are relevant only to the extent that they serve as indicia
of how proposed procedures will be implemented in the future. This
necessarily requires a sufficient degree of similarity between existing
and proposed procedures. And, it almost goes without saying, where
the proposed procedures deviate significantly from existing
procedures, prior practice might have little bearing on whether the

proposed procedures comply with FISA’s requirements.

Second, we agree with the FISC that there are some reasons to
question whether the FBI has implemented its existing querying and
minimization procedures in a manner consistent with statutory
requirements—and, thus, whether it will do so in the future. As the
Government undertakes to revise the FBI's proposed procedures
pursuant to our holding with respect to the recordkeeping
requirement, it might consider addressing further some of the FISC’s
concerns. The Government can also, if it deems appropriate, provide
the FISC with additional information concerning the practical effect, if
any, of changes it has already implemented, such as the advice-of-
counsel requirement for “categorical batch queries.”?? This will enable
the FISC to better evaluate whether the FBI is likely to implement the
newly revised procedures in a manner consistent with the

requirements of FISA and the Fourth Amendment.

statutory standards is a requirement that it comply with those procedures.”).

% See App. 235 (September 2018 FBI Querying Procedures § IV.A.3 at 4).

40

YOI ST CRE T T OReS O RO Rk

DATE: Oct 8, 2019 - Authorized Public Release Page 40 of 43 FISC-R Opinion, Ju!. 2019



Ciitenéntlidgsiin@Rd 221dPAM-1038 clameGrdment 298021-2 Filed 02/05/20 JBROGHE 16t4uniPRasid

. N T RO O R —

Finally, the remedy Amici propose—a requirement that FBI
personnel document in writing their justification for running a query
using a United States person query term before examining the contents
of Section 702 information returned by such queries—appears to us a
modest measure that would alleviate the most significant concerns
raised by the FISC. This procedure could have several potential
benefits. For instance, the need to contemporaneously record a
justification for running a query could motivate FBI personnel to
carefully consider, in a way that existing ex post review might not,
whether a query satisfies the querying standard. The records
produced by this process would facilitate Executive Branch oversight,
which currently relies principally on the memories of FBI personnel
and whatever limited context can be gleaned from a chronological
sample of queries. These improvements might help the relevant offices
of the Executive Branch detect practices that do not comply with the
approved procedures, undertake appropriate remedial measures, and,
ultimately, report on the foregoing to the FISC—and, perhaps, to

Congress.

On the other side of the ledger, Amici’s proposed remedy does
not appear overly burdensome or likely to impede the FBI in carrying
out the critical tasks that help ensure our safety. The requirement does
not preclude FBI personnel from querying Section 702 information or
reviewing the metadata of communications returned by such queries.
Moreover, many queries might not return any Section 702 information,
and, in such cases, the requirement simply would not apply. In

addition, the FBI's proposed procedures already require FBI personnel

41
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to know the information that they would be asked to record —namely,
their reason for believing that a query satisfies the querying standard.
The physical act of documenting this information, perhaps in no more
than a single sentence or by making a check-mark next to one of
several pre-written options, is unlikely to be overly onerous. As with
the recordkeeping requirement, we are not persuaded that complying
with this modest ministerial procedure will meaningfully handicap

the FBI’s ability to carry out its missions—if, indeed, it does so at all.

That said, like the FISC, we decline to require the Government
to adopt this particular measure. Accordingly, we leave the decision
regarding whether—and, if so, how—to address the FISC’s statutory
and constitutional concemns in the first instance to the Attorney

General and the Director of National Intelligence.
III. CONCLUSION
To summarize, we conclude that:

(1)  Section 702(f)(1)(b) of FISA, which states that procedures
for querying information acquired pursuant to Section
702 must “include a technical procedure whereby a
record is kept of each United States person query term
used for a query,” is best interpreted as requiring some
kind of technical procedure that requires intelligence
agency personnel to memorialize, to the extent
reasonably feasible, whether a query term is a United
States person query term. Because the FBI's proposed

querying procedures do not contain any such technical

42
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mechanism, and therefore create records that do not
distinguish between United States person query terms
and other query terms, they do not comport with Section
702(f)(1)(B); and

(2) Because our holding with respect to the first issue
presented will require the Government to amend the
proposed procedures pertaining to the FBI, we decline to
decide whether the procedures submitted in connection
with the September 2018 Certifications comply with the
requirements of FISA and the Fourth Amendment. If it
deems appropriate, the Government can make additional
changes to the proposed procedures to address the
statutory and constitutional concerns raised by the FISC
in its October 18, 2018 Memorandum Opinion and Order

and adverted to in this decision.

Accordingly, the FISC’s October 18, 2018 order is AFFIRMED
IN PART. The stay entered pursuant to our November 16, 2018 order
shall remain in effect until further order of the FISC when it issues a
decision approving or declining to approve the newly revised

procedures.

1 S Chiof Deputy
Clerk, FISCR, certify that this 43
document is a true and cotrect capy of

the original.
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United Statés Faiaign
Intelligence Burvalitance Court
BOR. S CRE P ORE OGNS O R SEP 0 & 2019
UNITED STATES LeeAnn Flynn Hall, Clerk of Court

FOREIGN INTELLIGENCE SURVEILLANCE COURT

WASHINGTON, D.C.

MEMORANDUM OPINION AND ORDER

The Foreign Intelligence Surveillance Court today addresses the “Government’s Ex Parte
Submission of Amendments to DNI/AG 702(h) Certifications and Related Procedures, Ex Parte
Submission of Amendments to DNI/AG 702(g) Certifications, and Request for an Order
Approving Such Amended Certifications,” filed on August 12, 2019 (“August 12, 2019,
Submission”). The August 12, 2019, Submission amended certifications and procedures that
were filed on March 27, 2018, see “Government’s Ex Parte Submission of Reauthorization

Certifications and Related Procedures, Ex Parte Submission of Amended Certifications, and
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Request for an Order Approving Such Certifications and Amended Certifications,” filed on
March 27, 2018 (“March 27, 2018, Submission”), and previously amended on September 18,
2018, see “Government’s Ex Parte Submission of Amendments to DNI/AG 702(h) Certifications
and Related Procedures, Ex Parte Submission of Amendments to DNIYAG 702(g) Certifications,
and Request for an Order Approving Such Amended Certifications” (“September 18, 2018,
Submission™). The government’s request for approval of the amended certifications and
procedures is granted for the reasons stated herein.
L. BACKGROUND

The Court previously reviewed.ertiﬁcations executed by the Attorney General and

the Director of National Intelligence pursuant to Section 702 of the Foreign Intelligence

Surveillance Act, as amended, codified at 50 U.S.C. § 1881a:

(collectively referred to as

“the 2018 Certifications™). See Mem. Op. and Order, Oct. 18, 2018 (“October 18, 2018,
Opinion™). The 2018 Certifications authorize the acquisition of foreign-intelligence information
pursuant to the targeting procedures, minimization procedures, and querying procedures adopted

therein. See id. at 3-4, 6-8. They also amend earlier certifications to apply the accompanying

minimization procedures and querying procedures to the handling of information acquired

pursuant thereto. Id. at 9. (Those prior certifications were reviewed by the FISC in Docket

Numbers
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are collectively referred to as “the Prior 702 Dockets.”)

The Court approved the government’s certifications and procedures in most respects.
Specifically, the Court found that (1) the 2018 Certifications, as well as the prior certifications, as
amended, contained all the required statutory elements; (2) the targeting procedures were
consistent with the requirements of Section 702(d) and of the Fourth Amendment; (3) the
minimization procedures and querying procedures to be implemented by the National Security
Agency, the Central Intelligence Agency, and the National Counterterrorism Center under the
2018 Certifications were consistent with the requirements of Section 702(e) and Section
702(f)(1)(A)-(B) respectively and of the Fourth Amendment; and (4) with respect to information
acquired under the prior certifications, the minimization procedures to be implemented by NSA,
the CIA, and NCTC (including as referenced therein the requirements of the respective agencies’
querying procedures) were consistent with the requirements of Section 702(e) and of the Fourth
Amendment. See October 18, 2018, Opinion at 132.

The Court found two deficiencies, however, regarding procedures to be implemented by
the Federal Bureau of Investigation under the 2018 Certifications: (1) the FBI querying
procedures were inconsistent with the requirements of Section 702(f)(1)(B) to keep records of
each United States-person query term used to query Section 702 information, id. at 52-62, 133;
and (2) the FBI minimization procedures and querying procedures were inconsistent with the

requirements of Section 702(e) and Section 702(f)(1)(A) respectively and of the Fourth

—FOR SECREF/SHORCONNOFORN— Page 3
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Amendment because they did not require adequate documentation of the justifications for queries
that use United States-person query terms, id. at 133-34. With respect to information acquired
under the Prior 702 Dockets, the Court found that the FBI minimization procedures (including as
referenced therein the FBI querying procedures) were inconsistent with the requirements of
Section 702(e) and of the Fourth Amendment because they did not require adequate
documentation of the justifications for queries that use United States-person query terms. Id. In
other respects, the Court approved the FBI querying procedures and minimization procedures.
Id. at 133. The Court directed the govermment, pursuant to Section 702(j)(3)(B), either (1) to
correct the identified deficiencies within 30 days, or (2) to cease, or not begin, the

implementation of the FBI minimization procedures and querying procedures, insofar as such

implementation involved those deficiencies. See Docket Nos _
-Orders issued on Oct. 18, 2018, at 3.

The government appealed those orders to the Foreign Intelligence Surveillance Court of

Review on November 15, 2018. See Docket No-]g re DNI/AG 702(h) Certifications
_Predecessor Certifications at 21 (FISCR July 12, 2019) (per

curiam) (“In re DNVAG Certifications”). On November 16, 2018, the FISCR granted the

govemment’s request “to stay the implementation of those aspects” of the FISC’s orders “that
would preclude the FBI from conducting queries of Section 702 information” while the appeal

was pending. Id. at21 n.60.

In an opinion issued on July 12, 2019, the FISCR affirmed the FISC’s finding that the

FBI querying procedures were inconsistent with the recordkeeping requirement of Section
—FOP-SEERET/SHORECONANOFORN— Page 4
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702(f)(1)(B). Seeg id. at 4-5, 22-38, 42-43. The FISCR did not reach whether, as the FISC had

found, the FBI’s procedures also were deficient because they did not require adequate

documentation of the justifications for queries that use United States-person query terms. See id.
at 38,43. The FISCR declined to reach that issue because its holding regarding Section
702(f)(1)(B) “will require the Government to amend the proposed procedures.” Id. at 38. The
FISCR explained that,

[a]s the Government undertakes the required revisions, it can consider whether —

and, if so, how — to respond to the statutory and constitutional deficiencies the

FISC identified. The FISC will then be able to evaluate whether the newly

revised procedures — which will include, at a minimum, a procedure that complies

with Section 702(f)(1)(B) — comport with the requirements of FISA and the

Fourth Amendment.

Id. at 4-5. Finally, the stay imposed on November 16, 2018, remains “in effect until further order
of the FISC when it issues a decision approving or declining to approve . . . newly revised

procedures.” Id. at 43.

In order to address this Court’s findings of deficiencies, which were affirmed or otherwise

left intact on appeal, the Attorney General and Director of National Intelligence amended the

2018 Certifications. The August 12,2019, Submission includes an Amendment

which authorize the FBI to use revised querying procedures. (No other changes are effected by

those amendments.) Each amendment is accompanied by:

(1) revised FBI querying procedures, which appear at Exhibit I to each amended
certification (“Revised FBI Querying Procedures”); and
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(2) a supporting affidavit of the Director of the FBL. Except for references to their

corresponding certifications, those affidavits are nearly identical and will be

referred to generically as “FBI Affidavit.”
The August 12, 2019, Submission also includes an explanatory memorandum prepared by the
Department of Justice (“August 12, 2019, Memorandum”). The amended certifications and the
Revised FBI Querying Procedures are now before the Court for review pursuant to Section
702()).
IL. THE REVISED FBI QUERYING PROCEDURES

The Revised FBI Querying Procedures incorporate the following changes, which are
intended to remedy the above-described deficiencies.

A. Keeping Records of United States-Person Query Terms

Querying procedures must “include a technical procedure whereby a record is kept of
each United States person query term used for a query.” § 702(f)(1)(B). The FBI querying
procedures previously examined by this Court and the FISCR stated that the FBI “intends to
satisfy” that requirement “by keeping a record of afl queries” of un-minimized Section 702
information. See September 18, 2018, Submission, FBI Querying Procedures § IV.B.3 at 4 n.4
(emphasis added). That statement served to codify the “FBI’s longstanding practice of keeping a
record of all queries . . ., without distinguishing between U.S. person query terms and other query
terms.” August 12, 2019, Memorandum at 8. In contrast, other agencies who work with un-
minimized Section 702 information would keep records that identify when United States-person

query terms are used. See October 18, 2018, Opinion at 50-52. Both this Court and the FISCR

held that it would be inconsistent with Section 702(f)(1)(B) for the FBI’s records not to indicate

PR T Y Ry . Page 6

DATE: Oct 8, 2019 - Authorized Public Release Page 6 of 18 FISC Opinion, Sep. 2019



Case 2:17-cv-02120-JPM-jay Document 282-6 Filed 02/05/20 Page 8 of 19 PagelD 9025

Document regarding the Section 702 Certification ODNI Authorized for Public Release

ook ok ks el i o o D K

whether a term used to query Section 702 information is a United States-person query term. See

id. at 52-62; In re DNI/AG Certifications at 22-38.

The govemment has now removed from the Revised FBI Querying Procedures the
problematic statement of intent. The revised procedures simply state: “The FBI must generate
and maintain an electronic record of each United States person query term used for a query of

unminimized content or noncontent information acquired pursuant to section 702.” Revised FBI

LR 1Y

Querying Procedures § IV.B.1. The electronic record must include, “at a minimum,” “the query
term(s) used”; “the date of the query”; and “the identifier of the user who conducted the query.”
Id. “Inthe event it is impracticable for an FBI system to generate an electronic record of each
United States person query term,” or an electronic record cannot be generated due to “an
unanticipated circumstance,” “the FBI must generate and maintain a written record of each
United States person query term” used. See § IV.B.2 (emphasis added). FBI personnel may
conduct “a query in a system that does not generate” electronic records of queries only after
determining that querying a system that does so “would be insufficient for technical, analytical,
operational, or security reasons.” Id. The FBI must maintain records of such United States-
person query terms for at least five years in a manner that will allow the National Security
Division (NSD) of the Department of Justice and the Office of the Director of National
Intelligence (ODNI) to conduct effective oversight. See § IV.B.3. NSD and ODNI will review
FBI queries that involve U.S.-person query terms to monitor compliance with the procedures. Id.

Because the above-summarized provisions “require the FBI to keep records that identify

which queries of unminimized Section 702 information use a U.S. person identifier” as a query
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term, August 12, 2019, Memorandum at 7-8, the Revised FBI Querying Procedures, as written,

comport with Section 702(f)(1)(B).

B. Documenting the Factual Basis for Use of United States-Person Query Terms

As stated above, this Court also found a deficiency because the FBI’s procedures did “not
require adequate documentation of the justifications for queries that use United States-person
query terms.” October 18, 2018, Opinion at 133. While CIA, NSA, and NCTC personnel were
required to provide written statements of why their U.S.-person queries met the applicable
querying standard, FBI personnel were not. Id. at 73. In the Court’s estimation, the lack of such

documentation contributed to the risk that the FBI would continue to conduct unjustified U.S.-

person queries and hindered oversight of FBI querying practices. Seeid. at 68-74, 93-94.

To address those concems, amici curiae proposed that “FBI personnel be required to
document in writing their bases for believing that queries of Section 702 data using U.S.-person
query terms were reasonably likely to retum foreign-intelligence information or evidence of
crime before they examine content information returned by such queries.” Id. at 92 (emphasis in
original). The Court expressed the view “that adopting and implementing that proposal, in
combination with the other protections” of the FBI’s procedures, would satisfy statutory and
Fourth Amendment requirements. Id. at 96-97. The FISCR described the proposal as “a modest
measure” that “could have several potential benefits,” including facilitating oversight and
“motivat[ing] FBI personnel to carefully consider . . . whether a query satisfies the querying

standard.” In re DNI/AG Certifications at 41.
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The government has now adopted amici’s proposal. “Prior to reviewing the unminimized
contents of section 702-acquired information retrieved using a United States person query term,”
FBI personnel will be required to “provide a written statement of facts showing that the query
was reasonably likely to retrieve foreign intelligence information or evidence of a crime,” and the
FBI will maintain those statements “in a manner that will enable oversight by NSD and ODNI.”
Revised FBI Querying Procedures §§ IV.A.3, IV.B.4. FBI personnel are not required to provide
such a written statement before reviewing noncontents information. See § IV.A.3 n4.
(“Contents” is defined as as “any information conceming the substance, purport, or meaning of a
communication.” § IIL.A.)

The new documentation requirement does not apply to contents information retrieved by
queries that are described in Section 702(f)(2) of FISA. See Revised FBI Querying Procedures
§§ IV.A.2,IV.A.3. That section requires FBI personnel to obtain from the FISC a probable-
cause-based order before accessing contents retrieved by using a U.S.-person query term to query
un-minimized Section 702 information, if the query was conducted “in connection with a[n]
[FBI] predicated criminal investigation . . . that does not relate to the national security of the
United States” and was “not designed to find and extract foreign intelligence information.” FISA
§ 702()(2)(A), (D). A FISC order is not required, however, if “there is a reasonable belief that
such contents could assist in mitigating or eliminating a threat to life or serious bodily harm.” §
702()(2)(E).

In sum, FBI personnel may query un-minimized Section 702 information for foreign-

intelligence or law-enforcement purposes if the queries are reasonably likely to retrieve foreign-
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intelligence information or evidence of a crime. See Revised FBI Querying Procedures § IV.A.1.
Before FBI personnel examine contents information retrieved by using U.S.-person query terms,
they must provide a written statement of facts showing that the query satisfied that standard,
unless it came within the parameters of Section 702(f)(2). See §§ IV.A.2, IV.A.3. In the latter
case, FBI personnel must apply for and obtain an order from the FISC before accessing the
contents information retrieved, unless they reasonably believe it could assist in mitigating or
eliminating a threat to life or serious bodily harm. See FISA § 702(f)(2)(A), (E); Revised FBI
Querying Procedures § IV.A.2. As written, the Revised FBI Querying Procedures remedy the
previously found deficiency regarding documentation of the basis for U.S.-person queries.

III. IMPLEMENTATION OF THE NEW REQUIREMENTS

The authorization to use the Revised FBI Querying Procedures comes into effect on the

date that the Court issues an order regarding the amendments in the August 12, 2019,

Submission. See Amendment

t 3-4. As aresult, the FBI is required to

implement the revised procedures as of the date of this Opinion and Order. The government
acknowledges, however, that the FBI is not yet able to comply fully with those procedures. It
represents that the new recordkeeping and documentation requirements described above
“necessitate modifications to FBI systems, as well as training of FBI personnel, in order to
facilitate full compliance . ... The FBI will complete modifications of its systems and train its
personnel as soon as practicable in order to comply with these new provisions.” FBI Affidavit at

2. By what means, and how quickly, the govermment proposes to bring the FBI into full

—FOP SEERET/SHORECONNOFORN— Page 10
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compliance is relevant to the Court’s review of the Revised FBI Querying Procedures, insofar as

the Court looks beyond the text of the procedures to examine how the FBI will actually

implement them. See In re DNI/AG Certifications at 38-40; October 18, 2018, Opinion at 68.

The August 12, 2019, Memorandum discusses three FBI electronic and data-storage

systems for which additional steps must be taken for the FBI to comply fully with the new

See August 12, 2019, Memorandum at 10. The government

has also identified a fourth syste n which the FBI plans to store un-minimized

Section 702 information in the future. See Notice Pursuant to

Section 702, Aug. 23, 2019 (_Notice”) at 4 n.8.
An independent contractor manages and controls -system. Id. at 10 n.6.
Upgrading it to support the new recordkeeping and documentation requirements “reportedly

-nd could require an amendment to the

.ontract,” which entails “additional time and increased cost.” Id. The modifications

would “potentially [take] ten months to complete.” Id. at 10. “The FBI is evaluating whether it

would be worthwhile to invest the resources necessary to modify-ystem.” Id. In the

meantime, as of August 30, 2019, the FBI is requiring.sers to maintain written records

of U.S. person queries of unminimized Section 702-acquired information and written records of

would require modification

justifications to the extent required by the amended procedures.” Id. at 10-11. Those records

“will be available for oversight by NSD and ODNIL” Id. at 11.
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The govemment’s proposal regarding-ystem does not preclude a finding that
the FBI’s procedures satisfy applicable statutory and Fourth Amendment requirements. Indeed,
if FBI personnel create written records that properly identify U.S.-person query terms and, when
required, document the factual basis for U.S.-person queries, they may be complying with the
Revised FBI Querying Procedures. Those procedures contemplate “a written statement of facts
showing that the query was reasonably likely to retrieve foreign intelligence information or
evidence of a crime” that is “maintained in a manner that will enable oversight,” without

specifying how it is created or in what form it is kept. See §§ IV.A.3,IV.B.4. And if it “is

impracticable” fo ystem “to generate an electronic record of each United States
person query term” used for a query, and it “would be insufficient for technical, analytical,
operational, or security reasons” to run the query on a system that would generate such an
electronic record, then it would be permissible to query -“generate and maintain a
written record” of each U.S.-person query term used. See § IV.B.2.

Moreover, Section 702(f)(1)(B) “is best interpreted as requiring some kind of technical
procedure that requires intelligence agency personnel to memorialize, fo the extent reasonably
Jeasible, whether a particular query term is a United States person query term.” In re DNVAG

Certifications at 38 (emphasis added). Standards of reasonableness also apply under the Fourth

Amendment, see, e.g., In re Certified Question of Law, 858 F.3d 591, 604 (FISCR 2016) (per

curiam) (“The touchstone of the Fourth Amendment is reasonableness.”), and FISA’s
minimization requirements, gee, e.g., 50 U.S.C. § 1801(h)(1) (requiring procedures to be

“reasonably designed in light of the purpose and technique of the particular surveillance, to
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minimize . . . the retention, and prohibit the dissemination” of private U.S.-person information,
“consistent with the need of the United States to obtain, produce, and disseminate foreign

intelligence information™). In the short term, the only reasonably available means of complying

with the new recordkeeping and documentation requirements for queries on ystem is

for the FBI to maintain written records outside of that system. The Court expects that, in the

longer term, the FBI will seriously consider upgrading or replacing -ystem to support

the generation of electronic records in response to the new requirements.

. I

The FBI assesses that it will have completed the necessary modifications .y
approximately November 15, 2019, and tc.y approximately December 13, 2019. See
August 12, 2019, Memorandum at 10. The necessary training will be made available to FBI

personnel by November 15, 2019, and anyone who has not completed the training by December

13, 2019, will lose access to un-minimized Section 702 information on those systems. Id.

by December 13, 2019, the FBI expects to have completed the steps necessary for users o

In comparison to

o comply with the new provisions of the Revised FBI Querying Procedures.

ystem, the government plans to upgrade -

more quickly, but not to do anything to comply with the new requirements until the upgrade is

finished. The government contends that creating separate written records for queries on

-as the FBI will do for queries on-ystem, “would be impractical and overly
burdensome,” “given the magnitude of queries conducted” on -“as compared to

-August 12, 2019, Memorandum at 11. It indeed appears that a large number of
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queries are at issue. In Fiscal Year 2017, FBI personnel “ran approximately 3.1 million queries”
“against raw FISA-acquired information i.Declaration of the Director of the FBI
included within the September 18, 2018, Submission, at 6. But burden to the FBI is not the only
relevant factor. On the government’s proposal, a large volume of U.S.-person queries of Section
702 information _bcforc December 13, 2019, entails a correspondingly high
incidence of non-compliance with the new requirements.

One alternative to the government’s proposal would be to prohibit FBI personnel from
conducting U.S.-person queries of un-minimized Section 702 information in_
until the upgrading and training related to those systems have been completed. The Court is
mindful, however, of the important national-security interests furthered by the FBI’s querying
such information. See, e.g., In re DNI/AG Certifications at 12 (“The ability to query Section 702
information — as opposed to reviewing it communication-by-communication — greatly facilitates
the agencies’ ability to assess and respond to potential national security threats.”). Another

alternative would be for the FBI to create written records responsive to the new recordkeeping

and documentation requirements for queries o in the same manner as it will for

queries on tha-ystem. After careful consideration, the Court has concluded that it would

not be reasonable to expect the FBI now to instruct all the users o-o create

written records of U.S.-person queries outside of those systems, only to train them in late

November and early December on how to create electronic records within those systems. Rather,

the Court believes that the efforts of the trainers and the attention of the systems’ users should be
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focused on proper implementation of the long-term solution — creating the requisite records in

That conclusion, however, depends on the FBI’s completing the systems modification and
training f(-n accordance with the timetable described above. If that timetable
slips, the Court may have to reassess whether the FBI’s procedures, as they are being
implemented, satisfy the applicable statutory requirements and are consistent with the Fourth
Amendment. The government has undertaken to “submit a report every 45 days” from August
12, 2019, “apprising the Court of FBI’s progress in implementing its amended querying
procedures.” August 12, 2019, Memorandum at 11. As set out below, the Court is ordering the
government to make such reports in order to monitor the FBI’s implementation of the new

procedures.

C.

BI plans to store un-minimized information

id. at 3-4. Before putting any Section 702 information into

fully complies” with the Revised FBI Querying

BI will ensure that

Procedures, including their new recordkeeping and documentation requirements. Id. at 4 n.8. -
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-is not able to automatically generate and maintain the required electronic

records . . ., FBI personnel will generate and maintain” written records in response to the new

requirements. Id. For the reasons discussed above in the context o ystem, the
described practices for queries of Section 702 o not preclude the Court

from approving the Revised FBI Querying Procedures.

IV.  CONCLUSION

For reasons stated above and in the October 18, 2018, Opinion, the Court finds that:
(1) The 2018 Certifications and the certifications in the Prior 702 Dockets, as most
recently amended by the August 12, 2019, Submission, contain all the required statutory

elements;

(2) With respect to information acquired under the 2018 Certifications, as most recently
amended by the August 12, 2019, Submission, the FBI’s minimization procedures and querying
procedures are consistent with the requirements of Section 702(e) and Section 702(f)(1)(A)-(B)

respectively and of the Fourth Amendment; and

(3) With respect to information acquired under the certifications in the Prior Section 702
Dockets, as most recently amended by the August 12, 2019, Submission, the FBI’s minimization
procedures (including, as referenced therein, the FBI's querying procedures) are consistent with
the requirements of Section 702(e) and of the Fourth Amendment; and, accordingly,

IT IS HEREBY ORDERED AS FOLLOWS:

(1) The government’s request for approval of the 2018 Certifications and the

certifications in the Prior 702 Dockets, as so amended, is granted;
—_LOn CECDETUCTINDCONNOLODR Nw— Page 16
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(2) The government’s request for approval of use of the Revised FBI Querying
Procedures in connection with information acquired pursuant to the 2018 Certifications and the
certifications in the Prior 702 Dockets is granted;

(3) Separate orders memorializing the dispositions described above are being issued
contemporaneously herewith pursuant to Section 702(j)(3)(A)-(B);

(4) By September 26, 2019, the government shall submit a written report on the
implementation of the new recordkeeping and documentation requirements of the Revised FBI
Querying Procedures. The report shall provide updates regarding:

a. steps taken toward, and anticipated date of completion of, required

b. implementation of the requirements by creating written records regarding

queries of un-minimized Section 702 information i ystem and

c. the government’s longer-term plans regarding use o ystem and

-o query un-minimized Section 702 information and possible

modifications to those systems in response to the new requirements.
Thereafter, the government shall submit such reports at intervals of no more than 45 days until it
is reported that the FBI has completed the steps necessary to comply fully with the new
requirements; and
/

1
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(5) The requirements stated in paragraphs (3), (4)a, and (4)b on pages 135-38 of the

October 18, 2018, Opinion shall remain in effect.

ENTERED this ﬂh day of September, 2019.

=

JAMES/E. BOASBERG

JWéd States Foreign
Int&lligence Surveillance Court
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